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Introduction 
In the last meeting, RAN2 discussed the slice-based RACH configuration/parameters. The agreement or understanding is as follow:
· RAN2 will study slice-based RACH resources/configuration and RACH parameters prioritization to enable UE’s fast access for the intended slice.  

In the corresponding email discussion [1], the use case and the issues are further discussed, and the solution direction is studied.
In this contribution, we further provide our view in more details than the information we provided in the email discussion on slice-based RACH configuration/resources/parameters.
Discussion
Use case or intention of slice based random access
In Rel-15, the RACH configuration and resources and parameters are common to initial access in idle mode and resumption in inactive mode. In Rel-16, RACH parameters (RA prioritization) can be applied when the initial access or resumption is initiated due to MPS and MCS.  Hence the main question is on the use cases or intentions to provide such RACH differentiation for the different slices. From the email discussion, there are 3 use cases where such RACH differentiation is seen to be needed:
1. To provide additional access control using distinct RA resources for different slices or slice groups so that the network can perform access control
2. To provide RA resource isolation for critical slice or slice group
3. To provide RA prioritization to different slices or slice groups similar to MPS and MCS
For 1), the current UAC provides access barring check for each access category with its corresponding access identities. If one of the indicated access identities that triggers the RRC establishment or resumption is set to 0 for the access category, access to the network is allowed. Otherwise, a random number is drawn between 0 and 1 and if the value is above the UAC barring factor of the access category, the access attempt is barred.  Since each slice can be associated with an operator/user defined access category, the existing UAC can be used for such use case. Furthermore, with the RRC message is sent in MsgA PUSCH and in Msg3, the network will also know the priority of the establishment/resumption via the establishment and resumption cause value and thus distinct PRACH resources is not essential.  Hence, we think the Rel-15 UAC and admission control already provide a good solution for slicing.
For 2), providing such RA resource isolation for certain slice or slice group may reduce the system capacity and it may also result in wastage in resource if such slices did not occur. UAC can be used to provide such isolation for critical slice or slice group when there is a need of it by making the access of some access categories corresponding to some less critical slices less likely. 
For 3), we have done this for MPS and MCS and it is thus true that some of the slices (e.g. URLLC) may benefit from this, particularly from the case of resumption to reduce control plane latency and also for fast access to the intended critical slices. Hence, we think such RA prioritization similar to MPS and MCS (based on configuring scaling factor for power ramping parameters and backoff parameters) can be studied further.
Observation#1: UAC based on access category may be sufficient to provide access control also for slice, since each slice can correspond to a user defined access category. 
Observation#2: RA resource isolation for critical slice or slice group may reduce system capacity and waste precious RACH resource if the resource utilisation for the slices are uneven.
Observation#3: RA prioritization has been applied to critical mission services such as MPS and MCS. It could be beneficial to apply it to some critical slices (e.g. URLLC).
Based on the above observations, it is proposed that:
Proposal#1: Request RAN2 to study applying RA prioritization to slice.
In the subsequent sections, we discuss what RA parameters can be prioritized for slice based RACH as well as how to apply the RA prioritization at the UE for the slice based RACH.
What RA prioritization to apply
In 4-step and 2-step RACH, RA prioritization with the configured parameters powerRampingStepHighPriority and scalingFactorBI is supported for beam failure recovery and handover scenario in order to reduce the latency of random access.  This is also extended to become applicable to MPS and MCS for RRC establishment and resumption in Rel-16.  As baseline, these same RA prioritization parameters can be applied also for critical slice.
Further optimisation on the RA parameters to RA prioritization (e.g. available RACH occasion etc.) for providing further RA differentiation can be studied further.
Proposal#2: As baseline, existing RA prioritization with the configured parameters powerRampingStepHighPriority and scalingFactorBI can be supported for critical slice.
How to apply RA prioritization to a Slice
In Rel-15 access control, each slice corresponds to a corresponding operator defined access category.  As the PDN session corresponding to a slice is initiated by the UE NAS (i.e. MO call), the access category and corresponding access identities are determined by the NAS and provided to the AS.  The network can configure/signal the RA prioritisation for each of the operator defined access category over the SIB, and the RA prioritisation corresponding to a user defined access category can be applied accordingly during the RA procedure triggered by RRC establishment and resumption procedure by the UE.
For MT call, the access category is always set to 0 regardless of the slice or service that is associated with the MT call. One approach is to include the operator defined access category in the paging message and the same mechanism as MO call can be applied.  However, we do not see the need of this since we did not do this also for MT access for MCS and MPS service in Rel-16.
Proposal#3: Use the operator defined access categories to provide RA prioritization for slice in MO access case.
Proposal#3_1: Broadcast the operator defined access categories with their corresponding RA prioritization in SIB.
Proposal#3_2: UE AS selects the corresponding RA prioritization based on the operator defined access category provided by NAS for the RA procedure triggered by RRC establishment and resumption from RRC.

Conclusion
It is requested that RAN2 discussed the following observations and proposals:
Use cases and intentions for slice-based RACH:
Observation#1: UAC based on access category may be sufficient to provide access control also for slice, since each slice can correspond to a user defined access category. 
Observation#2: RA resource isolation for critical slice or slice group may reduce system capacity and waste precious RACH resource if the resource utilisation for the slices are uneven.
Observation#3: RA prioritization has been applied to critical mission services such as MPS and MCS. It could be beneficial to apply it to some critical slices (e.g. URLLC).
Proposal#1: Request RAN2 to study applying RA prioritization to slice.

Application of RA prioritization for slice-based RACH:
Proposal#2: As baseline, existing RA prioritization with the configured parameters powerRampingStepHighPriority and scalingFactorBI can be supported for critical slice.
Proposal#3: Use the operator defined access categories to provide RA prioritization for slice in MO access case.
Proposal#3_1: Broadcast the operator defined access categories with their corresponding RA prioritization in SIB.
Proposal#3_2: UE AS selects the corresponding RA prioritization based on the operator defined access category provided by NAS for the RA procedure triggered by RRC establishment and resumption from RRC.
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