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1 Introduction
In the previous RAN2#111-e, the following agreements were made for UE identification and access restrictions [1]:

	1. An indication in system information is needed to indicate whether a REDCAP UE can camp on the cell. FFS whether the indication is explicit or implicit. 

2. UAC mechanism also apply to REDCAP UEs.

3. System information indicates whether REDCAP operation is allowed/barred on a frequency. FFS reuse the legacy intraFreqReselection or introduce separate flag

4. Further discuss enhancement of UAC for REDCAP UEs, including e.g.:

a) define new Access Identity for REDCAP UEs

b) define new Access Categories for REDCAP UEs

(for any final decision we need to check with SA1 and/or CT1)


UE identification for Redcap UEs was also discussed in RAN1#102-e, the following agreements were made [2]:

	Agreements:
· Further study the options for identification of RedCap UEs, including at least the following indication methods:

· Opt. 1: During Msg1 transmission, e.g., via separate initial UL BWP, separate PRACH resource, or PRACH preamble partitioning.

· Opt. 2: During Msg3 transmission. 

· Opt. 3: Post Msg4 acknowledgment. 

· E.g., during Msg5 transmission or part of UE capability reporting.

· Opt. 4: During MsgA transmission (subject to support of if 2-step RACH)

· Other options are not precluded.

· Note: This study intends to establish feasibilit of, and pros and cons for the identified options from RAN1 perspective, without any intention of down-selection without guidance from RAN2.

Conclusion:
· RAN1 to wait for further progress in RAN2 on the issues of temporary access barring and congestion control.


In the meanwhile, the post111-email was hotly being discussed regarding to these issues. In this contribution, we give some general principles on the UE identification and access restrictions in the scope of the study item.
2 Discussion
2.1 Discussion on Identification for Redcap devices
The first question is how the devices with reduced capabilities to be explicitly identifiable to the network to restrict their access. RAN1 has provided some options, e.g., Msg1 (Separate initial UL BWP or PRACH partitioning), Msg3 and Msg5, etc.
For Msg1 based identification, it depends on the whether message 2 transmission would take the Redcap UE capabilities into considerations and be scheduled differently from legacy UE. It may also be the case that Redcap UEs would require coverage recovery, thus additional enhancement need be carried out on the msg2 PDCCH and PDSCH, e.g., higher AL, repetition which deviates from NR normal UEs. Hence, early indication of Redcap UE capabilities during the initial access by Msg1 is required. However, this will depend on more RAN1 output. And if that is agreed, the way to identify Redcap for instance by separate initial UL BWP or PRACH partitioning also depends on RAN1 output.
Proposal 1 Early indication of Redcap UE capabilities during the initial access by Msg1 depends more on RAN1 output.
For Msg3 based identification, it needs further discussion. If a Redcap UE is identified at first in Msg1 as agreed in RAN1, it seems the need for the network to identify Redcap UEs in msg3 further is to schedule the UE properly in Msg4. In our understanding, a Redcap UE can at least be identified by the network on whether the UE is Redcap UE or not by Msg1. But if the special configuration is needed for MSG4/5 for different types of Redcap UEs for finer categorization, the network needs to identify Redcap UE before sending MSG4. In this case, more RAN1 confirmation is needed on what impact will be for MSG4/5 configuration depending on what capabilities will be reduced for different types of Redcap UEs. In the meanwhile, from the RAN’s perspective, if Redcap UEs also need to be identified to core network for subscription validation for its intended use cases, the identification can also be signalled in msg3 payload.
Proposal 2 Identification of Redcap UE during the initial access by Msg3 depends whether special configuration is needed for MSG4/5 for different types of Redcap UEs or core network identification.

However, if Redcap indication in Msg1 or Msg3 is introduced, we do not see a strong need for RAN to identify Redcap UEs in msg5 since more complex Redcap capabilities can be reported to the network afterwards after RRC connection is setup and gNB can identify the Redcap UEs based on the reported capabilities for better scheduling decision.
Proposal 3 Identification of Redcap UE during the initial access by Msg5 is not needed.
2.2 Discussion on access restrictions for Redcap devices
Issue 1: Indication in system information
The first issue is how to restrict their access to devices with reduced capabilities. Definitely, not all the network implement the Redcap functions based on practical requirements. Therefore, it suggests the gNB can indicates the reduced capability NR devices that it is allowed to access or not. The gNB could provide assistance information to the UE for better understanding network status. A possible way is putting an indication SI, e.g., MIB or RSMI to indicate whether Redcap UEs should be allowed to camp on the cell. Note that MIB has too few spare bits available to support barring of Redcap devices. If we want to introduce separate barring for different UE device types, RMSI seems to be another option. The drawback is a Redcap UE may waste further resources attempting to monitor the RMSI DCI and then acquiring the RMSI itself. Another implicit way is by the presence of Redcap configuration parameters adding to SI to indicate whether the cell supports Rel-17 Redcap, e.g. Initial DL BWP configured by RMSI exceeds Redcap bandwidth. The details depends on RAN1’s design. 
Proposal 4 The gNB could provide assistance information to reduced capability NR devices that it is allowed to access or not.
· Explicit indication in MIB or RSMI
·     cellBarred for redcap
· Implicit indication in MIB or RSMI
Issue 2: Unified Access Control (UAC)
Access barring is used as a relief of temporary congestion. RAN2 has agreed that Unified Access Control (UAC) can be reused for Redcap UEs. Whether to define new Access Identity for Redcap UEs or define new Access Categories for Redcap UEs has not decided yet.
Some details still need to be considered. The first question is how those three main use cases included in the study item will present very different impacts in terms of cell load. For the high-end wearables requiring a peak rate of 150 Mbps case use case, it is possible that the load and traffic involved have no difference with the NR normal UEs where the same traffic models of FTP model 3 and VoIP from TR 38.840 was used to characterize the wearables service types. It seems the access barring do not need to be considered separately from NR normal UEs. While for other cases, e.g., if huge amount of the industrial sensors/ video surveillances are reporting at the same specified time, which hardly happens in traditional mobile communication systems, the network is likely to be congested. To support those scenarios, we propose the access control scheme should be improved for specific Redcap device types.
Due to the nature of the traffic, if the traffic models identified are different from the existing services related access categories, it is reasonable to add new access categories or reuse the reserved ones. An example is to add a new access category for video surveillance which mainly focused on uplink. It seems reasonable to permit video surveillance while restrict the legacy MO when congestion happens to downlink resource. 
Regarding to new UE type, for instance, if new types of UEs can be identified for clearer UE categorization for industrial wireless sensor scenarios, additional access identities can be introduced. An example is to reuse the reserved access class (access identity 3-10 are reserved for future use). However, we should realise that RAN2 is only looking at part of the solution, and also other groups (SA2/CT1) to decide how many access identities should be added.
· For general wireless sensors, Access Class 3
· For safety related sensors, Access Class 4
We also notice that in NR UAC, the Bitmap is used for access identities 1,2,11-15 and barring factor/timer is used for normal UE (access identity 0 in 5G) as ac-BarringFactor. If access identities are adopted for Redcap IOT devices, in certain cases, many Redcap or IOT devices may be in the same location need to report at almost the same time (during rush hour). So without the barring factor/timer when an AC turns to “not bar” from “bar”, all the UEs with that AC will access the network synchronously after reading the SIB. Hence, to avoid such network congestions and overloading, we may need to study ways to more proactively prevent such collisions. It seems that a separate SIB for Redcap access barring control is reasonable as in EAB. This scenario still needs to be confirmed by SA2/CT1.

Another question is whether CE-level-based access class barring using PRACH resource barring introduced in R15 narrowband can be reused whose purpose is to prevent access to coverage enhancement resources in the congestion case. If Redcap UEs requires coverage recovery and the additional enhancement will be carried out on the repetition transmission, it seems reasonable that the access could be configured to be more restrictive for Redcap UEs. This depends on more RAN1’s input on coverage recovery.
Proposal 5 Unified Access Control can be reused for Redcap UE with more details can be discussed further.
· Differentiate for different Redcap scenarios;

· Add new Access Categories for Redcap (e.g., video surveillance);

· Add new Access Identities for Redcap devices (e.g., industrial sensors);

· CE-level-based access class barring
3 Conclusions

Based on the discussion, our proposals are provided as follows: 

Proposal 6 Early indication of Redcap UE capabilities during the initial access by Msg1 depends more on RAN1 output.

Proposal 7 Identification of Redcap UE during the initial access by Msg3 depends whether special configuration is needed for MSG4/5 for different types of Redcap UEs or core network identification.

Proposal 8 Identification of Redcap UE during the initial access by Msg5 is not needed.
Proposal 9 The gNB could provide assistance information to reduced capability NR devices that it is allowed to access or not.
· Explicit indication in MIB or RSMI
·     cellBarred for redcap
· Implicit indication in MIB or RSMI
Proposal 10 Unified Access Control can be reused for Redcap UE with more details can be discussed further.

· Differentiate for different Redcap scenarios;

· Add new Access Categories for Redcap (e.g., video surveillance);

· Add new Access Identities for Redcap devices (e.g., IOT devices);

· CE-level-based access class barring
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