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1 Introduction
In the last meeting, RAN2 agreed to allow LTE RLC out-of-order delivery for normal DRB as well as split DRB and LWA DRB [1][2].  
In this contribution, we can discuss their impact on ROHC decompression at PDCP re-establishment.
2  Discussion
2.1 Background
In the current LTE RRC specification, the header compression (ROHC) is not allowed to be configured for split and LWA DRBs as follows [3]:
	headerCompression

E-UTRAN does not reconfigure header compression for an MCG DRB except for upon handover and upon the first reconfiguration after RRC connection re-establishment. E-UTRAN does not reconfigure header compression for a SCG DRB except for upon SCG change involving PDCP re-establishment. For split and LWA DRBs E-UTRAN configures only notUsed. E-UTRAN only configures this field when neither uplinkOnlyHeaderCompression nor uplinkDataCompression is configured.
If headerCompression is configured, the UE shall apply the configured ROHC profile(s) in both uplink and downlink. ROHC and EHC can be both configured simultaneously for a DRB.


Observation 1. The header compression (ROHC) can be configured only for normal DRBs, i.e. not split and LWA DRBs.

Moreover, t-Reordering was used only for split and LWA DRBs before agreed CRs [1][2]. 

In this reason, the current LTE PDCP specification does not specify header compression / decompression related behavior at PDCP re-establishment when t-Reordering is used, i.e. Section 5.2.2.1a as follows [4]:

	5.2.2.1a
Procedures for DRBs mapped on RLC AM while the reordering function is used

When upper layers request a PDCP re-establishment while the reordering function is used, the UE shall:

-
process the PDCP Data PDU(s) that are received from lower layers due to the re-establishment of the lower layers, as specified in the clause 5.1.2.1.4;
-
if the PDCP entity is to be associated with one AM RLC entity after PDCP re-establishment:

-
stop and reset t-Reordering;

-
apply the ciphering algorithm and key provided by upper layers during the re-establishment procedure.


Observation 2. The header compression (ROHC) is not considered when t-Reordering is used at PDCP re-establishment
However, according to [1][2], t-Reordering gets to be used for normal DRB if the associated RLC entity is configured with rlc-OutOfOrderDelivery as follows: 

	5.1.2.1.4
Procedures for DRBs mapped on RLC AM or RLC UM, for LWA bearers and SLRB when the reordering function is used

For DRBs mapped on RLC AM and RLC UM, for LWA bearers and when PDCP duplication is used, the PDCP entity shall use the reordering function as specified in this clause when:

-
the PDCP entity is associated with two RLC entities; or

-
the PDCP entity is configured for a LWA bearer; or

-
the PDCP entity is associated with one AM RLC entity after it was, according to the most recent reconfiguration, associated with two AM RLC entities or configured for a LWA bearer without performing PDCP re-establishment; or

-
the PDCP entity is configured with PDCP duplication; or

-
the PDCP entity is reconfigured to configure DAPS; or
-
the PDCP entity is associated with at least one RLC entity configured with rlc-OutOfOrderDelivery.



Observation 3. t-Reordering can be used for normal DRB if the associated RLC entity is configured with rlc-OutOfOrderDelivery.

Based on Observation 1 and 3, for normal DRBs, t-Reordering can be used and the header compression can be configured.

Observation 4. For normal DRBs, t-Reordering can be used and the header compression can be configured if the associated RLC entity is configured with rlc-OutOfOrderDelivery.

2.2 ROHC decompression failure
In this section, we can discuss the PDCP receive operation and the PDCP re-establishment procedure for AM DRB configured with t-Reordering and header compression, of which the associated RLC entity is configured with rlc-OutOfOrderDelivery. The receiving PDCP entity receives the out-of-order PDCP PDUs from lower laye. Then it would store them and wait until making them order-sorted (or the expiry of t-reordering timer) without header decompression procedure. When they are sorted in the ascending order (or t-reordering timer is expired), the receiving PDCP entity would perform header decompression and deliver them to the upper layer in the ascending order. The current PDCP re-establishment procedure when t-Reordering is used (Section 5.2.2.1a) does not consider the above PDCP receive operation and header decompression and thus it can cause the header decompression failure, i.e. the out-of-order PDCP PDUs in the reception buffer should be considered upon PDCP re-establishment. The specific example is as follows:
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Figure 1. Header decompression failure problem
As shown in Figure 1, the receiving PDCP entity of AM DRB first receives PDCP PDUs with SN=0, 1, 3, 4, and 6. They are deciphered and integrity-verified after removing PDCP header and the out-of-order PDCP PDUs thereof are buffered without header decompression procedure, e.g. PDCP PDUs with SN=3, 4 and 6 while the in-sequence PDCP SDUs thereof are delivered to the upper layer in the ascending order after header decompression, e.g. PDCP PDUs with SN=0 and 1. The PDCP re-establishment may happen, e.g. due to handover. Upon PDCP re-establishment, the receiving entity resets the header compression protocol(ROHC) and then re-configures it with new context when a PDCP PDU including IR packet arrives, e.g. PDCP PDU with SN=2 piggybacking IR packet. As described in the above, if the buffered PDCP SDUs are sorted in the ascending order, e.g. 2, 3, and 4, they would be header-decompressed and delivered to the upper layer. Note that PDCP PDUs with SN = 3, 4, and 6 are header-compressed with old ROHC context and the current header compression protocol(ROHC) was re-configured with new context. Therefore, the header decompression failure would happen for PDCP SDUs with SN=3, 4, and 6.

The problem in Figure 1 results from the procedure that the header decompression protocol is reset without any consideration for the buffered PDCP SDUs. The simplest solution is to perform header decompression for the stored PDCP PDUs before resetting header compression protocol when PDCP re-establishment is requested. Note that the PDCP re-establishment configured with drb-ContinueROHC would not cause the problem mentioned in the above. Rather, the proposed solution can cause another header decompression failure problem if drb-ContinueROHC is configured because the Not-received PDCP PDUs may include a IR packet. Therefore, the proposed solution should be performed if drb-ContinueROHC is not configured as implemented in Annex A. The corresponding CR was submitted as [5].
Proposal. Upon PDCP re-establishment, if drb-ContinueROHC is not configured and if the associated RLC entity is configured with rlc-OutOfOrderDelivery, the receiving PDCP entity performs header decompression for stored PDCP PDUs before header decompression reset.
3 Conclusion

In this contribution, we provide our view on ROHC decompression failure to discuss the following proposal:

Proposal. Upon PDCP re-establishment, if drb-ContinueROHC is not configured and if the associated RLC entity is configured with rlc-OutOfOrderDelivery, the receiving PDCP entity performs header decompression for stored PDCP PDUs before header decompression reset.
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5 Annex A

	5.2.2.1a
Procedures for DRBs mapped on RLC AM while the reordering function is used

When upper layers request a PDCP re-establishment while the reordering function is used, the UE shall:

-
process the PDCP Data PDU(s) that are received from lower layers due to the re-establishment of the lower layers, as specified in the clause 5.1.2.1.4;
- 
if the PDCP entity is associated with at least one RLC entity configured with rlc-OutOfOrderDelivery:, 
-
perform header decompression using ROHC for all stored PDCP SDUs if drb-ContinueROHC is not configured in TS 36.331 [3];

-
reset the ROHC protocol for downlink and start with NC state in U-mode (if configured) [9] [11], except if upper layers indicate stored UE AS context is used and drb-ContinueROHC is configured,see TS 36.331 [3];
-
if the PDCP entity is to be associated with one AM RLC entity after PDCP re-establishment:

-
stop and reset t-Reordering;

-
apply the ciphering algorithm and key provided by upper layers during the re-establishment procedure.
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