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1. Introduction
The WI on NR positioning enhancement has been approved in RAN#88e(RP-200928), and the following objectives have been agreed in WID:
----------------------------------objectives in RP-200928----------------------------------------------
1. Study enhancements and solutions necessary to support the high accuracy (horizontal and vertical), low latency, network efficiency (scalability, RS overhead, etc.), and device efficiency (power consumption, complexity, etc.) requirements for commercial uses cases (incl. general commercial use cases and specifically (I)IoT use cases as exemplified in section 3 above (Justification)):
a. Define additional scenarios (e.g. (I)IoT) based on TR 38.901 to evaluate the performance for the use cases (e.g. (I)IoT). [RAN1]
b. Evaluate the achievable positioning accuracy and latency with the Rel-16 positioning solutions in (I)IoT scenarios and identify any performance gaps. [RAN1]	
c. Identify and evaluate positioning techniques, DL/UL positioning reference signals, signalling and procedures for improved accuracy, reduced latency, network efficiency, and device efficiency.
Enhancements to Rel-16 positioning techniques, if they meet the requirements, will be prioritized, and new techniques will not be considered in this case. [RAN1, RAN2]
NOTE 1:	Sidelink is not part of this objective.
NOTE 2:	Involve RAN4 for validating assumptions for the systems evaluations where appropriate.
NOTE 3:	The commercial use cases and requirements are applicable to a limited geographic area.
2. Study solutions necessary to support integrity and reliability of assistance data and position information: [RAN2]
a. Identify positioning integrity KPIs and relevant use cases.
b. Identify the error sources, threat models, occurrence rates and failure modes requiring positioning integrity validation and reporting. 
c. Study methodologies for network-assisted and UE-assisted integrity.
NOTE 4:	Objective 2 is applicable to both, RAT-dependent and RAT-independent positioning methods.
------------------------------------objectives in RP-200928-------------------------------------------
In this contribution, we would like to briefly introduce the error sources and failure modes in GNSS. 
2. Error Sources
Potential error source in GNSS
It is well known that GNSS result may be influenced by various error sources. And the following error sources can be considered in the SI. 
· [bookmark: OLE_LINK2]Satellite clock: Atomic clock is used in the navigation satellite for positioning calculation. Though atomic clock is one of the most accurate clock in the world, drift up may occur in the atomic clock and lead to the error or deviation of the positioning result. The drift up can be fixed by correction signal which is calculated and sent from the other positioning elements such as monitoring station.
· Satellite orbit: Ideally, all navigation satellites run in their own orbits and the orbits never change. Then the receiver can calculate its location based on both the received signals and known satellites’ locations. However, either the orbit or the velocity of the satellite can not keep constant. Ephemeris is broadcast by the satellite and is used to compensate errors which are caused by the orbit.
· Ionospheric delay:The satellite signal can be delayed and deflected by the ionosphere. Because the ionosphere is not homogeneous, the influence may be various in different locations, which may lead to different range of error in positioning results. With the help of the monitoring stations, the ionospheric influence can be minimized.
· Tropospheric delay:Troposphere can also delay the satellite signals. With the similar mechanism introduced in ionospheric delay, the delay which is caused by troposphere can be minimized by the monitoring stations.
· Multipath: Multipath may happen in common use cases. Though receiver antennas are designed to minimize the multipath influence, it still can not be ignored.
Proposal 1: The following error sources shall be considered in the SI.
· Satellite clock
· Ionospheric delay
· Satellite orbit
· Tropospheric delay
· Multipath

How to indicate the uncertainty of error source
Once we identify the error source, one issue is how to indicate the uncertainty of the error source identified. For this issue, the following two alternatives can be considered:
· Alt1: Provide uncertainty for each error source
· Alt2: Provide uncertainty for each satellite, in which case the per satellites uncertainty will be derived based on the uncertainty of each error source
Although providing uncertainty for each error source can provide more information, considering the main use case of the uncertainty in GNSS is to select suitable satellite for the positioning, the per satellite uncertainty seems sufficient. To avoid unnecessary complexity in both specification and implementation, we prefer to adopt the alternative 2 and provide per satellite uncertainty in the GNSS assistant information, and the per satellite uncertainty is derived based on the uncertainty of each error source.
Proposal 2: Per satellite uncertainty shall be included in GNSS assistance information, and the per satellite uncertainty is derived based on the uncertainty of related error source.
3. Failure modes
[bookmark: _GoBack]In R2-2007936 we have already discussed about the integrity definition and related KPIs. If a integrity event lasts longer than a certain period(time to alarm) without alarm raised, a integrity failure occurs. It is obviously that the integrity failure has no benefit to maintain the UE’s integrity. Generally, the failure modes can be classified by reasons. There are three kinds of failure modes in GNSS field. They are listed below with some of their scenarios. 
System issue
· clock jump or drift: The time information may be changed in the transmitted signal without any notification. Drift up may occur in the atomic clock installed in the satellite. 
· De-synchronization between data modulation and code: This may be caused by a constant bias for a particular satellite.
· RF filter failures: This may cause sudden jumps or slow fluctuation in signal frequencies.
Environment issue
· Eclipse related trajectory change: The trajectory of satellite may be effected by the solar radiation pressure.
· Excessive solar interference: This can impact the ionospheric then make the signal meaningless.
· [bookmark: OLE_LINK3]Ionospheric/Tropospheric errors: Both ionosphere and troposphere can delay the satellite signal. The influence may be various in different locations.
Human issue
· Spoofing: The reception point may receive the fake signal and then get a wrong positioning result.
· Jamming: More noise is generated, higher possibility that the reception point can not receive the satellite signals.
Although some failure mode can be identified, whether/how to use such kind of failure mode information in 3GPP system is still FFS.
From our point of view, the failure mode can be used to maintain/update the integrity information of statllite,and whether we will specify the handling of failure mode mainly depends on whether we will specify the NW entity for integrity information collection as a 3GPP NW node and whether we will specify the interface between the NW entity for integrity collection and other 3GPP NW entitiy (e.g. E-SMLC).If we leave the NW entity and corresponding interface related to integrity information collection to implementation, then the handling of failure mode can be left to implementation as well. 
Observation: Whether the handling of failure mode need to be specify mainly depends on whether the NW entity and corresponding interface  related to integrity information collection (e.g. interface between the NW node for integrity information collectio and E-SMLC) will be specified in 3GPP.
Based on the observation, we give our proposal as follow:
Proposal 3: Postpone the discussion on the handling of failure mode, unless we determine to specify the interface between the NW node for the integrity information collection and other 3GPP NW node.
4. Conclusion
Proposal 1: The following error sources shall be considered in the SI.
· Satellite clock
· Ionospheric delay
· Satellite orbit
· Tropospheric delay
· Multipath
Proposal 2: Per satellite uncertainty shall be included in GNSS assistance information, and the per satellite uncertainty is derived based on the uncertainty of related error source.
Observation: Whether the handling of failure mode need to be specify mainly depends on whether the NW entity and corresponding interface  related to integrity information collection (e.g. interface between the NW node for integrity information collectio and E-SMLC) will be specified in 3GPP.
Proposal 3: Postpone the discussion on the handling of failure mode, unless we determine to specify the interface between the NW node for the integrity information collection and other 3GPP NW node.
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