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1 Introduction
The SID on reduced capability (RedCap) devices [1] includes the following objective for study:
Study functionality that will allow devices with reduced capabilities to be explicitly identifiable to networks and network operators, and allow operators to restrict their access, if desired.
In this contribution, we take a closer on how a RedCap UE camps onto a network, how a RedCap UE identifies itself to a network as well on access restrictions for RedCap services.
2 Discussion
2.2 NW support of RedCap
Existing NR networks are deployed with the assumption that the minimum requirements as defined for a Rel-15 device are supported by all UEs that operate in the network. These minimum requirements include the UE’s operating bandwidth (at least 100MHz), and the minimum supported number of RX antennas (2 or 4). Introduction of RedCap changes these minimum requirements of a UE operating in the network. 
A change to the UE’s minimum operating bandwidth potentially affects the gNB’s scheduler, while changes to the number of supported antennas affect NW coverage. Therefore, one cannot assume that all gNBs can support RedCap UEs by default. Only those gNBs in a network that have been updated to support these reduced minimum capabilities would be able to support RedCap devices. Deployment of RedCap is likely to take place as need (and the market) dictates, and an operator is unlikely to upgrade all the gNBs in its network to support RedCap at the same time.
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Figure 1: Operator network with mixed support of RedCap
If a RedCap UE camps on a cell that does not support RedCap operation, it is likely that an access attempt by this UE will fail either at the physical layer (due to poor coverage) or at a higher layer (due to bandwidth restrictions). Therefore operation of a RedCap device in legacy NR cells results in needlessly increasing the load and noise in legacy NR cells. There is clearly no point in having a RedCap UE camping on a cell that does not support RedCap operation. 
The simplest way to prevent RedCap UEs from doing so is by having the gNB broadcast its support of RedCap operation to the UE. The UE uses this information to determine which cell it can camp on. The barring mechanism broadcasted by the MIB (i.e. flags cellBarred and intraFreqReselection) can serve as a template for such signalling. As a minimum, a flag similar to cellBarred is needed to indicate support of RedCap operation at the cell level. Furthermore, a flag similar to intraFreqReselection can be considered if RedCap operation is supported on all neighbour cells on the same frequency, to avoid the need for the UE to read broadcast information prior to reselection.
Proposal 1: A RedCap UE only camps on a cell that indicates support of RedCap operation
Proposal 2: Support of RedCap operation in a cell is broadcasted by the network
Proposal 3: RAN2 to discuss further if RedCap support is indicated per cell or per frequency by the network.
Due to its low cost, it is likely that the density of RedCap devices in a cell would be higher than regular eMBB NR UEs, as the RedCap market expands. This would result in a higher load in networks, requiring load balancing techniques to be used. The Unified Access Control (UAC) mechanism [2] introduced by SA1 provides a framework that can be used to control access of certain devices and/or services for load balancing. It is relevant here to note that the type of traffic served by RedCap devices in some cases are delay tolerant and of a low priority. 
Prior to any access attempt, a UE verifies that the Access Identity and Access Category corresponding to the access attempt is allowed on the network. To re-use this framework for RedCap operation, a new Access Identity may potentially be needed to identify RedCap UEs. However this discussion needs to take place in SA1.
Proposal 4: The UAC mechanism is re-used to control the access of RedCap devices to the network.
Proposal 5: Send an LS to SA1 to determine if changes are needed to the UAC mechanism to support RedCap access control.
2.1 Identification of a UE to the network


Figure 2: UE capability framework
The capability of an NR UE is provided to the NW using the UECapability framework. Following security establishment during the registration procedure, the network queries the UE’s capabilities. NR does not have UE categories defined as in LTE, which associated a set of UE capabilities with an identifier. Instead, the set of features that a UE supports is explicitly indicated to the network in NR. As a result, NR capabilities reported by the UE is a significantly large message. 
The UE capabilities reported are stored in the AMF (and maintained across AMF reselections) to avoid having to query this information again from the UE over the air, when it moves to connected mode in the future [3]. When the UE identity is known to the gNB, it can retrieve the stored UE capability information from the AMF. If the UE was in Inactive mode, the UE identity is known to the gNB as early as msg3 when the I-RNTI is signalled. If the UE was in Idle mode, it can be identified by the gNB when msg5 is sent and 5G-S-TMSI is known. 
There is therefore no need for early identification of a RedCap UE to the NW, i.e. prior to msg5, when considering:
a. RedCap access only takes place on gNBs that have indicated that they support RedCap operation, and;
b. Msg1 and Msg3 are limited in size and do not exceed the 20MHz minimum bandwidth of an RedCap UE.
In case the UE is not yet registered to the network (which is a rare case), UE capabilities are only exchanged with the network after security is first established. This can lead to some delay before the UE is identified to the gNB as a RedCap UE. However, the only exchange of information that takes place prior to UE capability transfer is identification and security establishment. These procedures are not resource intensive and can easily be accommodated by the minimum bandwidth that a RedCap UE supports. Given that registration seldom occurs and does not have a significant overhead, there is no need for early identification of a RedCap UE to the NW in this case as well.
Proposal 6: A RedCap UE that is registered to a network is identified by the network at msg5.
As mentioned in section 2.1, there is a likelihood that the density of RedCap UEs in a cell may be higher than regular eMBB UEs. If the UE density is high, the provision of UE capability information from the AMF to the gNB each time a UE enters connected mode can significantly increase the load over the N2 interface. In our accompanying paper on UE capabilities [4], we outline why it is useful to have a single identifier for a RedCap device type. In place of retrieving UE capability from the AMF on each access attempt, the UE can include this RedCap UE identifier in msg5 (i.e. RRCSetupComplete or RRCResumeComplete) to alleviate the load over the N2 interface.
Proposal 7: The UE can indicate that it is a RedCap UE as part of msg5.
3 Conclusion
In this contribution we propose the following:
Proposal 1: A RedCap UE only camps on a cell that indicates support of RedCap operation
Proposal 2: Support of RedCap operation in a cell is broadcasted by the network
Proposal 3: RAN2 to discuss further if RedCap support is indicated per cell or per frequency by the network.
Proposal 4: The UAC mechanism is re-used to control the access of RedCap devices to the network.
Proposal 5: Send an LS to SA1 to determine if changes are needed to the UAC mechanism to support RedCap access control.
Proposal 6: A RedCap UE that is registered to a network is identified by the network at msg5.
Proposal 7: The UE can indicate that it is a RedCap UE as part of msg5.
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