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	Reason for change:
	(1) The UE behavior of forwarding uac-AC1-SelectAssistInfo to upper layers is missing in 5.2.2.32.
(2) Among all the PLMNs sharing the same cell, some PLMNs may want to configure access barring for delay tolerant service while others do not. With the current ASN.1 structure, if one PLMN wants to configure access barring for delay tolerant services, other PLMNs sharing the same cell have to configure a “a”, “b” or “c” either via plmnCommon or individualPLMNList even though they do not want to do so. As a result, UE configured with delay tolerant service may select access category 1 and perform barring check based on the factor and timer associated with access category 1 upon receiving such configuration although it should have selected another access category and perform access barring accordingly.
Thus, it is suggested to introduce UAC-AC1-SelectAssistInfo-v16xy with value {a, b, c, notConfigured} to allow network not to configure UAC-AC1-SelectAssistInfo for a certain PLMN.

	
	

	Summary of change:
	· Add the missing behaviour of forwarding uac-AC1-SelectAssistInfo to upper layers in 5.2.2.32;
· Introduce UAC-AC1-SelectAssistInfo-v16xy with value {a, b, c, notConfigured}.

Impact Analysis
Impacted 5G architecture options:
EUTRA connected to 5GC, NG-ENDC
 
Impacted functionality:
Unified Access control
 
Inter-operability:
1.	 If the network is implemented according to the CR and the UE is not, UE is not able to read and act on the UAC-AC1-SelectAssistInfo-v16xy field. 
2.	 If the UE is implemented according to the CR and the network is not, no inter-operability is forseen.

	
	

	Consequences if not approved:
	Among all the PLMNs sharing the same cell, the current ASN.1 for configuring uac- AC1-SelectAssistInfo does not allow some PLMNs to configure such assistance information while others not to configure it.
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[bookmark: _Toc46480453][bookmark: _Toc46481687][bookmark: _Toc46482921][bookmark: _Toc46439097][bookmark: _Toc46443934][bookmark: _Toc46486695][bookmark: _Toc36843509][bookmark: _Toc36836532][bookmark: _Toc36756991][bookmark: _Toc37067798][bookmark: _Toc20425880][bookmark: _Toc29321276][bookmark: _Toc20425829][bookmark: _Toc29321225]5.2.2.32	Actions upon reception of SystemInformationBlockType25
Upon receiving SystemInformationBlockType25 the UE shall:
1>	if uac-AC1-SelectAssistInfo is included and the value is set to a, b or c:
2>	forward uac-AC1-SelectAssistInfo to upper layers.
No UE requirements related to the contents of this SystemInformationBlock apply other than those specified elsewhere e.g. within procedures using the concerned system information, and/ or within the corresponding field descriptions.
Next change
[bookmark: _Toc46481005][bookmark: _Toc46482239][bookmark: _Toc46483473][bookmark: _Toc20487265][bookmark: _Toc29342560][bookmark: _Toc29343699][bookmark: _Toc36566961][bookmark: _Toc36810399][bookmark: _Toc36846763][bookmark: _Toc36939416][bookmark: _Toc37082396][bookmark: _Toc46481028][bookmark: _Toc46482262][bookmark: _Toc46483496]6.3.1	System information blocks
–	SystemInformationBlockType25
The IE SystemInformationBlockType25 contains the UAC parameters.
SystemInformationBlockType25 information element
-- ASN1START

SystemInformationBlockType25-r15 ::=	SEQUENCE {
	uac-BarringForCommon-r15				UAC-BarringPerCatList-r15				OPTIONAL,	-- Need OP
	uac-BarringPerPLMN-List-r15			UAC-BarringPerPLMN-List-r15				OPTIONAL,	-- Need OP
	uac-BarringInfoSetList-r15			UAC-BarringInfoSetList-r15,
	uac-AC1-SelectAssistInfo-r15		CHOICE {
		plmnCommon-r15							UAC-AC1-SelectAssistInfo-r15,
		individualPLMNList-r15	SEQUENCE (SIZE (2..maxPLMN-r11)) OF UAC-AC1-SelectAssistInfo-r15
		}			OPTIONAL,	-- Need OR
	lateNonCriticalExtension				OCTET STRING {CONTAINING SystemInformationBlockType25-v16xy-IEs}								OPTIONAL,
	...,
	[[	ab-PerRSRP-r16					ENUMERATED {thresh0, thresh1, thresh2, thresh3}	OPTIONAL	-- Need OR
	]]
}
SystemInformationBlockType25-v16xy-IEs ::=               SEQUENCE {
	uac-AC1-SelectAssistInfo-v16xy SEQUENCE {
        individualPLMNList-v16xy   SEQUENCE (SIZE (2..maxPLMN)) OF UAC-AC1-SelectAssistInfo-v16xy
        }                                                                                                  OPTIONAL    -- Need OR
    nonCriticalExtension            SEQUENCE {}                                          					OPTIONAL
}

UAC-BarringPerPLMN-List-r15::=	SEQUENCE (SIZE (1.. maxPLMN-r11)) OF UAC-BarringPerPLMN-r15

UAC-BarringPerPLMN-r15 ::=	SEQUENCE {
	plmn-IdentityIndex-r15		INTEGER (1.. maxPLMN-r11),
	uac-AC-BarringListType-r15		CHOICE{
		uac-ImplicitAC-BarringList-r15		SEQUENCE (SIZE(maxAccessCat-1-r15)) OF UAC-BarringInfoSetIndex-r15,
		uac-ExplicitAC-BarringList-r15		UAC-BarringPerCatList-r15
		}					OPTIONAL	-- Need OR
}

UAC-BarringPerCatList-r15 ::= SEQUENCE (SIZE (1..maxAccessCat-1-r15)) OF UAC-BarringPerCat-r15

UAC-BarringPerCat-r15 ::= SEQUENCE {
	accessCategory-r15					INTEGER (1..maxAccessCat-1-r15),
	uac-barringInfoSetIndex-r15		UAC-BarringInfoSetIndex-r15
}

UAC-BarringInfoSetIndex-r15 ::=	INTEGER (1..maxBarringInfoSet-r15)
UAC-BarringInfoSetList-r15 ::=		SEQUENCE (SIZE (1..maxBarringInfoSet-r15)) OF UAC-BarringInfoSet-r15


UAC-BarringInfoSet-r15 ::= SEQUENCE {
	uac-BarringFactor-r15		ENUMERATED {
									p00, p05, p10, p15, p20, p25, p30, p40,
									p50, p60, p70, p75, p80, p85, p90, p95},
	uac-BarringTime-r15			ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},
	uac-BarringForAccessIdentity-r15			BIT STRING (SIZE(7))
}

UAC-AC1-SelectAssistInfo-r15::=	ENUMERATED {a, b, c}
UAC-AC1-SelectAssistInfo-v16xy::= ENUMERATED {a, b, c, notConfigured}
-- ASN1STOP

	SystemInformationBlockType25 field descriptions

	accessCategory
The Access Category according to TS 22.261 [96].

	ab-PerRSRP
Access barring per RSRP. Value thresh0 means access to the cell is barred when UE is in enhanced coverage as specified in TS 36.304 [4] and does not apply to UEs satisfying S criteria for normal coverage. Value thresh1 is compared to the first entry configured in rsrp-ThresholdsPrachInfoList, value thresh2 is compared to the second entry configured in rsrp-ThresholdsPrachInfoList and so on. E-UTRA/5GC includes this field only in SystemInformationBlockType25-BR.

	uac-AC-BarringListType
Access control parameters for each access category valid only for a specific PLMN. UE behaviour upon absence of this field is specified in clause 5.3.16.2.

	uac-AC1-SelectAssistInfo
Information used to determine whether Access Category 1 applies to the UE, as defined in TS 22.261 [96]. The field is forwarded to upper layers, if present.

	uac-BarringFactor
Represents the probability that access attempt would be allowed during access barring check.

	uac-BarringForAccessIdentity
Indicates whether access attempt is allowed for each Access Identity. The leftmost bit, bit 0 in the bit string corresponds to Access Identity 1, bit 1 in the bit string corresponds to Access Identity 2, bit 2 in the bit string corresponds to Access Identity 11, bit 3 in the bit string corresponds to Access Identity 12 and so on. Value 0 means that access attempt is allowed for the corresponding access identity.

	uac-BarringForCommon
Common access control parameters for each access category. Common values are used for all PLMNs, unless overwritten by the PLMN specific configuration provided in uac-BarringPerPLMN-List. The parameters are specified by providing an index to the set of configurations (uac-BarringInfoSetList). UE behaviour upon absence of this field is specified in clause 5.3.16.2.

	uac-barringInfoSetIndex
Index of the entry in field uac-BarringInfoSetList. Value 1 corresponds to the first entry in uac-BarringInfoSetList, value 2 corresponds to the second entry in this list and so on. An index value referring to an entry not included in uac-BarringInfoSetList indicates no barring.

	uac-BarringInfoSetList
List of access control parameter sets. Each access category can be configured with access parameters corresponding to a particular set by uac-barringInfoSetIndex. Association of an access category with an index that has no corresponding entry in the uac-BarringInfoSetList is valid configuration and indicates no barring.

	uac-BarringPerPLMN-List
Access control parameters for each access category valid only for a specific PLMN.

	uac-BarringTime
The minimum time before a new access attempt is to be performed after an access attempt was barred at access barring check for the same access category.
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