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START CHANGE
5.3.5.3
Reception of an RRCReconfiguration by the UE

The UE shall perform the following actions upon reception of the RRCReconfiguration, or upon execution of the conditional reconfiguration (CHO or CPC):

1>
if the RRCReconfiguration is applied due to a conditional reconfiguration execution upon cell selection while timer T311 is running, as defined in 5.3.7.3:

2>
remove all the entries within VarConditionalReconfig, if any;

1>
if the RRCReconfiguration includes the daps-SourceRelease:

2>
release source SpCell configuration;

2>
reset the source MAC and release the source MAC configuration;

2>
for each DAPS bearer:

3>
release the RLC entity or entities as specified in TS 38.322 [4], clause 5.1.3, and the associated logical channel for the source SpCell;

3>
reconfigure the PDCP entity to release DAPS as specified in TS 38.323 [5];

2>
for each SRB:

3>
release the PDCP entity for the source SpCell;

3>
release the RLC entity as specified in TS 38.322 [4], clause 5.1.3, and the associated logical channel for the source SpCell;

2>
release the physical channel configuration for the source SpCell;

2>
discard the keys used in the source SpCell (the KgNB key, the KRRCenc key, the KRRCint key, the KUPint key and the KUPenc key), if any;

1>
if the RRCReconfiguration is received via other RAT (i.e., inter-RAT handover to NR):

2>
if the RRCReconfiguration does not include the fullConfig and the UE is connected to 5GC (i.e., delta signalling during intra 5GC handover):

3>
re-use the source RAT SDAP and PDCP configurations if available (i.e., current SDAP/PDCP configurations for all RBs from source E-UTRA RAT prior to the reception of the inter-RAT HO RRCReconfiguration message);

1>
else:

2>
if the RRCReconfiguration includes the fullConfig:

3>
perform the full configuration procedure as specified in 5.3.5.11;

1>
if the RRCReconfiguration includes the masterCellGroup:

2>
perform the cell group configuration for the received masterCellGroup according to 5.3.5.5;

1>
if the RRCReconfiguration includes the masterKeyUpdate:

2>
perform AS security key update procedure as specified in 5.3.5.7;

1>
if the RRCReconfiguration includes the sk-Counter:

2>
perform security key update procedure as specified in 5.3.5.7;

1>
if the RRCReconfiguration includes the secondaryCellGroup:

2>
perform the cell group configuration for the SCG according to 5.3.5.5; 

1>
if the RRCReconfiguration includes the mrdc-SecondaryCellGroupConfig:

2>
if the mrdc-SecondaryCellGroupConfig is set to setup:

3>
if the mrdc-SecondaryCellGroupConfig includes mrdc-ReleaseAndAdd:

4>
perform MR-DC release as specified in clause 5.3.5.10;

3>
if the received mrdc-SecondaryCellGroup is set to nr-SCG:
4>
perform the RRC reconfiguration according to 5.3.5.3 for the RRCReconfiguration message included in nr-SCG;
3>
if the received mrdc-SecondaryCellGroup is set to eutra-SCG:
4>
perform the RRC connection reconfiguration as specified in TS 36.331 [10], clause 5.3.5.3 for the RRCConnectionReconfiguration message included in eutra-SCG;

2>
else (mrdc-SecondaryCellGroupConfig is set to release):

3>
perform MR-DC release as specified in clause 5.3.5.10;

1>
if the RRCReconfiguration message includes the radioBearerConfig:

2>
perform the radio bearer configuration according to 5.3.5.6;

1>
if the RRCReconfiguration message includes the radioBearerConfig2:

2>
perform the radio bearer configuration according to 5.3.5.6;

1>
if the RRCReconfiguration message includes the measConfig:

2>
perform the measurement configuration procedure as specified in 5.5.2;

1>
if the RRCReconfiguration message includes the dedicatedNAS-MessageList:

2>
forward each element of the dedicatedNAS-MessageList to upper layers in the same order as listed;

1>
if the RRCReconfiguration message includes the dedicatedSIB1-Delivery:

2>
perform the action upon reception of SIB1 as specified in 5.2.2.4.2;

NOTE 0:
If this RRCReconfiguration is associated to the MCG and includes reconfigurationWithSync in spCellConfig and dedicatedSIB1-Delivery, the UE initiates (if needed) the request to acquire required SIBs, according to clause 5.2.2.3.5, only after the random access procedure towards the target SpCell is completed.

1>
if the RRCReconfiguration message includes the dedicatedSystemInformationDelivery:

2>
perform the action upon reception of System Information as specified in 5.2.2.4;

1>
if the RRCReconfiguration message includes the dedicatedPosSysInfoDelivery:

2>
perform the action upon reception of the contained posSIB(s), as specified in sub-clause 5.2.2.4.16;

1>
if the RRCReconfiguration message includes the otherConfig:

2>
perform the other configuration procedure as specified in 5.3.5.9;

1>
if the RRCReconfiguration message includes the bap-Config:

2>
perform the BAP configuration procedure as specified in 5.3.5.12;

1>
if the RRCReconfiguration message includes the iab-IP-AddressConfigurationList:

2>
if iab-IP-AddressToReleaseList is included:
3>
for each IAB-IP-AddressIndex received in the iab-IP-AddressToReleaseList
4>
perform release of IP address as specified in 5.3.5.12a.1.1;
2>
if iab-IP-AddressToAddModList is included:

3>
for each IAB-IP-AddressIndex received in the iab-IP-AddressToAddModList
4>
perform IAB IP address addition/update as specified in 5.3.5.12a.1.2;
NEXT CHANGE
5.7.12.3
Actions related to transmission of IABOtherInformation message

The IAB-MT shall set the contents of IABOtherInformation message as follows:

1>
if the procedure is used to request IP addresses:

2>
if IPv4 addresses are requested:

3>
set the iab-IPv4-AddressNumReq to the number of IPv4 addresses requested per specific usage;

2>
if IPv6 addresses or IPv6 address prefixes are requested:

3>
if IPv6 addresses are requested:

4>
set the iab-IPv6-AddressNumReq to the number of IPv6 addresses requested per specific usage;

3>
else if IPv6 address prefix is requested:

4>
set the iab-IPv6-AddressPrefixReq to true per specific usage;

1>
if the procedure is used to report IP addresses:

2>
if IPv4 addresses are reported:

3>
include iPv4-Addresses in iab-IPv4-AddressReport, and for each IP address included;

4>
if IPv4 addresses are used for F1-C traffic:

5>
include these addresses in f1-C-Traffic-IP-Address.

4>
if IPv4 addresses are used for F1-U traffic:

5>
include these addresses in f1-U-Traffic-IP-Address.

4>
if IPv4 address are used for non-F1 traffic:

5>
include these addresses in non-f1-Traffic-IP-Address.

4>
if IPv4 addresses are used for all traffic:

5>
include these addressse in all-Traffic-IAB-IP-Address.

2>
if IPv6 addresses or IPv6 address prefixes are reported:

3>
if IPv6 addreses are reported:

4>
include iPv6-Addresses in iab-IPv6-AddressReport, and for each IP address included;

5>
if IPv6 addresses are used for F1-C traffic:

6>
include these addresses in f1-C-Traffic-IP-Address.

5>
if IPv6 addresses are used for F1-U traffic:

6>
include these addresses in f1-U-Traffic-IP-Address.

5>
if IPv6 addresses are used for non-F1 traffic:

6>
include these addresses in non-f1-Traffic-IP-Address.

5>
if IPv6 addresses are used for all traffic:

6>
include these addresses in all-Traffic-IAB-IP-Address.

3>
else if IPv6 address prefixes are reported:

4>
include these iPv6-Prefixes in iab-IPv6-PrefixReport, and for each IP address prefix included;

5>
if this IPv6 address prefix is used for F1-C traffic:

6>
include this prefix in f1-C-Traffic-IP-Address.

5>
if this IPv6 address prefix is used for F1-U traffic:

6>
include this prefix in f1-U-Traffic-IP-Address.

5>
if this IPv6 address prefix is used for non-F1 traffic:

6>
include this prefix in non-f1-Traffic-IP-Address.

5>
if this IPv6 address prefix is used for all traffic:

6>
include this prefix in all-Traffic-IAB-IP-Address.
1>
submit the IABOtherInformation message to lower layers for transmission, upon which the procedure end.
NEXT CHANGE
6.2.2
Message definitions

–
IABOtherInformation
The IABOtherInformation message is used by IAB-MT to request the network to allocate IP addresses for the collocated IAB-DU or inform the network about IP addresses allocated to the collocated IAB-DU.

Signalling radio bearer: SRB1 or SRB3

RLC-SAP: AM

Logical channel: DCCH

Direction: IAB-MT to Network

IABOtherInformation message

-- ASN1START

-- TAG-IABOTHERINFORMATION-START

IABOtherInformation-r16 ::=     SEQUENCE {

    rrc-TransactionIdentifier       RRC-TransactionIdentifier,

    criticalExtensions              CHOICE {

        iabOtherInformation-r16         IABOtherInformation-r16-IEs,

        criticalExtensionsFuture        SEQUENCE {}

    }

}

IABOtherInformation-r16-IEs ::=         SEQUENCE {

    ip-InfoType                             CHOICE {

        iab-IP-Request-r16                      SEQUENCE {

            iab-IPv4-AddressNumReq-r16              IAB-IPAddressNumReq-r16                 OPTIONAL,

            iab-IPv6-AddressReq-r16                 CHOICE {

                iab-IPv6-AddressNumReq-r16              IAB-IPAddressNumReq-r16,

                iab-IPv6-AddressPrefixReq-r16           IAB-IPAddressPrefixReq-r16,

            ...

            }                                                                               OPTIONAL
        },

        iab-IP-Report-r16               SEQUENCE {

            iab-IPv4-AddressReport-r16      IAB-IP-AddressAndTraffic-r16                    OPTIONAL,

            iab-IPv6-Report-r16             CHOICE {

                iab-IPv6-AddressReport-r16      IAB-IP-AddressAndTraffic-r16,

                iab-IPv6-PrefixReport-r16       IAB-IP-PrefixAndTraffic-r16,

            ...

            }                                                                               OPTIONAL
        },

        ...

    },

    lateNonCriticalExtension        OCTET STRING                                            OPTIONAL,

    nonCriticalExtension            SEQUENCE {}                                             OPTIONAL
}

IAB-IPAddressNumReq-r16 ::=     SEQUENCE {

    all-Traffic-NumReq-r16          INTEGER (1..8)                                  OPTIONAL,

    f1-C-Traffic-NumReq-r16         INTEGER (1..8)                                  OPTIONAL,

    f1-U-Traffic-NumReq-r16         INTEGER (1..8)                                  OPTIONAL,

    non-F1-Traffic-NumReq-r16       INTEGER (1..8)                                  OPTIONAL,

    ...

}

IAB-IPAddressPrefixReq-r16 ::=  SEQUENCE {

    all-Traffic-PrefixReq-r16       ENUMERATED {true}                               OPTIONAL,

    f1-C-Traffic-PrefixReq-r16      ENUMERATED {true}                               OPTIONAL,

    f1-U-Traffic-PrefixReq-r16      ENUMERATED {true}                               OPTIONAL,

    non-F1-Traffic-PrefixReq-r16    ENUMERATED {true}                               OPTIONAL,

    ...

}

IAB-IP-AddressAndTraffic-r16 ::= SEQUENCE {

    all-Traffic-IAB-IP-Address-r16  SEQUENCE (SIZE(1..8)) OF IAB-IP-Address-r16     OPTIONAL,

    f1-C-Traffic-IP-Address-r16     SEQUENCE (SIZE(1..8)) OF IAB-IP-Address-r16     OPTIONAL,

    f1-U-Traffic-IP-Address-r16     SEQUENCE (SIZE(1..8)) OF IAB-IP-Address-r16     OPTIONAL,

    non-F1-Traffic-IP-Address-r16   SEQUENCE (SIZE(1..8)) OF IAB-IP-Address-r16     OPTIONAL
}

IAB-IP-PrefixAndTraffic-r16 ::= SEQUENCE {

    all-Traffic-IAB-IP-Address-r16  IAB-IP-Address-r16                              OPTIONAL,

    f1-C-Traffic-IP-Address-r16     IAB-IP-Address-r16                              OPTIONAL,

    f1-U-Traffic-IP-Address-r16     IAB-IP-Address-r16                              OPTIONAL,

    non-F1-Traffic-IP-Address-r16   IAB-IP-Address-r16                              OPTIONAL
}

-- TAG-IABOTHERINFORMATION-STOP

-- ASN1STOP

	IABOtherInformation-IEs field descriptions

	all-Traffic-PrefixReq

This field is used to request the IPv6 address prefix for all traffic. The length of allocated IPv6 prefix is fixed to 64.

	all-Traffic-NumReq

This field is used to request the numbers of IP address for all traffic.

	IAB-IP-AddressAndTraffic

This field is used to report to IAB-donor-CU the IP addresses per specific usage assigned by OAM for IAB-DU.

	IAB-IP-PrefixAndTraffic

This field is used to report to IAB-donor-CU the IPv6 prefixes per specific usage assigned by OAM for IAB-DU.

	iab-IPv4-AddressNumReq

This field is used to request the numbers of IPv4 address per specific usage. The specific usages include F1-C traffic, F1-U traffic, non-F1 traffic and all traffic.

	iab-IPv6-AddressNumReq

This field is used to request the numbers of the IPv6 address per specific usage. The specific usages include F1-C traffic, F1-U traffic, non-F1 traffic and all traffic.

	iab-IPv6-AddressPrefixReq
This field is used to request the the prefix of IPv6 address per specific usage. The specific usages include F1-C traffic, F1-U traffic, non-F1 traffic and all traffic.

	f1-C-Traffic-PrefixReq

This field is used to request the IPv6 address prefix for F1-C traffic. The length of allocated IPv6 prefix is fixed to 64.

	f1-C-Traffic-NumReq

This field is used to request the numbers of IP address for F1-C traffic.

	f1-U-Traffic-PrefixReq

This field is used to request the IPv6 address prefix for F1-U traffic. The length of allocated IPv6 prefix is fixed to 64.

	f1-U-Traffic-NumReq

This field is used to request the numbers of IP address for F1-U traffic.

	non-F1-Traffic-PrefixReq

This field is used to request the IPv6 address prefix for non-F1 traffic. The length of allocated IPv6 prefix is fixed to 64.

	non-F1-Traffic-NumReq

This field is used to request the numbers of IP address for non-F1 traffic.


END OF CHANGE
