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Introduction
This meeting is the first RAN2 discussion about Rel-17 NR positioning enhancement. In the SID, one of the objective is support integrity and reliability of assistance data and position information. The details are as follows:
2.	Study solutions necessary to support integrity and reliability of assistance data and position information: [RAN2]
a.	Identify positioning integrity KPIs and relevant use cases.
b.	Identify the error sources, threat models, occurrence rates and failure modes requiring positioning integrity validation and reporting. 
c.	Study methodologies for network-assisted and UE-assisted integrity.
NOTE 4:	Objective 2 is applicable to both, RAT-dependent and RAT-independent positioning methods. 
[bookmark: OLE_LINK46][bookmark: OLE_LINK47]In this contribution, we discuss positioning integrity KPIs and relevant use cases and express our opinions.
[bookmark: _Ref490149211]Discussion
For the positioning use cases, large positioning error can lead serious consequences, especially for mission critical, safety critical and road-related applications. For example, in the Electronic Toll Collection (ETC) use case, positioning errors can lead to wrong charge computation. Consequently, it is necessary to limit the errors. The positioning performance parameter - integrity is defined to achieve this aim. 
In 3GPP TR 22.872, positioning integrity is defined as a measure of the trust in the accuracy of the position-related data provided by the positioning system and the ability to provide timely and valid warnings to the UE and/or the user when the positioning system does not fulfil the condition for intended operation [1].
And in the RAN plenary #86 meeting, the positioning integrity of assistance data and position information was proposed. This parameter bounds the positioning errors and ensures that the probability of errors not properly bounded is below a certain limit in order to reduce the probability of the harmful effects and to guarantee the correctness and fairness of the decision. Thus, this parameter is indispensable for mission critical and safety critical applications.
Observation: positioning integrity is necessary for mission critical and safety critical applications.
Positioning integrity also can be applied to other positioning use cases to provide trustworthiness and reliability positioning information. Without some assurance of a system’s integrity, we have no way of knowing whether the information we receive is correct. Thus, we propose that
Proposal 1：The positioning integrity can be applied to all positioning use cases.
Since the early 90s, as the aviation domain depends more and more on GNSS, the integrity concept was introduced as a crucial measure of confidence of the information supplied by the navigation system [2]. 
Integrity is a measure of trust that can be placed in the correctness of the information supplied by a navigation system and it includes the ability of the system to provide timely warnings to users when the system should not be used for navigation [2], [3]. In the aviation field, positioning integrity definition can be clarified to four main parameters: Alert Limit (AL), Target Integrity Risk, Time to Alert (TTA) and Protection Level (PL) in GNSS [3].
Alert limit represents the largest position error allowable for safe operation. Time to Alert (TTA) is the maximum allowable elapsed time from the onset of a positioning failure until the equipment announces the alert. The integrity risk the probability of providing a signal that is out of tolerance without warning the user in a given period of time (i.e. TTA). And target integrity risk is the probability per unit of time that the Positioning State Error exceeds the AL without issuing a timely Alert within the Time-to-Alert (TTA). Protection level is a region that is assured to contain the true user position. The PL is a statistical error bound computed so as to guarantee that the probability of the absolute position error exceeding the said number is smaller than or equal to the target integrity risk (TIR) [2-4]. 
[bookmark: OLE_LINK11][bookmark: OLE_LINK12]In some commercial navigation products, these parameters are also used to measure the integrity performance of the positioning system. Take swift navigation as example, swift navigation introduces skylark, a cloud-based, high-precision GNSS service. Skylark is capable of delivering protection levels (PL) down to 1 meter and target integrity risk (TIR) down to 10^-7/hour [5]. Thus, in order to support positioning integrity requirement for the 5G system, these parameters also should be defined. 
Proposal 2：The positioning integrity KPIs may include Alert Limit, Target Integrity risk, Time to alert and Protect level. 
[bookmark: _Ref528871418]Conclusions
In this contribution, we discuss positioning integrity KPIs and relevant use cases. And we propose that:
Observation: positioning integrity is necessary for mission critical and safety critical applications.
Proposal 1：The positioning integrity can be applied to all positioning use cases.
Proposal 2：The positioning integrity KPIs may include Alert Limit, Target Integrity risk Time to alert and Protect level.
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