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1	Introduction
One of the main objectives of the Rel.17 positioning SI is to explore and introduce the positioning integrity support in 3GPP [1]:
· Study solutions necessary to support integrity and reliability of assistance data and position information:
· Identify positioning integrity KPIs and relevant use cases.
· Identify the error sources, threat models, occurrence rates and failure modes requiring positioning integrity validation and reporting. 
· Study methodologies for network-assisted and UE-assisted integrity.

We have already explained in [2,3] on the reasoning behind the support of integrity for RAT-based positioning methods, moreover we proposed the integrity KPIs and error sources which impacts the RAT-based integrity positioning support. In this paper, we study the methodologies for network-assisted and UE-assisted integrity, and we also motivate why we believe that it is relevant to define integrity classification to better support different use-cases.
[bookmark: _Ref178064866][bookmark: _Toc45799204]2	Discussion
2.1	Procedures related to capability transfer
Similar to any other function that requires LPP signaling support, in the first step we should support a capability signaling request and response in which the UE would acknowledge whether it has the capability to assess the integrity assistance information and KPIs or not. As there may be cases where some UEs only support the RAT-independent integrity support, there may be a need to have separate capability request for RAT-dependent positioning integrity support. 
Observation 1	In LPP, the capabilities are handled separately per each positioning method, therefore it is reasonable to assume that the integrity capabilities would be separate for RAT dependent and RAT independent positioning methods. 

RAN2 to agree on capability request and response signaling for the UE integrity support.
In order for the UE and the network to assess the integrity of the positioning estimation, it is critical that they both have the same definitions and rules of how to set their integrity KPIs [2], and also to transfer this knowledge and the related parameters in the most optimum way.
The integrity level can be e.g. a target/ or an estimated achievable or predicted/ or already achieved integrity level. The integrity level can be determined based on a wide range of parameters such as QoS, speed of the UE, weather condition, mobility behavior of the UE, coverage and capacity condition of the network, etc.
In Fig. 1, we try to explain a simple integrity level classification in an example with four different levels, of high, medium, low and no integrity support for both UE and the network. The network and a UE may support the operation at all or a subset of levels, which may also be a part of their respective capabilities.
[image: ]
Fig. 1 A simple example of integrity level classification
· No integrity: It can mean that the system has no means to assess the integrity level of the positioning estimation. As there is no systematic way, there is no way to justify the reliability and/or timeliness (actuality) of the obtained position estimation from the UE or the network.
· Low integrity: It can mean that the integrity KPIs and thresholds are defined; however, the AL and PL are set with large offset such that the system rarely has any issue with unavailability or misleading operation. The position error can also be quite high while both the network and the UE are not alerted about it.  
· Medium integrity: It can mean that the integrity KPIs and thresholds are defined, and the AL and PL are set such that sometimes the system may provide failure errors due to unavailability of proper position estimation, or notifying on the potential of misleading information, etc. 
· High integrity: It can mean that the integrity KPIs and thresholds are defined, and the AL and PL are set such tight that unless the positioning error is below some small amount, the system would not accept the performance and there is a need to repeat the measurement or add extra positioning technique to improve the position estimation. So as long as the system reports a position estimation, it is quite highly guaranteed that it is a very reliable value. 

[bookmark: _Hlk47604552]
Observation 2	By a proper integrity level classification, it is possible to set a more clear definition for the UE and the network to assess the received integrity KPIs and estimations for any use-case. 

[bookmark: _Toc45971966]RAN2 to agree on defining integrity level classification for both RAT-dependent and RAT-independent integrity support. The UE and the network may report their supported levels in the capability signalling. 


2.2	Procedures related to Assistance Data Transfer
In order to support integrity, depending on whether we have a network-assisted or UE-assisted system, we need to provide the integrity KPIs in one of these directions.
The Alert Limit (AL) is set for each application or use-case, therefore it can be known by either the LMF or by the UE or both, and it can be also shared from one to another by a request. Moreover, the type of UE and its integrity level classification can help the LMF to assess the AL for that UE. AL is the largest error allowable for safe operation. Some examples of the parameters which can impact the AL setting is provided below:
· Type of the UE, integrity classification and potentially known use-case
· Bandwidth and carrier frequency
· Indoor or outdoor classification of the environment
· 3D map information
· Speed, acceleration, or other sensor information from the device

To our view, the AL can be reported to the UE as an assistance data either automatically when the device response that it has integrity capability, or by a direct request from the device. This may be a relevant integrity handling for applications that require assistance information feeds via LMF such as IIoT use-cases. The device may have the capability to set the AL by itself as well, in this case the device can report the network on what AL it has assumed. This approach may be more suitable for the automotive use-case in which the UE application layer provides the AL and the UE will provide the AL to the network via LPP.
[bookmark: _Hlk47609116]RAN2 to discuss and decide on the signalling of Alert Limit as an assistance data from the LMF in case of network-assisted integrity support, and from the UE in case of UE-assisted integrity support.

The positioning integrity risk (IR) is set by the LMF and shall be provided to the UE as an assistance information. The IR is the maximum probability of providing a signal that is out of tolerance without warning the user in a given period of time. In case of DL-TDOA method, the LMF can set this parameter either for the complete DL-TDOA assistance data or for each separate DL positioning reference signal (DL-PRS) of the suggested reference and neighbor TRPs separately. Below we have provided some example parameters which can be used at the LMF to set the IR integrity KPI. 
· Clock drift or synchronization error of each TRP
· UE type and integrity level classification
· Bandwidth and carrier frequency
· Indoor or outdoor classification of the environment
· Serving cell or serving beam
· 3D map information
· Speed, acceleration, or other sensor information of the UE
· Previous UE experiences on the IR with the similar condition
· Expected RSTD, RSTD search window
· Co-ordinate of cell or center co-ordinate of cell and radius of the reference/ neighbor TRP 
[bookmark: _Hlk47609740]RAN2 to discuss and decide on the signalling of Integrity Report as an assistance data from the LMF in case of network-assisted and UE-based integrity support. 
RAN2 to agree on how to send the IR integrity KPI as an assistance information from the LMF to the UE.

The Protection Level (PL) is computed at the UE based on the IR received from the LMF. PL is the statistical error bound computed to guarantee that the probability of the absolute position error exceeding the said number is smaller than or equal to the target integrity risk. In case of UE-assisted integrity support, the UE reports this to the network node in the location information reporting together with the computed position estimation or the RSTD measurements. In case of the UE-based integrity support, the signaling of this integrity support may still be interesting for management purposes. 

[bookmark: _Hlk47446134]RAN2 to decide on the signaling of Protection Level from the UE in the case of UE-assisted and UE-based integrity support. 

2.3	Procedures related to Location Information Transfer
[bookmark: _GoBack]In case of UE-assisted positioning, it should be possible to report the positioning measurements together with the integrity assessment from the UE to the LMF. In case of DL-TDOA, for example this can be in combination with sending the RSTD measurements. 
In case of UE-based positioning, there may be no addition required for this signaling transfer category, as the UE would take care of all the positioning estimation and integrity assessment by its own after it received the required assistance information.

RAN2 to decide on the signaling of UE’s integrity assessment to the LMF by the location information transfer in the case of UE-assisted integrity support. 

2.4		Error Handling Procedures
Based on the Stanford diagram, there are already regions defined in relation to the positioning estimation, and also the relation between the AL and PL. Hence, it is possible to take care of the cases when for example the LMF or the UE analyse that their positioning estimation lies in the integrity failure, misleading information or hazardously misleading information zones. In such cases, these events should be signalled as an error handling procedure in LPP.

RAN2 to decide on supporting error handlings in cases where the LMF or the UE encounter integrity failure, misleading information or hazardously misleading information cases. 
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Conclusion
In the previous sections we made the following observations: 
Observation 1	In LPP, the capabilities are handled separately per each positioning method, therefore it is reasonable to assume that the integrity capabilities would be separate for RAT dependent and RAT independent positioning methods. 
Observation 2	By a proper integrity level classification, it is possible to set a more clear definition for the UE and the network to assess the received integrity KPIs and estimations for any use-case. 

Based on the discussion in the previous sections we propose the following:
1. RAN2 to agree on capability request and response signaling for the UE integrity support.
RAN2 to agree on defining integrity level classification for both RAT-dependent and RAT-independent integrity support. The UE and the network may report their supported levels in the capability signalling. 
RAN2 to discuss and decide on the signalling of Alert Limit as an assistance data from the LMF in case of network-assisted integrity support, and from the UE in case of UE-assisted integrity support.
RAN2 to discuss and decide on the signalling of Integrity Report as an assistance data from the LMF in case of network-assisted and UE-based integrity support. 
RAN2 to agree on how to send the IR integrity KPI as an assistance information from the LMF to the UE.
RAN2 to decide on the signaling of Protection Level from the UE in the case of UE-assisted and UE-based integrity support. 
RAN2 to decide on the signaling of UE’s integrity assessment to the LMF by the location information transfer in the case of UE-assisted integrity support. 
RAN2 to decide on supporting error handlings in cases where the LMF or the UE encounter integrity failure, misleading information or hazardously misleading information cases. 
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Integrity KPIs and thresholds are defined, and the
AL and PL are set such tight that unless the
positioning error is below some small amount, the
system would not accept the performance and
there is a need to repeat the measurement or add
extra positioning technique to improve the
position estimation. So as long as the system
reports a position estimation, it is quite highly
guaranteed that it is a very reliable value.
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the obtained position estimation from the UE
or the network.





