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1	Introduction
Positioning solutions have been specified in 3gpp since Rel-13. However, the solution has been primarily used for emergency call localization and the accuracy as the performance metric. Rel-17 focuses on providing positioning solution for commercial use case (factory, automation, IIOT). It is expected that operators would monetize by using the 3gpp based positioning solution for indoor IIOT scenario. 
One of the main objectives of the Rel.17 positioning SI is to explore and introduce the positioning integrity support in 3GPP [1]:
· Study solutions necessary to support integrity and reliability of assistance data and position information:
· Identify positioning integrity KPIs and relevant use cases.
· Identify the error sources, threat models, occurrence rates and failure modes requiring positioning integrity validation and reporting. 
· Study methodologies for network-assisted and UE-assisted integrity.

The introduction of the concept in 3GPP has been initiated by Swift Navigation & ESA to provide integrity for the GNSS based Rel-15 RTK-PPP and Rel-16 RTK-PPP phase 2. The swift navigation motivation paper has been co-signed by DT [2, 3]. While the KPIs, the error sources and most of the methodologies have been only discussed for RAT-independent positioning method, i.e. GNSS, we consider the topic of integrity to be much more general and beneficial to be also enhanced to RAT-dependent positioning as well. Study of integrity solutions for RAT dependent has been considered in the scope of the SI, and hence in this paper we would like to explore the commercial use-cases which benefit from the integrity support and the relevant integrity KPIs for RAT dependent positioning methods. 
[bookmark: _Ref178064866]2	Discussion
[bookmark: _Toc45799204]According to the definition, “Integrity” is the measure of trust that can be placed in the correctness of information supplied by a navigation system. Integrity includes the ability of a system to provide timely warnings to user receivers in case of failure. When considering integrity for positioning methods, we can consider the “correctness of information” as the “accuracy” and the trust as the “reliability and the confidence level” of the positioning estimation.  
As it has been already discussed in [2,3], in use-cases where large errors can lead to serious consequences such as wrong legal decisions or wrong charge computations, etc. the integrity KPIs become very important. While, the integrity concept has been built mainly for use-cases such as autonomous driving, UAV (drones), rail and maritime which are all outdoor positioning use-cases and are mainly covered by GNSS method. We believe that any use-case related to positioning in Ultra Reliable Low Latency Communication (URLLC) naturally requires high integrity performance. Therefore, for example the industrial IoT (IIoT) use-case which is also one of the main use-cases for the current SI shall be considered as a candidate to be enhanced with integrity support, while it lacks a proper GNSS coverage.  
[bookmark: _Hlk46846118]The current studied integrity use-cases such as automotive road and lane identification are based on RAT-independent positioning with GNSS and onboard sensors.
Any use-case related to positioning in Ultra Reliable Low Latency Communication (URLLC) naturally requires high integrity performance.
Within the IIoT scenario, it is very likely that different levels of integrity of the positioning service would be defined. For example, a forklift can be defined to move around a particular hall and even within certain paths. However, there are also other machines that may move within two or more zones in different times of the day or in some other interval. Therefore, we can consider that the positioning performance in an IIoT scenario may depend on the zone in which the device is being serviced or also on the use-case and the type of the device which seeks positioning service.     
Within a certain use-case, we may still have different integrity level requirements.
[bookmark: _Toc45971966][bookmark: _Hlk47353896]RAN2 to include the proposed text in Section 5 on IIoT use-cases to the TR skeleton [4], [5].

Fig.1 provides the integrity KPIs which based on them it is possible to assess the integrity level of a positioning estimation and also based on their relations, to identify any integrity event. These KPIs are already presented in [6], and here we would like to only emphasize that as the definitions are very general, similar KPIs can be used for both RAT dependent and RAT independent positioning integrity support. 
[image: ]
Fig. 1 Integrity KPIs relevant to both RAT dependent and RAT independent positioning integrity support
Proposal 1 The same integrity KPIs can be used for both RAT dependent and RAT independent positioning integrity support.
Aside from the above KPIs, in order for any 5G use-case to benefit from the integrity support it is important that the accuracy, continuity and the availability  of the positioning system would be also considered as integrity KPIs which need to be supported for both RAT dependent and RAT independent integrity positioning support.
Proposal 2 The continuity and availability of the integrity support for each use-case shall be also set as KPIs for both RAT dependent and RAT independent integrity positioning support.  

SA1 TR 22.804 states:
	Factories of the future 10.8
	The 5G system shall support an indoor positioning service with horizontal positioning accuracy better than 1 m, 99% availability, heading < 10 degrees and latency for positioning estimation < 15 ms for a moving UE with speed up to 10 km/h.



Based on this 5G system positioning requirement, availability and continuity are other integrity measures which are important and need to be further studied. Availability is the percentage of time when a location system is able to provide the required location-related data. Availability can be further categorized into:
· System availability: which is the percentage of time the positioning method itself (hardware and software components) are available and operational.
· Assistance data availability latency: measure of the time elapsed between the event triggering the determination of the location-related data for a location target and the availability of the location-related data at the user interface, that can be also in relation to the latency.
· Service coverage: which represents the area the location target can travel across and still be positioned.
It is important to analyse the availability of positioning service for IIoT use-case and how one can ensure that there is support in terms of system availability, assistance data availability latency and service coverage. Aside from IIoT use-case that has SA1 availability requirements, we believe other positioning use-cases would also benefit from more assistance information in terms of availability of the positioning system. 

[bookmark: _Hlk47603498]RAN2 to confirm the SA1 requirements for factory of the future as part of the integrity and reliability scope. 
RAN2 to agree on a more future-proof integrity framework which can be easily enhanced with other positioning performance measures.  

One approach to enhance the integrity of a system is to assess the positioning accuracy with several different methods, which would help to understand and set proper integrity KPIs for each positioning method as well. Hence, we believe that that even for the automotive use-case, the integrity support shall not be limited to RAT-independent support only, but also to be extended to RAT-dependent methods as well. There are cases where for example in urban canyons and tunnels there are not enough observables for GNSS, and hence for example 5G DL-TDOA approach can complement the positioning accuracy and integrity. 

[bookmark: _Hlk47357020]The integrity support of RAT-dependent positioning methods would also benefit the outdoor scenarios such as automotive use-case. 
[bookmark: _Hlk47357292]RAN2 to agree on enhancing RAT-dependent positioning methods such as DL-TDOA to support integrity functionalities.  

Considering any type of use-case, there may be many aspects which may result to failure, for example:
· Environmental aspects: local incidents such as fire or traffic accidents (including driverless cars) or extreme weather conditions, or large area impacts such as tsunami or earthquakes, etc.
· Radio network aspects: Technical failure in location server, positioning signals transmission failure, availability and continuity failure of the service, etc.
· Technical service aspects: Position calculation failure, measurement failure, failure in reported KPIs, etc. 

We already know that for outdoor positioning the hybrid 5G + GNSS would enhance the positioning performance in terms of accuracy. It is reasonable to also extend this sentence to also include integrity of the positioning service in addition to the accuracy. While GNSS is not available for indoor positioning, we can similarly have the same concept for the indoor positioning performance with the presence of Wi-Fi, Bluetooth and different IMU and barometric pressure sensors.
In the IIoT use-case, the positioning service is provided for a controlled area which very likely is equipped with few or more WiFi and Bluetooth access coverage and many of the machines which are required to perform positioning are equipped with different sensors. Due to the nature of this scenario, all the devices and UEs within this scenario are cooperating to perform in the best way possible. Also, the WiFi and Bluetooth access points are already secured and private for that certain factory. Therefore, it is logical to consider that the UEs shall report the WiFi, Bluetooth and sensors information to the network in a less optional and more mandatory fashion, and that the network would have an accurate information of for example the ID and exact location of these access points for further enhancing the accuracy and integrity of the indoor positioning service in the IIoT scenario.  
Due to the nature of IIoT use-case, all the UEs within this scenario are cooperating to perform in the best way possible. Also, the WiFi and Bluetooth access points are already secured and private for that certain controlled area.

[bookmark: _Toc47082363]RAN2 to agree on exploring other RAT-independent positioning methods such as Wi-Fi, Bluetooth and sensors for better integrity support of certain use-cases such as IIoT.

3	Conclusion
In the previous sections we made the following observations: 
1. The current studied integrity use-cases such as automotive road and lane identification are based on RAT-independent positioning with GNSS and onboard sensors.
Any use-case related to positioning in Ultra Reliable Low Latency Communication (URLLC) naturally requires high integrity performance.
Within a certain use-case, we may still have different integrity level requirements.
The integrity support of RAT-dependent positioning methods would also benefit the outdoor scenarios such as automotive use-case. 
Due to the nature of IIoT use-case, all the UEs within this scenario are cooperating to perform in the best way possible. Also, the WiFi and Bluetooth access points are already secured and private for that certain controlled area.

Based on the discussion in the previous sections we propose the following:
1. RAN2 to include the proposed text in Section 5 on IIoT use-cases to the TR skeleton [4],[5].
1. The same integrity KPIs can be used for both RAT dependent and RAT independent positioning integrity support.
1. The continuity and availability of the integrity support for each use-case shall be also set as KPIs for both RAT dependent and RAT independent integrity positioning support.  
RAN2 to confirm the SA1 requirements for factory of the future as part of the integrity and reliability scope. 
RAN2 to agree on a more future-proof integrity framework which can be easily enhanced with other positioning performance measures.  
RAN2 to agree on enhancing RAT-dependent positioning methods such as DL-TDOA to support integrity functionalities.  
RAN2 to agree on exploring other RAT-independent positioning methods such as Wi-Fi, Bluetooth and sensors for better integrity support of certain use-cases such as IIoT.
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5	Text Proposal
[bookmark: _mc8y6rb7p77k]<-------------------------------------------Start of text proposal--------------------------------------------->
[bookmark: _Toc46319432]9.4.2		Industrial IoT
[bookmark: _1i6ko7i6w8u3]Industries have automated many processes, secured wireless connectivity which empowers factory automation, making industrial automation possible on a much larger scale. These applications have extremely demanding connectivity requirements and require very accurate indoor positioning and distinct architecture and security attributes. These varying use case requirements range from environmental sensors and trackers for inventory and supply management to more demanding connectivity for Automated Guided Vehicles (AGV), to the most demanding real-time sensors and robotics on the assembly line which are typically wired. The following user stories involve both network-assisted and UE-assisted positioning integrity KPI handling. 
[bookmark: _Toc46319433]9.4.2.1		Path and Zone Identification for AGV
Positioning integrity is a key input to determining whether an AGV in a factory such as a forklift is traveling on the narrow halls and lots of different machinery in the factory, aside from the demanding positioning accuracy, the trust assigned path or not. With the AGV, not running into anything unexpectedly is something that needs to be assured. This requires that the AGV, which is the UE in this use-case, to determine with a high degree of integrity which path it can travel within its defined work task. One can also consider that an industrial factory have several different zones in which different levels of integrity can be defined, and hence depending on demand of the works in each zone the positioning methods and integrity KPIs can be defined in respect to those. Once again, the positioning system should remain available unless the PL exceeds the AL, in which case the system should be unavailable and the corresponding AGV functionality on the vehicle is disengaged. The set AL for such use-case depends on how large and how densely equipped the factory is, and hence it is reasonable to assume that it can be set to some value between 0.5m to 3m depending on the controlled area use-case and demands.
To avoid an integrity event, any feared event with an occurrence probability higher than the TIR (i.e. >1x10-7/hr) needs to be detected and mitigated within the TTA. If a feared event occurs at the network or UE, both node should be capable of determining its effect on the PL relative to the AL, within the required TTA, such that the position estimation whether at the network side or reported by the UE remains fault-free (i.e. even if the fault-free position leads to the system being unavailable). 
The IIoT use-case is mainly considered in a controlled area and hence both the UE and the network are fully cooperating and have the same goals which is to maximize the performance gains. Therefore, in this use-case both the UE and the network can be responsible for monitoring localized events which need to be detected in the shortest time possible, i.e. ‘highly dynamic’ feared events (e.g. multipath, cycle slips and any failure in respect to Wi-Fi, Bluetooth and any sensor information). In the IIoT use case, the TTA shall be stringent (e.g. 100ms in some cases) for supplying integrity assistance data, that has still a strong synergy with the low latency of the 3GPP communications.

<--------------------------------------------End of text proposal-------------------------------------
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