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1. Introduction
In RAN #88e meeting¸ study item on support of reduced capability NR devices [1] was revised. As a baseline, the requirements for these three use cases are:
Generic requirements:
· Device complexity: Main motivation for the new device type is to lower the device cost and complexity as compared to high-end eMBB and URLLC devices of Rel-15/Rel-16. This is especially the case for industrial sensors. 
· Device size: Requirement for most use cases is that the standard enables a device design with compact form factor. 
· Deployment scenarios: System should support all FR1/FR2 bands for FDD and TDD.
Use case specific requirements: 
· Industrial wireless sensors: Reference use cases and requirements are described in TR 22.832 and TS 22.104: Communication service availability is 99.99% and end-to-end latency less than 100 ms. The reference bit rate is less than 2 Mbps (potentially asymmetric e.g. UL heavy traffic) for all use cases and the device is stationary. The battery should last at least few years. For safety related sensors, latency requirement is lower, 5-10 ms (TR 22.804)
· Video Surveillance: As described in TR 22.804, reference economic video bitrate would be 2-4 Mbps, latency < 500 ms, reliability 99%-99.9%. High-end video e.g. for farming would require 7.5-25 Mbps. It is noted that traffic pattern is dominated by UL transmissions.
· Wearables: Reference bitrate for smart wearable application can be 5-50 Mbps in DL and 2-5 Mbps in UL and peak bit rate of the device higher, up to 150 Mbps for downlink and up to 50 Mbps for uplink.  Battery of the device should last multiple days (up to 1-2 weeks).
This contribution discuss the functionality of UE identification and access control from RAN2 point of view.
2. Discussion
To meet the requirement of low cost, low complexity and compact device size for redcap UE , several solutions are proposed in previous RAN1 discussion. These solutions include reduced maximum bandwidth, limited antenna number, reduced MIMO layer, TBS, HARQ process timing relaxation, relaxation of PDCCH monitoring, etc. Some reduced capabilities have impact on initial access procedure. Reduced bandwidth capability will limit the bandwidth for downlink and uplink transmission. Limited antenna number will cause coverage loss thus coverage recovery with PDCCH/PDSCH/PUSCH repetition will be needed. Similarly, relaxed HARQ processing time has impact on the timeline of msg3/msg4/msg5 scheduling.
In case normal UE and redcap UE are connected to the same NW, if the NW cannot distinguish NR normal UE and redcap UE, in the worst case, the NW has to schedule all UEs according to reduced capabilities. Therefore the initial access performance of normal UE may be degraded.
Observation 1: In coexistent scenario, if the reduced capability UE cannot be identified during initial access procedure, the performance of normal UE may be degraded due to conservative scheduling of NW.
Proposal 1: The NW should be able to identify redcap UE during RACH procedure.
How to identify redcap UE during initial access depends on the design of initial access framework for redcap UE. In previous RAN1 discussion, the following options are provided: 
Option 1: Dedicated cell for redcap access
Option 2: Shared MIB with separate CORSET#0 and SIB1 for redcap access
Option 3: Shared MIB/SIB1 with separate initial BWP for redcap access
Option 4: Shared MIB/SIB1/initial BWP with separate or shared PRACH occasions.
In the options that initial BWP or PRACH resource are configured separately for redcap access, the redcap UE can be identified by NW based on the PRACH occasions when preamble is received. Otherwise, explicit UE type indication in msg3 or msg5 can be considered. In addition, another issue is whether NW needs to identify a specific redcap UE type in case more than one redcap UE types are defined. In our understanding, this depends on whether different scheduling resources will be allocated for different redcap UEs. The framework of initial access and the definition of UE type are still under RAN1’s discussion. Thus we propose to wait for RAN1’s progress before discussing this issue..
Proposal 2: The discussion on identification of Redcap UE during RACH procedure is postponed until RAN1 conclude the framework of initial access and UE type definition. 
Based on whether normal UE and redcap UE are supported in a single cell, there are three types of cell configuration.
Option 1: Normal UE access only, i.e. redcap UE access is not supported or barred
Option 2: Redcap UE access only, i.e. normal UE access is not supported or barred.
Option 3: Normal UE and redcap UE access are both supported in a cell.
In our understanding, all of the options are valid in real deployment, to fit different scenarios. For instance, redcap UE access only cell may be implemented for connected industrial and video Surveillance for high reliability. While for wearable devices, it is more reasonable to use coexistent deployment (i.e. Option 3). And to avoid performance degradation for eMBB and URLLC services caused by huge number of redcap UEs, the NW may prefer to disallow redcap UE access in some cells.
Proposal 3: The network can configure a cell as normal access only, redcap access only, or support of both normal access and redcap access.
There are two cases a cell is not accessible for a redcap UE: the NW cannot support redcap access or redcap access is barred. In spit of the reasons, the UE should be indicated whether a cell is accessible for redcap UE. For normal NR access, the NW can bar a cell by setting an indicator in MIB. Similar method can be considerred for redcap access, i.e. indicating whether a cell is accessible for redcap UE.
Proposal 4: The network can indicate whether a cell is accessible for redcap UE in system information.
While for cell re-selection configuration, the NW should be able to indicate which frequency and neighboring cell can or cannot support redcap access. Thus the overhead of unnecessary cell re-selection can be avoided.
Proposal 5: The network can indicate which frequency and neighbour cell for cell re-selection is accessible for redcap UE.
UAC is introduced in NR to perform access barring check for an access attempt associated with a given access category and one or more access identities upon request from upper layers according or the RRC layer. A UE determines whether an access attempt is barred according to the barring information configured for the selected PLMN, and the selected Access Category and Access Identity. 
To achieve uniform access barring mechanism, NR UAC framework should be reused for redcap UE access.
Proposal 6: Reuse UAC framework for access barring check for redcap UE.
In normal UE and redcap UE coexistent deployment, we need to consider whether the access barring check for redcap UE can be different from normal UE. Per our understanding, in some cases, such as safety related sensors in connected industries, operator may want to treat redcap UE with higher priority or higher access probability than normal UE upon congestion. In other scenarios, operator may want to treat redcap UE with lower access priority to avoid the impact on eMBB or URLLC UEs.
Thus NW should be able to configure access barring check separately for redcap UE and normal UE even when the access attempt reason are the same.
Proposal 7: The NW can configure separate access barring check criterions for redcap UE and legacy UE.
Currently, the defined access category represents the reason of access attempts, e.g. MT access, emergency, MO exception data, delay tolerate, MO signaling... same as normal UE, redcap UE may initiate access attempt with these access reasons. Thus it is improper to simply add additional access category, e.g. redcap access f, to achieve differentiation in access barring check.
It is also improper to achieve differentiated access barring check by defining a new access identity. The current defined access identity represents whether UE is configured with access class 11 to 15 and whether the UE is configured for MPS and MCS. Define a new “redcap access identity” prevents redcap UE from being configured with access class 11 to 15 or MPS and MCS.
Per our understanding, reduced capability is related to device capability. It should not be linked to any access class, nor be interpreted as access attempt reason.
Therefore the simplest way is to configure separate set of UAC configuration which is dedicated for redcap UE access barring check.
Proposal 8: The NW can configure a set of UAC configuration dedicated for redcap UE access baring check in coexistent deployment.
3. Conclusion
Observation 1: In coexistent scenario, if the reduced capability UE cannot be identified during initial access procedure, the performance of normal UE may be degraded due to conservative scheduling of NW.
Proposal 1: The NW should be able to identify redcap UE during RACH procedure.
Proposal 2: The discussion on identification of Redcap UE during RACH procedure is postponed until RAN1 conclude the framework of initial access and UE type definition. 
Proposal 3: The network can configure a cell as normal access only, redcap access only, or support of both normal access and redcap access.
Proposal 4: The network can indicate whether a cell is accessible for redcap UE in system information.
Proposal 5: The network can indicate which frequency and neighbour cell for cell re-selection is accessible for redcap UE.
Proposal 6: Reuse UAC framework for access barring check for redcap UE.
Proposal 7: The NW can configure separate access barring check criterions for redcap UE and legacy UE.
Proposal 8: The NW can configure a set of UAC configuration dedicated for redcap UE access baring check in coexistent deployment.
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