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Discussion and decision
1 Introduction
In RAN2#110-e meeting the potential limitation on access control for delay tolerant service as specified in [1] was discussed. As brought up by [2], in RAN sharing scenario the current ASN.1 signaling with regards to uac-BarringPerPLMN-List and uac-AccessCategory1-SelectionAssistanceInfo does not support the case where one or multiple of the sharing PLMNs may not want to configure access barring for delay tolerant service. In other words, in those PLMNs Access Category 1 shall not be applied for a UE that is configured for delay tolerant service. Instead such UE shall be subject to access control by any other access category. And in order to provide such signaling flexibility to PLMNs which don’t want to configure access barring for delay tolerant service, potential solutions from Rel-16 onwards were addressed by extending the current ASN.1 signaling as listed below:
· Option 1: Introduce UAC-AccessCategory1-SelectionAssistanceInfo-v16xy with value {a, b, c, null}.

· Option 2: Introduce UAC-AccessCategory1-SelectionAssistanceInfoExt-v16xy with value “null”. 

· Option 3: Introduce individualPLMNList-v16xy in which a list of network index and the associated UAC-AccessCategory1-SelectionAssistanceInfo are included.

· Option 4: Introduce uac-AccessCategory1-SelectionAssistanceInfo-PresenceBitmap-r16 to indicate whether the value (e.g. ‘a’, ‘b’ or ‘c’) configured via plmnCommon or individualPLMN for each PLMN is valid or not.

However, considering the fact that all solutions are non-backwards-compatible, the topic was postponed to allow companies more time to check and to determine which solution is easiest to introduce.

After having analyzed the addressed problem on network-specific access barring for delay tolerant service in more detail, we provide our views to this topic in this contribution.
2 Discussion
During offline discussion “Offline-076: [TEI16] R16 corrections to R15 (ZTE)” the use-case was discussed where one or multiple PLMNs don’t want to configure access barring for delay tolerant service, so that a UE configured for delay tolerant service shall not be subject to access control for Access Category 1, see below.
[Lenovo] We wonder about the use-case where some PLMNs may decide not to configure uac-AccessCategory1-SelectionAssistanceInfo. If a UE is configured for delay tolerant service why it shouldn’t be subject to access control for Access Category 1? 

[ZTE] The intention of having such a special access category 1 is to allow the operator to restrict access from UEs configured with delay tolerant services while permitting access from other UEs when congestion happens.
Some PLMN may decide not to configure uac-AccessCategory1-SelectionAssistanceInfo to ensure the user experience of all kinds of UE while another PLMN prefers to ensure the user experience of UE who are not delay tolerant firstly.
It should be up to each PLMN to decide whether they want it or not.
We think such flexibility should be supported. Usually, we do not put any restriction on a PLMN specific configuration saying that all the PLMNs sharing the same cell shall provide some configuration when only a subset of them really want such configuration.
However, after further analysis of the use-case we still fail to understand why such flexibility in the configuration of network-specific access barring for delay tolerant service is needed due to following reasons:
1. Per definition a UE configured for delay tolerant service is considered as “low priority”, and such UE can tolerate delays in initiating access attempts to the network. There is no harm for both UE and network if such UE is subject to access control for Access Category 1.
2. If a network wants to restrict access of UEs configured for delay tolerant service similar to UEs which are subject to access control by access categories other than AC1, it can set the barring information for AC1 (barring factor/time) similar to the barring information set for the other Access Categories.

3. In case the flexibility in network-specific access barring for delay tolerant service would have been introduced in Rel-16, it would be unclear how many Rel-16 UEs configured for delay tolerant service would actually make use of it. In order not to change implementation such UEs may decide to still follow Rel-15 behaviour.
4. Per NAS configuration it is possible to override Access Category 1 for a UE configured for delay tolerant service, given by the sentence below as specified in NOTE1, Table 6.22.2.3-1 in [3].
When a UE is configured for EAB, the UE is also configured for delay tolerant service. In case a UE is configured both for EAB and for EAB override, when upper layer indicates to override Access Category 1, then Access Category 1 is not applicable.
As result, we see no problem to stick with current ASN.1 signaling of access barring for delay tolerant service and  thus, see no stringent need to introduce further flexibility by non-backwards-compatible ASN.1 changes.
Proposal: RAN2 to agree not to introduce further flexibility in network-specific access barring for delay tolerant service.
3 Conclusion

In this contribution we have provided our views to the problem on network-specific access barring for delay tolerant service, and made the following proposal:
Proposal: RAN2 to agree not to introduce further flexibility in network-specific access barring for delay tolerant service.
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5 Annex

Reference: 3GPP TS 22.261 [3].
Table 6.22.2.3-1: Access Categories
	Access Category number
	Conditions related to UE
	Type of access attempt

	0
	All
	MO signalling resulting from paging

	1 (NOTE 1) 


	UE is configured for delay tolerant service and subject to access control for Access Category 1, which is judged based on relation of UE’s HPLMN and the selected PLMN.
	All except for Emergency, or MO exception data

	2
	All
	Emergency

	3
	All except for the conditions in Access Category 1.
	MO signalling on NAS level resulting from other than paging

	4
	All except for the conditions in Access Category 1.
	MMTEL voice (NOTE 3)

	5
	All except for the conditions in Access Category 1.
	MMTEL video

	6
	All except for the conditions in Access Category 1.
	SMS

	7
	All except for the conditions in Access Category 1.
	MO data that do not belong to any other Access Categories (NOTE 4)

	8
	All except for the conditions in Access Category 1
	MO signalling on RRC level resulting from other than paging

	9
	All except for the conditions in Access Category 1
	MO IMS registration related signalling (NOTE 5)

	10 (NOTE 6)
	All
	MO exception data 

	11-31
	
	Reserved standardized Access Categories

	32-63 (NOTE 2)
	All
	Based on operator classification

	NOTE 1:
The barring parameter for Access Category 1 is accompanied with information that define whether Access Category applies to UEs within one of the following categories:
a) UEs that are configured for delay tolerant service;
b) UEs that are configured for delay tolerant service and are neither in their HPLMN nor in a PLMN that is equivalent to it;
c) UEs that are configured for delay tolerant service and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN.
When a UE is configured for EAB, the UE is also configured for delay tolerant service. In case a UE is configured both for EAB and for EAB override, when upper layer indicates to override Access Category 1, then Access Category 1 is not applicable.
NOTE 2:
When there are an Access Category based on operator classification and a standardized Access Category to both of which an access attempt can be categorized, and the standardized Access Category is neither 0 nor 2, the UE applies the Access Category based on operator classification. When there are an Access Category based on operator classification and a standardized Access Category to both of which an access attempt can be categorized, and the standardized Access Category is 0 or 2, the UE applies the standardized Access Category. 

NOTE 3:
Includes Real-Time Text (RTT).

NOTE 4:
Includes IMS Messaging. 

NOTE 5: 
Includes IMS registration related signalling, e.g. IMS initial registration, re-registration, and subscription refresh.

NOTE 6: Applies to an NB-IoT UE, using NB-IOT connectivity to 5GC.



Access Category 0 shall not be barred, irrespective of Access Identities.

NOTE:
The network can control the amount of access attempts relating to Access Category 0 by controlling whether to send paging or not.
