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1 Introduction
The Rel17 SID on NR Sidelink Relay has the following objective [1] :
1. Study mechanism(s) with minimum specification impact to support the SA requirements for sidelink-based UE-to-network and UE-to-UE relay, focusing on the following aspects (if applicable) for layer-3 relay and layer-2 relay [RAN2];
A. Relay (re-)selection criterion and procedure;

B. Relay/Remote UE authorization;

C. QoS for relaying functionality;
D. Service continuity;

E. Security of relayed connection after SA3 has provided its conclusions;

F. Impact on user plane protocol stack and control plane procedure, e.g., connection management of relayed connection;
In this contribution, we discuss the high-level requirements and the applicable scenarios by focusing on each of the aspects in the above objective for UE-to-NW relay and UE-to-UE relay.   
2 Discussion
2.1 High Level Requirements
In the following, we discuss the high-level requirements to be supported in the use cases, scenarios and traffic types applicable to Rel-17 NR sidelink-based relay
2.1.1 UE-to-NW relays

According to the Rel-17 NR SL relay SID [1], the primary motivation for studying SL based relaying functionality for UE-to-NW relays is to provide network coverage extension and power efficiency improvement when supporting various applications and services. In comparison, the UE-to-NW relays for Internet of Things (IoT) and wearables (FeD2D) in TR 36.746 [2] also targeted coverage extension and addressing power efficiency of Remote UEs in various coverage scenarios. Apart from the requirements for coexistence with Rel-12/13 UEs and the use of common architecture for 3GPP and non-3GPP, the requirements of the FeD2D SI and this SI for UE-to-NW relay are aligned and target similar objectives. As such, the high-level requirements for FeD2D from TR 36.746 can be reused for Rel-17 UE-to-NW relays.  A text proposal for the requirements is given in the appendix.
Proposal 1: 
Reuse all high-level requirements from TR 36.746 for Rel-17 UE-to-NW relays, except for the requirements for Co-existence with Rel-12/13 Public Safety UEs and for Common relay architecture for 3GPP and non-3GPP relays
2.1.2 UE-to-UE relays

A key objective in Rel-17 NR SL relay SI for UE-to-UE relay is to provide coverage extension beyond the current reachability of single-hop sidelink link in various scenarios, including when there is no Uu coverage. According to SA2 study for system enhancement for ProSe in 5GS (TR 23.752) [3], UE-to-UE relays can provide visibility for remote UEs to discover and to be discovered by network and other UEs for the purpose of establishing indirect communication. When the UEs are out of coverage the UE-to-UE relay, authorized by network, may forward the configuration messages between the Source UE and Target UE for establishing connectivity. For achieving this, the Source UE and Target UE need to be visible and reachable to each other through the UE-to-UE relay. 
Proposal 2: 
Source UE and Target UE should be visible and reachable by/to network (i.e. when in coverage) and to each other via the UE-to-UE relay 
In the case when a UE-to-UE relay is connected to one or more source UEs and is relaying traffic to different target UEs, UE-to-UE relay should enforce different packet forwarding treatment for QoS. The UE-to-UE relay may also provide charging support to the network by tracking and generating usage reports related to the sidelink traffic of other connected UEs based on preconfigured policy. For these purposes, the UE-to-UE relay should be capable of differentiating traffic received from source UEs and the traffic intended to different target UEs.
Proposal 3: 
The UE-to-UE relay should be capable of differentiating the traffic originating from each source UE connected to the UE-to-UE relay and the traffic intended for different target UEs
A source UE may use lower transmission power for reaching the target UE when using indirect communication via UE-to-UE relay compared to the transmission power used for direct communication. While it is expected for the UE-to-UE relay to incur higher power consumption, ideally relaying traffic from source UE to target UE should not have negative impact on the operation of UE-to-UE relay.

Proposal 4: 
Power consumption when using indirect communication path should be minimized in source UE and UE-to-UE relay
For use cases such as in-home devices and factory sensors, where the devices may have limited memory and computation capacity, an important aspect to consider is low complexity operation when supporting relaying. It is expected that the tasks related to relay (re)selection and connection establishment which are performed by source/target UE when using indirect communication path should not result in increasing the device complexity compared to using direct communication path. Likewise, the impact of performing relaying related tasks such addressing, packet forwarding, QoS enforcement and RLF handling on the complexity of UE-to-UE relay should also be minimized.

Proposal 5: 
The impact of relaying on device complexity of source/target UE and UE-to-UE relay should be minimized
Another important aspect to consider when using UE-to-UE relays is the impact of relaying on control signalling. The control signalling related to discovery and connection establishment, (e.g. setup, maintenance, release of SLRBs) between source/target UE and UE-to-UE relay should be supported without creating significant resource usage overhead.
Proposal 6: 
The control signalling overhead of relaying (e.g. discovery, connection establishment) between Source UE and Target UE via UE-to-UE relay should be minimized
The SA2 study on system enhancement for ProSe [3] requires guaranteeing service continuity when switching between direct and indirect communication paths and between two indirect communication paths. In RAN2, the service continuity requirement translates to minimization of the interruption time and reduction/elimination of any loss of data during path selection and switching. For achieving this, the UE context (e.g. SLRBs) can be ether maintained or moved to the alternative path without having to fully establish a new context. 

Proposal 7: 
Service continuity should be supported for the cases where the source UE selects or switches between direct and indirect communication path or between two indirect communication paths to target UE
For ensuring security when relaying, SA1 requires end-to-end security between source UE and target UE.  Specifically, relayed data should not be deciphered by a relay UE. Depending on the architecture selected for UE-to-UE relaying solution, end-to-end security between source UE and target UE may be provided either at the AS layer (i.e. PDCP) for L2 architecture or at higher layer (e.g. IP Sec) for L3 architecture. While in the case of L2 architecture the security is already implemented in PDCP, the L3 architecture requires additional work in SA3. 

Proposal 8: 
The relaying solution should support security such that data and/or signalling from source UE to the target UE is not deciphered or attacked by the UE-to-UE relay
SL QoS flows should be supported between the source UE and target UE on end-to-end basis when relaying via UE-to-UE relay. In this regard, the SLRBs configured between the source UE and target UE via the UE-to-UE relays can be considered for supporting the QoS requirements associated with the SL QoS flows. 

Proposal 9: 
SL QoS flows and their associated QoS characteristics should be supported on an end-to-end basis when relaying between source UE and target UE via a UE-to-UE relay
The above proposals on high level requirements for UE-to-NW and UE-to-UE relays are listed in text proposal to TR in section 5.
2.2  Scenarios
In the following, we discuss the scenarios to be supported Rel-17 NR sidelink-based relay
2.2.1 Scenarios for UE-to-NW relays
Coverage scenarios that can be considered for enabling network coverage extension and power efficiency improvement when using UE-to-NW relays are:

· UE-to-NW relay is In-coverage (IC)
· Remote UE is either In-coverage (IC) or Out-of-Coverage (OOC). 
TR 36.746 considered the same coverage scenarios. As a result, all scenarios from this TR can be reused for this work.
Proposal 10: 
Scenarios from TR 36.746 are reused for Rel-17 UE-to-NW relays 
2.2.2 Scenarios for UE-to-UE relays

In the case of UE-to-UE relays, all coverage scenarios considered for supporting the SA requirements and the aspects A to F in objective 1 of the NR SL relays SI, are namely:
· No Uu coverage: Source UE, UE-to-UE Relay and Target UE are OOC

· Partial Uu coverage: At least one of either the Source UE or UE-to-UE Relay UEs are IC. 
· Complete Uu coverage: All of Source UE, UE-to-UE Relay and Target UE are IC. It is possible that the source UE and UE-to-UE relay are in coverage of different gNBs
Uu coverage for source UE and UE-to-UE relay should be considered as it impacts the mode (i.e. Mode 1 or Mode 2) that can be applied for sidelink transmissions. Since Target UE is assumed to only receive the transmissions from either the source UE or UE-to-UE relay, whether the target UE is IC or OOC should have no additional impact other than the considered scenarios. In addition, for each of the coverage scenarios, the source UE can have a relayed PC5 connection with the target UE already established, or may need to establish the PC5 connection (e.g. using discovery and connection establishment procedures).  The table below gives each of the scenarios for coverage and connectivity.
Table 1: Scenarios for UE-to-UE Relay

	Scenario
	Uu Coverage of Source UE and UE-to-UE relay
	PC5 Connectivity of relayed link between Source UE and Target UE

	1
	Out of Coverage
	No connection to Target UE

	2
	
	Has connection to Target UE

	3
	Partial Coverage (either Source UE or UE-to-UE relay is in coverage)
	No connection to Target UE

	4
	
	Has connection to Target UE

	5
	In coverage of same gNB
	No connection to Target UE

	6
	
	Has connection to Target UE

	7
	In coverage of different gNBs
	No connection to Target UE

	8
	
	Has connection to Target UE


When in coverage (e.g. scenarios 3 to 8), the source/target UE and UE-to-UE relay can be either in RRC connected, RRC inactive or RRC idle states with respect to the network. The RRC state of the source/target UE is also independent of its PC5 connection (i.e. PC5-RRC) to the UE-to-UE relay. 

Additionally, a source UE and/or UE-to-UE relay in coverage (e.g. scenarios 3 to 8) may operate either in Mode 1 or Mode 2, depending on network configuration. In the case when the source UE and/or UE-to-UE relay are out of coverage (e.g. scenarios 1 to 4), only operation in Mode 2 can be supported for the out of coverage UE. 
The scenarios discussed above for UE-to-NW and UE-to-UE relays are listed in text proposal to TR in section 5.
Proposal 11:
Agree to add the text proposal (in the appendix) on scenarios for UE-to-UE relays to the TR

2.3 Comparison between L2 relay and L3 relay
2.3.1 Relay (re)selection criterion and procedure

In both L2 and L3 relays, relay discovery procedure used in Rel13 D2D can be re-used. One consequence of using L2 relay is that network can be aware of the amount of traffic being relayed, and relay selection can be based on network preference (e.g. for load balancing). 
2.3.2 QoS for relaying functionality

With L2 relays, the RAN is aware of the relayed traffic.  As a result, QoS can be met more efficiently compared to L3 relay.  An end-to-end SLRB in the case of L2 relay can be used to achieve QoS for the relayed traffic. In L3 relays, on the other hand, only the QoS for each individual hop of the relayed connection can be guaranteed. Also, protocol latency for L2 relays will be lower. 
2.3.3 Service continuity
For L3 relay, path selection and/or path switching results in complete reconfiguration of AS layer protocol stack at remote UE and UE-to-NW relay. In comparison to L3 relay, in L2 relay only limited (re)configuration may be performed to configure lower sublayers (e.g. adaptation layer, RLC, MAC) of AS layer protocol stack during path selection and/or path switching. Additionally, when using L2 relays the remote UE can maintain connectivity to network to mitigate any service interruptions when changing from a direct path to an indirect path without higher layer impacts (e.g. L2 identifiers can be maintained). Similar benefit is also achieved for UE-to-UE relay. 
2.3.4 Security of relayed connection
For L2 relays, the end-to-end security requirements can already be achieved using PDCP. On the other hand, L3 relays require a mechanism to be implemented at upper layers (e.g. IPSec) to achieve this requirement.
2.3.5 Impact to AS Layer
L2 relays involves a larger amount of specification effort in RAN2, for example, to support an adaptation layer, routing/remaining of LCHs, as well as support for end-to-end SRB/SLRBs and associated QoS.  Although some of this work can be minimized by relying on work/concepts from Rel16 IAB, some other aspects may be specific to sidelink and should be discussed.  Some of the work already performed as part of FeD2D can also be re-used to further minimize the effort.

Proposal 12: 
RAN2 studies the pros/cons of L2 relay vs L3 relay, and down-selects one of the two prior to initiation of the WI
3 Conclusion
In this contribution, the following conclusions were made:

Proposal 1: 
Reuse all high-level requirements from TR 36.746 for Rel-17 UE-to-NW relays, except for the requirements for Co-existence with Rel-12/13 Public Safety UEs and for Common relay architecture for 3GPP and non-3GPP relays
Proposal 2: 
Source UE and Target UE should be visible and reachable by/to network (i.e. when in coverage) and to each other via the UE-to-UE relay 
Proposal 3: 
The UE-to-UE relay should be capable of differentiating the traffic originating from each source UE connected to the UE-to-UE relay and the traffic intended for different target UEs 
Proposal 4: 
Power consumption when using indirect communication path should be minimized in source UE and UE-to-UE relay 
Proposal 5: 
The impact of relaying on device complexity of source/target UE and UE-to-UE relay should be minimized
Proposal 6: 
The control signalling overhead of relaying (e.g. discovery, connection establishment) between Source UE and Target UE via UE-to-UE relay should be minimized 
Proposal 7: 
Service continuity should be supported for the cases where the source UE selects or switches between direct and indirect communication path or between two indirect communication paths to target UE 
Proposal 8: 
The relaying solution should support security such that data and/or signalling from source UE to the target UE is not deciphered or attacked by the UE-to-UE relay 
Proposal 9: 
SL QoS flows and their associated QoS characteristics should be supported on an end-to-end basis when relaying between source UE and target UE via a UE-to-UE relay
Proposal 10:
Scenarios from TR 36.746 are reused for Rel-17 UE-to-NW relays 
Proposal 11: 
Agree to add the text proposal (in the appendix) on scenarios for UE-to-UE relays to the TR 
Proposal 12: 
RAN2 studies the pros/cons of L2 relay vs L3 relay, and down-selects one of the two prior to initiation of the WI 
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5 Appendix – TP to TR 38.xxx

5.1
TP for Relaying Solution Requirements
The purpose of this section is to present the requirements on the relaying solution for UE-to-Network Relays and UE-to-UE Relays.
x.x.x     Requirement 1 – Visibility and reachability

The Remote UE shall be visible and reachable by the network.
The Source UE and Target UE shall be visible and reachable by/to network (i.e. when in coverage) and to each other via the UE-to-UE relay.
x.x.x     
Requirement 2 – Traffic differentiation

The gNB shall be capable of distinguishing traffic originating from the UE-to-Network Relay and traffic originating from Remote UEs connected to the UE-to-Network Relay.

The gNB shall be capable of distinguishing traffic originating from different Remote UEs connected to the same UE-to-Network Relay.
The UE-to-UE relay shall be capable of distinguishing the traffic originating from each source UE connected to the UE-to-UE Relay and the traffic intended for different target UEs.
x.x.x     
Requirement 3 – Power consumption

As a primary requirement, under the defined scenarios, use cases, and traffic models the relay solution shall allow for decrease in power consumption of Remote UE when using indirect communication as compared to direct communication.

As a secondary requirement, under the defined scenarios, use cases, and traffic models negative impact on power consumption in the UE-to-Network Relay and UE-to-UE Relay should be minimized.
x.x.x     
Requirement 4 – Device complexity

As a guideline, the device complexity of the Remote UE should be taken into account when analysing the solutions.

Under the defined scenarios, use cases, and traffic models negative impact of the relaying solution on the device complexity of the UE-to-Network Relay and the UE-to-UE Relay should be minimized.
x.x.x     
Requirement 5 – Efficient signalling

Under the defined scenarios, use cases, and traffic models, the signalling (e.g. messages and procedures) shall facilitate efficient operation (e.g. setup, management, release). This includes signalling over both PC5 and Uu.
x.x.x     
Requirement 6 – Service continuity

The relay solution for UE-to-Network Relays shall support service continuity when the Remote UE selects or switches between
· direct Uu communication path and indirect PC5 communication path; or
· different indirect PC5 communication paths (i.e. reselection of UE-to-Network Relay)
The relay solution for UE-to-UE Relays shall support service continuity when the Source UE selects or switches between
· direct PC5 communication path and indirect PC5 communication path to target UE; or
· different indirect PC5 communication paths to target UE (i.e. reselection of UE-to-UE Relay)
x.x.x     
Requirement 7 – Data security

The relay solution for UE-to-Network Relays shall support data security such that signalling and/or data traffic between the gNB and the Remote UE is not deciphered or attacked by the UE-to-Network Relay.
The relay solution for UE-to-UE Relays shall support data security such that signalling and/or data traffic between source UE and target UE is not deciphered or attacked by the UE-to-UE Relay.
Editor’s Note: Whether implementing security has impacts on RAN2 depends on L2 or L3 architecture selection.

x.x.x     
Requirement 8 – QoS support

The relay solution for UE-to-Network Relays and UE-to-UE Relays shall allow for various QoS configurations to meet requirements of different services and traffic types. 
In the relay solution for UE-to-Network relays, the level of QoS while using indirect communication based on PC5 should be comparable to that achieved while using direct Uu communication for the same service.
In the relay solution for UE-to-UE Relays, the level of QoS while using indirect PC5 communication should be comparable to that achieved while using direct PC5 communication for the same service.
5.2 TP for Scenarios
x.x
TP for Scenarios for UE-to-Network Relay 
The coverage scenarios considered in this study for UE-to-Network Relays focus on the followings:
-
Remote UE and UE-to-Network Relay are in coverage of NG-RAN;

-
UE-to-Network Relay is in coverage of NG-RAN and Remote UE is out of coverage of NG-RAN.

The considered scenarios are reflected in Table xx.x-1. Connectivity for Uu indicates coverage and reachability, i.e. the UE-to-Network Relay UE is not necessarily in RRC_CONNECTED, but is in coverage and can communicate with the network on Uu interface. In this study, the scenario where the UE context for the Remote UE and the UE-to-Network Relay UE is maintained in the same gNB is prioritized.
Table xx.x-1: Scenarios for UE-to-Network Relay
	
	Remote UE
	UE-to-NW Relay

	Scenario
	Coverage (Uu)
	Connectivity (PC5 or Uu)
	Coverage (Uu)
	Connectivity (Uu)

	1
	Out of Coverage
	Has PC5 connection to UE-to-NW relay
	In Coverage
	Has Uu connection to gNB

	2
	Out of Coverage
	No PC5 connection to UE-to-NW relay
	In Coverage
	Has Uu connection to gNB

	3
	In Coverage
	No PC5 connection to UE-to-NW relay and no Uu connection to gNB
	In Coverage
	Has Uu connection to gNB

	4
	In Coverage
	Has PC5 connection to UE-to-NW relay and no Uu connection to gNB
	In Coverage
	Has Uu connection to gNB

	5
	In Coverage
	Has PC5 connection to UE-to-NW relay and has Uu connection to gNB
	In Coverage
	Has Uu connection to a different gNB 

	6
	In Coverage
	No PC5 connection to UE-to-NW relay and has Uu connection to gNB
	In Coverage
	Has Uu connection to a different gNB


In Table xx.x-1, "in coverage" for the Remote UE may include extended coverage.

In Table xx.x-1 and below, "has PC5 connection" or “linked” means that the short-range link is setup between the Remote UE and UE-to-NW Relay and both UEs can exchange data in any direction. For PC5, "has PC5 connection" state is equivalent to state of PC5 connection established.
The following procedures are supported for these scenarios:

-
In Scenario 2, either the Remote UE or the network can initiate establishing a link between the Remote UE and the UE-to-Network Relay UE;

-
In Scenario 3, either the Remote UE or the network can initiate establishing a link between the Remote UE and the UE-to-Network Relay UE;
-
It can be considered if there should be further restrictions on the network initiated cases.

In a variant of Scenario 5, where the Remote UE is linked to a UE-to-Network relay, either the Remote UE or the network can initiate establishing a link between the Remote UE and a different UE-to-Network Relay which has Uu connection to a different gNB.
Editor’s note: Whether to study this variant of scenario 5 or not requires further discussion

The Remote UE is not required to be in RRC_CONNECTED while linked with a UE-to-Network Relay UE. The UE-to-Network Relay UE may be in RRC_IDLE while linked with a Remote UE. RRC connection state of the Remote UE and the UE-to-Network Relay UE may change independently of their connection state of PC5 link. Both the UE-to-Network Relay UE and the Remote UE are in RRC_CONNECTED while unicast data is being relayed.

When used to describe the Remote UE, RRC_CONNECTED means that the UE has a context in the gNB.  
xx.x
TP for Scenarios for UE-to-UE Relay 

The coverage scenarios considered in this study for UE-to-UE Relays focus on the followings:
· No Uu coverage: Source UE, UE-to-UE Relay and Target UE are Out of Coverage of NG-RAN
· Partial Uu coverage: At least one of either the Source UE or UE-to-UE Relay are in coverage of NG-RAN 

· Complete Uu coverage: All of Source UE, UE-to-UE Relay and Target UE are in coverage of NG-RAN. The source UE and UE-to-UE relay in coverage of NG-RAN can be connected on Uu different gNBs

The considered scenarios are reflected in Table xx.x-2. Uu Coverage indicates coverage and reachability, i.e. the Source UE and UE-to-UE Relay are not necessarily in RRC_CONNECTED, but are in coverage and can communicate with the network on Uu interface. Uu coverage for source UE and UE-to-UE relay is considered as it impacts the mode (i.e. Mode 1 or Mode 2) that can be applied for sidelink transmissions. 
Table xx.x-2: Scenarios for UE-to-UE Relay

	Scenario
	Uu Coverage of Source UE and UE-to-UE relay
	PC5 Connectivity of relayed link between Source UE and Target UE

	1
	Out of Coverage
	No connection to Target UE

	2
	
	Has connection to Target UE

	3
	Partial Coverage (either Source UE or UE-to-UE relay is in coverage)
	No connection to Target UE

	4
	
	Has connection to Target UE

	5
	In coverage of same gNB
	No connection to Target UE

	6
	
	Has connection to Target UE

	7
	In coverage of different gNBs
	No connection to Target UE

	8
	
	Has connection to Target UE


In Table xx.x-2, "has connection" means that the link is setup between the Source UE and Target UE via the UE-to-UE Relay and both UEs can exchange data. For PC5, "has connection" state is equivalent to state of PC5 connection (i.e. PC5-RRC) established. 
The following procedures should be supported in these scenarios:
· In Scenarios 1, 3, 5 and 7 the source UE can initiate establishing a link between source UE and the target UE via the UE-to-UE relay;
· In Scenarios 3, 5 and 7 the network can initiate establishing a link between source UE and the target UE via the UE-to-UE relay; 
Editor’s note: Whether network can initiate link establishment between source UE and target UE via the UE-to-UE relay requires further discussion

When in coverage (e.g. Scenarios 3 to 8), the source/target UE and UE-to-UE relay can be either in RRC connected, RRC inactive or RRC idle states with respect to the network. The RRC state of the source/target UE with respect to the network is independent of its PC5 link to the UE-to-UE relay. 

A source UE and/or UE-to-UE relay in coverage (e.g. Scenarios 3 to 8) may operate either in Mode 1 or Mode 2, depending on network configuration. In the case when the source UE and/or UE-to-UE relay are out of coverage (i.e. Scenarios 1 to 4), only operation in Mode 2 can be supported for the out-of-coverage UE. 
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