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1. Introduction

In RAN2 #108 meeting, it was agreed that EHC can only be configured for a bi-directional link [1]:

· The EHC algorithm is not allowed to be configured for a uni-directional link. 

In RAN2 #109-e meeting, it was agreed that context overwriting is supported for EHC [2]:

· CID overwriting mechanism is supported.

· Use a NOTE to specify CID overwriting mechanism in the specification.

In RAN2 #110-e meeting, it was further agreed that the trigger for CID overwriting can be left for implementation [3]:
· Leave trigger in compressor for CID overwriting for implementation (right now the only mandatory trigger is when max CID has been reached). 

For RoHC, there is a restriction that RoHC and out-of-order delivery cannot be simultaneously configured for a DRB. For EHC, however, there is no such restriction. In this paper, we will first analyse the risks of decompression failure caused by context overwriting in EHC, and then we propose some solutions to avoid such risks.
2. Discussion
2.1 Risks of decompression failure caused by EHC context overwriting
Based on the current specs, a bi-directional DRB can be configured with EHC, no matter it is an AM DRB or UM DRB. EHC and out-of-order delivery can be simultaneously configured for a DRB. Context overwriting mechanism is supported for EHC, which is reflected by a note in PDCP spec as follows [4]:
	NOTE:
If the maximum number of EHC contexts are already established for the compressed flows and a new Ethernet flow does not match any established EHC context, the compressor should associate the new Ethernet flow with one of the EHC CIDs allocated for the existing compressed flows or send PDCP SDUs belonging to the Ethernet flow as uncompressed packet.


According to the Note, when maximum number of EHC contexts are already established, the compressor can overwrite an established context with a new context associated with a certain CID. It was further agreed that the trigger for context overwriting can be left for the compressor’s implementation.
With such context overwriting procedure, there may exist risks that the compressor and decompressor have different understanding of context associated with a CID, and compressed packets may be incorrectly decompressed. The decompression failure cannot be detected since there is no CRC mechanism designed in EHC. There are three following cases where the decompression failure can be caused.
Case-1: Delayed CH packet for a DRB configured with both EHC and out-of-order delivery.
As shown in Fig.1. Packet 1 is transmitted with FH and conveying context information CID 1<=>context A. Packet 1 is successfully received by the de-compressor and EHC feedback is responded with CID=1 as specified. After that, the compressor can use CID 1<=>context A for compression. As shown in Fig.1, the compressor sends out CH packet 2, …, CN packet N, which are compressed with CID 1<=>context A. However, packet N encounters several retransmission attempts and arrives at the decompressor with delay. Before that arrival of Packet N, the compressor decides to overwrite CID 1<=>context A with CID 1<=>context B and transmits packet N+1 with FH. Such decision of overwriting could be caused by, e.g. UE capability restriction of the number of total contexts are allowed to be established. Packet N+1 is timely received by the de-compressor, before packet N. Due to out-of-order delivery if configured for the DRB, the decompressor will process FH packet N+1 firstly, and update CID 1<=>context A with CID 1<=>context B. Then the decompressor processes CH packet N which has been compressed with CID1<=>context A. However, at this time, the original context A associated with CID 1 has already been overwritten by context B, which will lead to that the CH packet N+1 will be incorrectly decompressed. In this case, only few packets will be wrongly decompressed however this is not a desired behaviour, especially for some IIoT services with high reliability requirements.
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Fig.1 Illustration of Case-1 (DRB configured with both EHC and out-of-order delivery)
The reason for the risk occurred in this case is that a CH packet compressed with an original context has been received after the context has been refreshed, due to out-of-order delivery configured for the DRB.
Observation 1: When the de-compressor receives a CH packet compressed with an original context after the context has been refreshed, there exists a risk of decompression failure.

Case-2: Delayed FH packet for a DRB configured with both EHC and out-of-order delivery.
As shown in Fig.2. Packet 1 and packet 2 are transmitted with FH and both packets are conveying context information CID 1<=>context A. Packet 1 is received by the de-compressor and EHC feedback is responded with CID=1 as specified. However, packet 2 encounters several retransmission attempts and arrives at the decompressor with delay. Then the compressor decides to overwrite CID 1<=>context A with CID 1<=> context B and transmits packet 3 with FH. After that, the compressor receives an EHC feedback containing CID 1, which is intended to feedback for packet 2. The compressor will misunderstand that CID 1<=>context B has been established and can be used for compression. The compressor will transmit CH packet 4 compressed with CID 1<=>context B. Due to air interface fluctuation, packet 4 may be received before packet 3 by the de-compressor. Due to out-of-order delivery, the de-compressor will unsuccessfully decompress packet 4 with CID 1<=>context A. But after packet 3 is received, the decompressor will update its stored context, i.e. refresh CID 1<=>context A to CID 1<=>context B. Then the following packets compressed with CID<=>context B, e.g. packet 5 shown in the figure, can be correctly decompressed by the de-compressor. In this case, only few packets will be wrongly decompressed however this is not a desired behaviour.
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Fig.2 Illustration of Case-2 (DRB configured with both EHC and out-of-order delivery)
Case-3: an UM DRB is configured with EHC.

As shown in Fig.3, Packet 1 and packet 2 are transmitted with FH (full header) and conveying context information, i.e. CID=1 is corresponding to context A for both packets. Packet 1 is received by the de-compressor and EHC feedback is responded with CID=1 as specified. However, packet 2 encounters several retransmission attempts due to air interface fluctuation and arrives at the decompressor with delay. Before that arrival of Packet 2, the compressor decides to overwrite CID 1<=>context A with CID 1<=>context B and transmits packet 3 with FH. Such decision of overwriting could be caused by, e.g. UE capability restriction of the number of total contexts are allowed to be established. After the compressor sends out packet 3, an EHC feedback containing CID 1 is received, which is intended to feedback for packet 2. Since only CID field is contained in the EHC feedback, the compressor will misunderstand that CID 1<=>context B has been established in the de-compressor and can be used for compression. Unfortunately, packet 3 is finally lost during transmission. Then, the compressor and the de-compressor will have a different understanding about the exact context information associated with CID 1. The consequence is that all the following packets compressed with CID 1<=>context B will be incorrectly decompressed by the de-compressor using CID 1<=>context A. The de-compressor cannot find that it decompresses packets incorrectly since no CRC for EHC.
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Fig.3 Illustration of Case-3 (UM DRB configured with EHC)

The basic reason for the risks of decompression failure occurred in case-2 and case-3 is that context overwriting has been performed at the compressor side before the EHC feedback for a previous transmitted FH packet conveying an outdated context has been received. The compressor cannot distinguish whether an EHC feedback containing a CID is for the previous to-be-overwritten context or the new context. For an UM DRB configured with EHC, there exists a risk that all the following packets compressed by new overwriting context may be incorrectly decompressed by the de-compressor.

Observation 2: When the compressor performs context overwriting for a CID before the EHC feedback for a previous transmitted FH packet conveying an outdated context for the CID has been received, there exists a risk of decompression failure.

Observation 3: For an UM DRB configured with EHC, there exists a risk that all the following packets compressed by the new overwriting context are incorrectly decompressed by the de-compressor.

EHC decompression failure will increase the probability of data lost perceived by the application, which is unacceptable for TSC applications. The risk of decompression failure may result in survival time expiry of the application and affect its communication service availability. We think possible solutions shall be considered to avoid the risk of decompression failure caused by context overwriting in EHC.
2.2 Possible solutions to avoid the risk of EHC decompression failure
In this section, several possible solutions to avoid the risks of EHC decompression failure will be analysed and compared.
Solution 1: Out-of-order delivery is not configured with EHC simultaneously.
A restriction similar to that of RoHC can be set for EHC, i.e. EHC and out-of-order delivery cannot be configured simultaneously for a DRB. This solution can resolve the risk issues of case-1 and case-2. However, it is not suitable for case-3, unless other restrictions are further set, e.g. EHC is not configured for UM DRB, etc. Setting additional restrictions will affect the practicality of EHC function.
Solution 2: Additional field is contained in the EHC feedback.
This solution has been discussed in the email discussion [5]. Several potential fields were proposed, e.g. SN of the PDCP PDU, NACK indication, etc. Based on the discussions of previous meetings, majority of the companies prefer to not add additional fields in the EHC feedback. Besides, even if we add some fields in the EHC feedback, e.g. SN field, this solution is ineffective to resolve the risk issue of case-1, which is not caused by the compressor’s misunderstanding of the context associated with a certain CID. This solution may increase the complexity and burden of the compressor, since the compressor shall maintain the relationship between EHC contexts and PDCP SNs. 
Solution 3: Context overwriting can be performed only when a context has not been used for a long time.
This solution will restrict that a context associate with a CID can be overwritten only when the context has not been used for a long time, e.g. the CID has not been included in a FH packet or a CH packet for a period of time. After this long period of time, when the compressor decides to perform context overwriting for a CID, there will be neither EHC feedback for a previous transmitted FH packet conveying the CID nor a CH packet containing the CID are still transmitting in the air interface. The solution can resolve the risk issues caused by the above cases. However, the length of time period is hard to determine. If the time period is too short, the risk of decompression failure may not be able to be completely avoided.
Solution 4: EHC context overwriting of UE to be configured by the network.

Through this solution, the network can switch on/off EHC context overwriting by the UE. For example, if the network evaluates there may be risks of decompression failure, the network can disable the EHC context overwriting of the UE. Otherwise, the network can enable the UE’s context overwriting operation. This solution seems not quite flexible. When context overwriting has been disabled for a UE and the maximum number of EHC contexts are already established, the UE cannot update its available EHC contexts even if the established EHC contexts are not that useful anymore.
Proposal 1: RAN2 can consider the following possible solutions to avoid the risk of decompression failure caused by context overwriting in EHC:

Solution-1: Out-of-order delivery is not configured with EHC simultaneously.

Solution-2: Additional field is contained in the EHC feedback.

Solution-3: Context overwriting can be performed only when a context has not been used for a long time.

Solution-4: EHC context overwriting of UE to be configured by the network.
3. Conclusion

In this contribution, we have analysed the potential risks of decompression failure caused by EHC context overwriting, and proposed several possible solutions to avoid such risks. The following observations and proposal were made:
Observation 1: When the de-compressor receives a CH packet compressed with an original context after the context has been refreshed, there exists a risk of decompression failure.
Observation 2: When the compressor performs context overwriting for a CID before the EHC feedback for a previous transmitted FH packet conveying an outdated context for the CID has been received, there exists a risk of decompression failure.

Observation 3: For an UM DRB configured with EHC, there exists a risk that all the following packets compressed by the new overwriting context are incorrectly decompressed by the de-compressor.
Proposal 1: RAN2 can consider the following possible solutions to avoid the risk of decompression failure caused by context overwriting in EHC:


Solution-1: Out-of-order delivery is not configured with EHC simultaneously.

Solution-2: Additional field is contained in the EHC feedback.

Solution-3: Context overwriting can be performed only when a context has not been used for a long time.

Solution-4: EHC context overwriting of UE to be configured by the network.
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