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Introduction
At the RAN#86 meeting, the study item on NR Positioning Enhancements was approved [1]. Integrity is the important item which is a part of SID in Rel-17. In this contribution, we will discuss the methodologies for integrity in RAT-Independent and RAT-Dependent.
Operational process for the integrity assessment in GNSS [2]
The fundamental steps that operatively lead to build the integrity functionality can be described as follows from a very high-level perspective:
Step 1. Computation of the PL2:
a. Exclude as much as possible non-nominal conditions, i.e., “big errors”;
b. i) If the hypothesis of system working in nominal conditions is accepted, then retrieve the statistical characterization of the possible errors, i.e., theσ2pr  andσ2pos.
ii) Compute the protection level for the current localization solution, on the basis of  σ2pos and of the integrity risk.
c. Otherwise (i.e., in case of non-nominal conditions) integrity cannot be assessed and the location system works as “Not Monitored” with respect to its integrity level;
It is worth noticing that the procedure to actually compute the PL is not univocal. RAIM-based approaches are different than xBAS ones; furthermore, within the wide RAIM family several different methods exist. However, all the procedure share the same underlying idea of characterizing the distribution of the error sources in the observation domain, mapping the relevant statistics to the position domain, and computing the needed percentile to satisfy the application-dependent integrity requirement.
[bookmark: OLE_LINK13][bookmark: OLE_LINK14]Step 2. Check the integer system availability comparing the PL against the AL.

[bookmark: _GoBack]Figure 1 Operational process for the integrity assessment in GNSS
Methodologies of Integrity
Methodologies of integrity in RAT-Independent
According to the analysis on clause 8.11.3.1, we proposed that integrity can be supported by UE-based or UE-assisted in A-GNSS positioning method. Here we are going to analyse the integrity methodologies one by one with different scenarios. 
Table 4.3.1-1: Supported versions of UE positioning methods [2]
	Method
	UE-based
	UE-assisted, LMF-based
	NG-RAN node assisted
	SUPL

	A-GNSS
	Yes
	integrity
	Yes
	integrity
	No
	Yes (UE-based and UE-assisted)

	Sensor
	Yes
	Yes
	No
	No

	WLAN
	Yes
	Yes
	No
	Yes 

	Bluetooth
	No
	Yes
	No
	No

	TBS Note 5
	Yes
	Yes
	No
	Yes (MBS)



[bookmark: _Toc12632693][bookmark: _Toc29305387][bookmark: _Toc37338210]Capability Transfer Procedure
UE can be a part of integrity monitors and report the observation data to LMF. 
1.	The server may send a request for the integrity related capabilities of the target.
2.	The target transfers its integrity-related capabilities to the server. The capabilities may refer to particular measurement capability.
Proposal 1: Reuse Capability Transfer Procedure in RAT-Independent. UE can provide integrity monitor capability to network in A-GNSS positioning method. 

Assistance Data Transfer Procedure
The purpose of this procedure is to enable the LMF to provide integrity assistance data to the UE (e.g., as part of a positioning procedure) and the UE to request assistance data from the LMF. In the case of integrity GNSS positioning techniques, LMF can provide integrity assistance data to the UE and the UE can request periodic assistance data from the LMF.
Proposal 2: Reuse the Assistance Data Transfer Procedure in RAT-Independent. The LMF can provide integrity assistant data to UE or periodically, and UE can request assistance data from the LMF in A-GNSS positioning method. 
--------------------------------Start of Text Proposal1-------------------------------------------------------------------------------
The assistance data on integrity signalled to the UE can be broadly classified into:
-	data assisting the measurements from Signal In Space Integrity, e.g. Constellations and Satellites Integrity data, Fast Constellation and Satellites Health Status;
-	data providing means for protection level calculation: e.g. Precise Orbit and Clock Integrity Parameters, Displacements error Integrity Parameters, Satellite bias Integrity Parameters, Reference Station Specific  Integrity Monitoring parameters data and measurements variances;
Table 8.1.2.1-1: Information that may be transferred from the LMF to UE
	Assistance Data for Integrity

	Constellations and Satellites Integrity data

	Fast Constellation and Satellites Health Status

	Precise Orbit and Clock Integrity Parameters

	Displacements error Integrity Parameters 

	Satellite bias Integrity Parameters

	Reference Station Specific  Integrity Monitoring parameters data and measurements variances 




--------------------------------End of Text Proposal1-------------------------------------------------------------------------------
Proposal 3: The integrity assistant data from LMF to UE can refer to the data defined in RTCM SC-134, including Signal In Space Integrity, Global Integrity, and Network Integrity. Capture the Text Proposal 1 above in TR.

[bookmark: _Toc12632699][bookmark: _Toc29305393][bookmark: _Toc37338216][bookmark: OLE_LINK15][bookmark: OLE_LINK16]Location Information Transfer Procedure
The purpose of this procedure is to enable LMF to request integrity monitor measurements or calculated integrity protection level (PL) from the UE, and LMF may indicate the type of location information needed and associated QoS on integrity. 
QoS on integrity may be transferred to UE from LMF via LPP Request location information.
Figure: LPP Location Information Transfer procedure



Proposal 4: Reuse Location Information Transfer Procedure in RAT-Independent. The QoS of integrity should include alarm limit, integrity risk, and time to alarm via LPP Request Location Information message from LMF to UE. Capture the Text Proposal 2 below in TR.
--------------------------------Start of Text Proposal 2-------------------------------------------------------------------------------
Table: Information that may be transferred from UE to the LMF
	Information 
	UE‑assisted 
	UE‑based/standalone 

	Pseudorange corrections Integrity measurement
	Yes
	No

	Carrier Phase Integrity Parameters Corrections measurement
	Yes
	No

	Protection level
	No
	Yes

	Location error
	No
	Yes

	Not Monitored
	No
	Yes



--------------------------------End of Text Proposal 2-------------------------------------------------------------------------------
[bookmark: OLE_LINK11][bookmark: OLE_LINK12][bookmark: OLE_LINK17][bookmark: OLE_LINK18]A slightly different sequence of steps is followed in UE-based procedure. UE first computes the PL, then checks the system Availability, finally performs “Fault Detection” (FD) or “Fault Detection and Exclusion” (FDE), based on test statistics associated to the current measurements. If FD detects a “faulty” condition, then the location system moves to a “Not Monitored” condition with respect to its integrity and report it to LMF. When LMF received the “not Monitored” on some satellite, it may update the assistant data not including this satellite info to UE.  If exclusion (i.e., FDE) is possible, then the faulty satellite is excluded from the localization estimation. PL is recomputed and availability is re-checked with the reduced geometry. 
Proposal 5: UE can send the integrity monitor results to LMF in UE-assisted mode via LPP Provide Location Information in RAT-Independent.
Proposal 6: UE can send below info to LMF via LPP Provide Location Information in UE-based mode in RAT-Independent.
1. UE may send the calculated protection level to LMF if required by LMF. 
2. UE may report LocationFailureCause indicating that the system is not trusted/ not available. 
3. UE may report “not monitored” if it detects a “faulty” condition.

Methodologies of integrity in RAT-Dependent
According to the analysis on clause 8.11.3.1, we proposed that integrity can be supported by UE-based in RAT-Dependent positioning methods but FFS by UE-assisted. 
Table 4.3.1-1: Supported versions of UE positioning methods
	Method
	UE-based
	UE-assisted, LMF-based
	NG-RAN node assisted
	SUPL

	OTDOA Note1, Note 2
	No
	Yes
	FFS
	No
	Yes (UE-assisted)

	E-CID Note 4 
	No
	Yes
	FFS
	Yes
	Yes for E-UTRA (UE-assisted)

	DL-TDOA
	Yes
	integrity
	Yes
	FFS
	No
	No

	DL-AoD
	Yes
	integrity
	Yes
	FFS
	No
	No

	Multi-RTT
	No
	Yes
	FFS
	Yes
	No

	NR E-CID 
	No
	Yes
	FFS
	FFS
	No

	UL-TDOA
	No
	No
	Yes
	No

	UL-AoA
	No
	No
	Yes
	No

	NOTE 1:	This includes TBS positioning based on PRS signals.
NOTE 2:	In this version of the specification only OTDOA based on LTE signals is supported.
NOTE 3:	Void
NOTE 4:	This includes Cell-ID for NR method.
NOTE 5:	In this version of the specification only for TBS positioning based on MBS signals.
NOTE 6:	Void



Capability Transfer Procedure
UE can provide integrity capability to LMF when in RAT-Dependent methods, the same procedure as in RAT-Independent.
Proposal 7: UE can provide integrity monitor capability to LMF in RAT-Dependent.
Assistance Data Transfer Procedure
The procedure of assistance data for in RAT-Dependent should be the same as RAT-Independent. But the detail data definition depends on the error source analysis and evaluation.
Proposal 8: RAN2 can discuss if RAN1 should contribute the error source analysis on integrity of RAT-Dependent at first.
Location Information Transfer Procedure
The procedure of RAT-D is similar as RAT-Independent in clause 3.1.3. In UE-based mode, firstly, UE gets the QoS of integrity indication from LMF. UE may report the LocationFailureCause indicating that the system is not trusted/ not available. Furthermore, UE may report “not monitored” if it detects a “faulty” condition.
Proposal 9: The Location Information Transfer Procedure for integrity in RAT-Dependent mode is the same as in A-GNSS mode.

Conclusions
In this contribution, we introduced operational process for the integrity assessment in GNSS at first. the methodologies for integrity at first. Then we discuss the methodologies for integrity in RAT-Independent and RAT-Dependent separately.  The following proposals are given:
Proposal 1: Reuse Capability Transfer Procedure in RAT-Independent. UE can provide integrity monitor capability to network in A-GNSS positioning method. 
Proposal 2: Reuse the Assistance Data Transfer Procedure in RAT-Independent. The LMF can provide integrity assistant data to UE or periodically, and UE can request assistance data from the LMF in A-GNSS positioning method. 
Proposal 3: The integrity assistant data from LMF to UE can refer to the data defined in RTCM SC-134, including Signal In Space Integrity, Global Integrity, and Network Integrity. Capture the Text Proposal 1 above in TR.
Proposal 4: Reuse Location Information Transfer Procedure in RAT-Independent. The QoS of integrity should include alarm limit, integrity risk, and time to alarm via LPP Request Location Information message from LMF to UE. Capture the Text Proposal 2 below in TR.
Proposal 5: UE can send the integrity monitor results to LMF in UE-assisted mode via LPP Provide Location Information in RAT-Independent.
Proposal 6: UE can send below info to LMF via LPP Provide Location Information in UE-based mode in RAT-Independent.
1. UE may send the calculated protection level to LMF if required by LMF. 
2. UE may report LocationFailureCause indicating that the system is not trusted/ not available. 
3. UE may report “not monitored” if it detects a “faulty” condition.

Proposal 7: UE can provide integrity monitor capability to LMF in RAT-Dependent.
Proposal 8: RAN2 can discuss if RAN1 should contribute the error source analysis on integrity of RAT-Dependent at first.
Proposal 9: The Location Information Transfer Procedure for integrity in RAT-Dependent mode is the same as in A-GNSS mode.
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