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Introduction
At the RAN#86 meeting, the study item on NR Positioning Enhancements was approved [1]. Integrity is the important item which is a part of SID in Rel-17. In this contribution, we will discuss the error sources, threat models, occurrence rates and failure modes in RAT-Dependent and RAT-Independent positioning methods separately.
The existed integrity monitor
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]The quality of the positioning information is normally demonstrated by four parameters, i.e., accuracy, integrity, continuity and availability, which are usually referred to as Required Navigation Performance (RNP) parameters [1]. 
In order to quantify the integrity risk of the position solution and its error bound, we need to have a trusted model of the nominal errors, and a model of the potential threats. Also we need to figure out the effect of these errors persistence. 
The errors affecting the measurement in a GNSS receiver depend on the following factors:
· Space segment; 
· Propagation in atmosphere; 
· Local propagation effects near the receiver antenna; 
· User segment (i.e., received signal processing, thermal noise, interference)

Integrity is introduced in navigation systems including ABAS, GBAS and SBAS.  
· Airborne Based Augmentation System (ABAS) integrity monitors
· RAIM: Receiver Autonomous Integrity Monitoring;
· AAIM: Aircraft autonomous integrity monitoring.

· Ground Based Augmentation Systems (GBAS) integrity monitors
GBAS system continuously monitors the received signal and can detect interference effects, while multipath (in particular, ground reflected multipath and systematic antenna errors) is typically accounted for with an“inflation” approach, which modifies (“inflates”) the statistics of the pseudorange error so as to take into account the effect of the “heavy tails” of the errors distribution caused by multipath. GBAS can provide real-time corrections to the errors of Space segment and Propagation in atmosphere. 
[image: http://www.beidou.gov.cn/zy/kpyd/201710/W020171202723474629008.jpg]
Figure 2-1 GBAS integrity monitors
· Satellite-Based Augmentation System (SBAS) integrity monitors
ABAS broadcasts augmentation information that allows error correction and integrity monitoring in a wide area, typically a continent.
[image: ]
Figure 2-2 SBAS integrity monitors
Observation 1: There are several ways to support integrity monitors in GNSS Navigation system. Users can monitor by itself or can receive data from the 3rd party system. But there is no integrity monitor in RAT-Independent system so far.
Proposal 1：RAN2 should discuss what kind of integrity monitors are required in RAT-Independent system and in RAT-Dependent separately.

Error source in RAT-Independent
In order to quantify the integrity risk of the position solution and its error bound, we need to have a trusted model of the nominal errors, and a model of the potential threats. Also we need to figure out the effect of these errors persistence. 

The errors affecting the measurement in a GNSS receiver depend on the following factors:
· Space segment; 
· Propagation in atmosphere; 
· Local propagation effects near the receiver antenna; 
· User segment (i.e., received signal processing, thermal noise, interference)
The statistical characterization of all the error sources that impact on the observations (e.g., on the pseudoranges, for a GNSS-only positioning module) is in general a difficult task, as it requires to identify all the realistic error events, assign them a probability of occurrence, and discriminate between nominal and non-nominal conditions. However, it has a direct impact on the system performance under the integrity point of view.
Beyond the adoption of the correct statistical model, also its validation is critical as well: relating experimental error data to theoretical integrity bounds remains a key challenge for certifying navigation systems, in particular those with demanding integrity risks.
An extensive data collection campaign aiming to characterize error sources, magnitudes and probabilities for two important GNSS terrestrial application areas: automotive and pedestrian users;

Usually four steps should be taken before the Protection Level calculation.

Figure 2-3 Four Steps of Protection Level calculation 
But it is hard to evaluate the fault rates and error persistence without data analysis or simulation. So we prefer to learn from RTCM whom we learned the HA GNSS from.

Integrity message groups defined by RTCM
RTCM (Radio Technical Commission for Maritime Services) SC-134 is working on the integrity message definition now.
The latest integrity message groups are updated in May 2020 in RTCM and are planned to be finalized in Q4 2020. 3GPP can learn from the message groups by RTCM and make a decision what kind of message can be used in 3GPP. 
Table 2-1 Integrity message groups defined by RTCM
	Group Name
	Sub-Group Name


	[bookmark: _Hlk46477654]Signal In Space Integrity
	Constellations and Satellites Integrity data

	
	Fast Constellation and Satellites Health Status

	[bookmark: _Hlk45641406]Global Integrity
	Precise Orbit and Clock Integrity Parameters

	
	Displacements error Integrity Parameters 

	
	Satellite bias Integrity Parameters

	Network Integrity
	Reference Station Specific  Integrity Monitoring parameters data and measurements variances 

	[bookmark: _Hlk47186507]Local Integrity
	Pseudorange corrections Integrity Parameters

	
	Carrier Phase Integrity Parameters Corrections



Observation 2: There are Integrity message groups defined by RTCM. The detail message definition will be finalized at the end of 2020 by RTCM SC-134.

Functional Decomposition and Interfaces between RTCM and 3GPP
There is satellite segment system (SSS), Ground Based Augmentation Systems (GBAS), Satellite Based Augmentation System (SBAS), terrestrial augmentation system (TAS), and Airborne Based Augmentation System (ABAS)  as integrity monitoring systems and FDE for RTK, NRTK and PPP. Some of message as above table come from SGS/SSS/SBAS/TAS systems, or UE.
3GPP network may help transfer the integrity message/data.
Here is the relationship between 3GPP and other integrity monitor systems.Integrity RS Observables Corrections transferred by 3GPP network

 
Figure 2-4 Interfaces between RTCM and 3GPP 
Observation 3: Signal In Space Integrity was supported by some GNSS, e.g. GPS, while some don’t. Global Integrity and Network Integrity data on GNSS are offered by the 3rd network, instead of 3GPP.
Proposal 2: The data in Global Integrity and Network Integrity can be the input from the 3rd party to 3gpp network. Local Integrity data can be monitored by UE itself.
Proposal 3: RAN2 can discuss the integrity message in SI state. Capture the Text Proposal 1 in TR.
-------------------------------------------Start of Text Proposal1---------------------------------------------------------------------------
Table x A-GNSS integrity groups 
	Group Name
	Sub-Group Name

	Signal In Space Integrity
	Constellations and Satellites Integrity data

	
	Fast Constellation and Satellites Health Status

	Global Integrity
	Precise Orbit and Clock Integrity Parameters

	
	Displacements error Integrity Parameters 

	
	Satellite bias Integrity Parameters

	Network Integrity
	Reference Station Specific  Integrity Monitoring parameters data and measurements variances 

	Local Integrity
	Pseudorange corrections Integrity Parameters

	
	Carrier Phase Integrity Parameters Corrections



-------------------------------------------End of Text Proposal1---------------------------------------------------------------------------
Error source analysis in RAT-Dependent 
The errors affecting the measurement in a RAT-Dependent system usually comes from the network, propagation and UE itself.
There are two ways to support integrity monitor in RAT-Dependent. One is monitored by network, the other is by UE. 
[bookmark: OLE_LINK3][bookmark: OLE_LINK4]If the error monitored by network, the evaluation on fault rates and error persistence should be discussed in RAN1first. Because the performance of integrity monitor should be evaluated by simulation first. But according to the SID scope, there is no TU assigned to RAN1 on integrity. 
Observation 4: It’s hard to evaluate error persistence only by RAN2 in RAT-Dependent positioning methods.
It’s hard to finalize the error source without the error persistence in RAT-Dependent because RAN2 doesn’t know the priorities of these errors and hard to make decision which error should be reported and which should not without RAN1 suggestions. 
Proposal 4: Suggest to support integrity for UE-based in RAT-Dependent first in Rel-17.
There are open issues which should be discussed in RAN2 on error source analysis for UE-Assisted mode in RAT-Dependent.
Proposal 5: RAN2 is going to discuss the open issues below by email during the meeting and reach the agreement if the integrity of UE-Assisted in RAT-Dependent positioning methods.
Q1: If error source for RAT-Dependent integrity should be decided/shared by RAN1 in SI?
Q2: If the answer of Q1 is yes, will fault rates and error persistence be evaluated and decided by RAN1 in SI?
Q3: If the answer of Q1 is no, will RAN2 just list the error source without performance evaluation by ourselves in SI?
RAN2 need to discuss and make an agreement on error source analysis in UE-Assisted RAT-Dependent mode.
Conclusions
In this contribution, we focused on integrity monitor and the error sources analysis in RAT-Dependent and RAT-Independent. The following proposals are given:
Observation 1: There are several ways to support integrity monitors in GNSS Navigation system. Users can monitor by itself or can receive data from the 3rd party system. But there is no integrity monitor in RAT-Independent system so far.
Proposal 1：RAN2 should discuss what kind of integrity monitors are required in RAT-Independent system and in RAT-Dependent separately.
Observation 2: There are Integrity message groups defined by RTCM. The detail message definition will be finalized at the end of 2020 by RTCM SC-134.
Observation 3: Signal In Space Integrity was supported by some GNSS, e.g. GPS, while some don’t. Global Integrity and Network Integrity data on GNSS are offered by the 3rd network, instead of 3GPP.
Proposal 2: The data in Global Integrity and Network Integrity can be the input from the 3rd party to 3gpp network. Local Integrity data can be monitored by UE itself.
Proposal 3: RAN2 can discuss the integrity message in SI state. Capture the Text Proposal 1 in TR.
Observation 4: It’s hard to evaluate error persistence only by RAN2 in RAT-Dependent positioning methods.
Proposal 4: Suggest to support integrity for UE-based in RAT-Dependent first in Rel-17.
Proposal 5: RAN2 is going to discuss the open issues below by email during the meeting and reach the agreement if the integrity of UE-Assisted in RAT-Dependent positioning methods.
Q1: If error source for RAT-Dependent integrity should be decided/shared by RAN1 in SI?
Q2: If the answer of Q1 is yes, will fault rates and error persistence be evaluated and decided by RAN1 in SI?
Q3: If the answer of Q1 is no, will RAN2 just list the error source without performance evaluation by ourselves in SI?
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