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Introduction
At the RAN#86 meeting, the study item on NR Positioning Enhancements was approved [1]. Integrity is the important item which is a part of SID in Rel-17. In this contribution, we will discuss the requirement to integrity and clarify what integrity is.

Positioning integrity
[bookmark: OLE_LINK14][bookmark: OLE_LINK15]The quality of the positioning information is normally demonstrated by four parameters, i.e., accuracy, integrity, continuity and availability, which are usually referred to as Required Navigation Performance (RNP) parameters [2]. 
[bookmark: OLE_LINK42][bookmark: OLE_LINK43][bookmark: OLE_LINK40][bookmark: OLE_LINK41]“Positioning integrity” (or simply “integrity”) can be defined as a general performance feature referring to the level of trust a user can have in the value of a given position or velocity as provided by a location system. Integrity is the measure of the trust in the accuracy of the position-related data provided by the positioning system and the ability to provide timely and valid warnings to the UE and/or the user when the positioning system does not fulfil the condition for intended operation. Although integrity is a complex framework, its ultimate goal is to associate a confidence interval to any position estimate produced by the location system, provided that this confidence interval can be computed, in the hypothesis that the operational conditions are properly monitored, modelled or estimated. The confidence interval and the probability inherently associated to it are typically mapped to the concepts of “alarm limit” and “integrity risk”. [2]
Integrity Risk (IR) is the integrity risk required by the application.
Alarm Limit (AL) is the radius of an interval (of a circle in a plane), with its centre being at the true position, which describes the region which is required to contain the indicated position with a probability (1 - Pex). Theoretically, if the error exceeds the AL, then an alarm should be raised, because an “out-of-bound” error is currently measured.

What’s the KPI of integrity?
[bookmark: OLE_LINK9][bookmark: OLE_LINK10]Protection Level (PL) is the radius of an interval (of a circle in a plane), with its center being at the true position, which describes the region which is assured to contain the estimated quantity.
The location system at hand is integer within PL meters at (1- RI), where:
· RI is the integrity risk required by the application,
· PL is the protection level, to be computed for the system and geometry at hand;
Accuracy  under the confidence required in existed QoS
AL: an upper bound on position error
Protection Level (PL) is calculated under Integrity Risk (IR) 

Figure 2-1: definitions for integrity
Service Available i.e., the probability that the location system is usable for that particular application at a particular time, requires that:
· There exists a localization solution with an associated protection level;
· The protection level is small enough to suit the requirements (AL) of the particular application, i.e.:
· If PL <= AL , then the integer system is Available for the operation;
· If PL > AL, then the integer system is Not Available for the operation.

In the context of integrity, the concept of availability (which must be intended as “availability of integrity”) expresses a measure of the probability that the estimation system is able to produce an integer measurement (integer estimated quantity) X at any moment at which the application needs to start an integrity-dependent operation. Availability of integrity means that the system is performing with the required level of accuracy.
[bookmark: OLE_LINK44][bookmark: OLE_LINK45]Time To Alarm (TTA) is the maximum allowable time elapsed from the onset of the estimation system being out of tolerance until the equipment enunciates the alarm.
Observation 1: There are definitions of alarm limit, integrity risk, protection level, and Time To Alarm by other organization.
Proposal 1: 3GPP can follow the definition of integrity by other organization: alarm limit, integrity risk, protection level, and Time To Alarm.  Capture the TP below in the TR.
-------------------------Start of Text Proposal1---------------------------------------------------------------------------
Integrity Risk (IR) is the integrity risk required by the application.
[bookmark: OLE_LINK16][bookmark: OLE_LINK17]Alarm Limit (AL) is the radius of an interval (of a circle in a plane), with its center being at the true position, which describes the region which is required to contain the indicated position with a probability (1- Pex).
Protection Level (PL) is the radius of an interval (of a circle in a plane), with its center being at the true position, which describes the region which is assured to contain the estimated quantity.
Time To Alarm (TTA) is the maximum allowable time elapsed from the onset of the estimation system being out of tolerance until the equipment enunciates the alarm.
-----------------------End of Text Proposal1--------------------------------------------------------------------------
Observation 2: The concepts of “alarm limit” and “integrity risk” are just like the concepts of “accuracy” and “confidence” in the existing QoS parameters in 3GPP 37.355[2] as shown in Figure X.
Proposal 2: introduce integrity requirement into QoS. Capture the TP below in the TR.
-------------------------Start of Text Proposal2---------------------------------------------------------------------------
The quality of positioning service (QoS) is demonstrated by two parameters, accuracy and integrity, as Required Navigation Performance (RNP) parameters.

Figure X: Positioning QoS as Required Navigation Performance
-------------------------End of Text Proposal2---------------------------------------------------------------------------

Service level definition on integrity QoS
Since KPIs of integrity should be involved into QoS, the service levels should be defined according to the use cases.
There is service levels definition discussion in RTCM (Radio Technical Commission for Maritime Services) on positioning and timing as below picture, including positioning (PSL) and timing (TSL). Typically the classes of QoS are discussed by SA1 in 3GPP once there are study conclusions on integrity in RAN2.
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[bookmark: OLE_LINK3][bookmark: OLE_LINK4]RAN2 should discuss that if there will be service levels on integrity or not at first. There are two options to study the service levels:
· Option1. RAN2 study the service levels according to the use cases of integrity and define the service levels by ourselves. Then send LS to SA1 to update the related section 7.3.2 in TS 22.261.
· Option2. Send LS to SA1 to ask for studying the quality requirement on positioning service levels in TS 22.261 section 7.3.2, after RAN2 reaches the agreement on integrity definition, KPIs and potential commercial use cases.
Proposal 3: RAN2 is kindly requested to decide which way to follow, option 1 or 2.
The use case of integrity
A well established and trustable framework to set integrity risks and compute protection levels is mandatory for any applications wants to use an estimated position as an input for operations involving safety of life or economical transactions or any kind of law enforcement. Payment-critical and regulatory-critical applications are far more common and close-to-market in the road/ITS domain. A level of trust on the position estimates is required here.
So integrity can be applied in some 3GPP commercial use cases mentioned in TR 22.872[4]. This technical report TR 22.872 "Study on positioning use cases" complements existing work on 5G use cases involving positioning needs in order to identify potential requirements for 5G positioning services. We pick up the commercial use cases which would require integrity service.
Use case 1:
[bookmark: OLE_LINK11][bookmark: OLE_LINK12][bookmark: OLE_LINK13]5.5.2	 Road-User Charging (RUC)
Road-User Charging (RUC) defines generic services monitoring a vehicles position (and/or motion) with the aim of levying a charge or a tax on the vehicle’s user, based on the way the road infrastructure is used by the user. It may apply to any kind of road (local and national network, motorways and can be expanded to access control to urban areas or parking) and may target all kinds of vehicle, primarily:
· Personal vehicles, for applications such as Pay-as-you-drive (PyD) such as insurance and car as a service, management of traffic congestion and incentive for certain vehicle energy or car-sharing (dissuade use of low occupancy vehicles on high occupancy lanes, etc.)
· Professional vehicles, for applications such as road tolling (based on distance, time, type of vehicle and freight, period of day or week, availability of alternative multimodal transports schemes, etc.)
Potential Requirements
· The 5G System shall be able to provide positioning service with a horizontal accuracy in the range [1 – 3] m, an update rate of [1] Hz and an availability of [99] % for speed up to [130 km/h].
· The 5G System shall be able to provide velocity information with an accuracy of [2] m/s, an update rate of [1] Hz and an availability of [99] % for speed up to [130 km/h].
· integrity level
Use case 2:
5.7.1 Accurate positioning to support Unmanned Aerial Vehicle (UAV) missions and operations
Unmanned Aerial Vehicle (UAV) or drones for professional or leisure applications are used for several missions. During their mission, they might be connected to a remote user or a Mission Application Server to report regularly or by burst mission information that are processed to generated added value products. The Mission information that is reported is often images of the environment that is flown over. The images can be optical or another type of sensor, such as an infrared sensor. The images are in general tagged with Meta Data describing the mission.
In such a context, the images often need to be geo-localised with a high accuracy in order to allow recombining the images as a sequence of image representing a given scene compared or superimposed onto a ground digital map. This allows generating benefit information from the recombined images mapped on a given existing reference. 
Potential Requirements
· The 5G system shall be able to provide positioning service to support drones applications with [10] cm horizontal and vertical position accuracy, 99% availability, for UE moving at [150] km/h outdoor.
· The 5G system shall be able to provide positioning service to support applications with under [50] cm/s horizontal and vertical velocity accuracy and [2]º bearing accuracy, over 99% availability, for UE moving at speed up to [150] km/h outdoor.
· integrity level
Use case 3:
[bookmark: OLE_LINK5][bookmark: OLE_LINK6]5.7.2	Transport and inspection by drones for medical purposes
The 5G system shall support:
· Round trip latency less than [150 ms], including all network components. 
· Due to the consequences of failure being loss of property or life, reliability goal is [near 100%.] 
· Reliability to be at the same level for current aviation Air Traffic Control (ATC). Link supports command and control of vehicles in controlled airspace. The integrity of the position needs to be ensured in compliance with the regulations.
· Priority, Precedence, Preemption (PPP) mechanisms shall be used to ensure sufficient reliability metrics are reached. 
· Position is to be authenticated, and logged in the system for security and traceability.
· integrity level
Use case 4:
New commercial use case: IIOT
The use case of factories of the Future in TR 22.804[3] is discussed in section 5.3 in detail. 
[bookmark: _Toc45390036]Positioning Service Performance Requirements can be found in section 8.1.7[3].  RAN1 is working on IIOT evaluation using RAT-Dependent positioning technologies.
	Scenario 
	Horizontal accuracy 
	Availability
	Heading 
	Latency for position estimation of UE
	UE Mobility 
	Use case reference

	Mobile control panels with safety functions in smart factories (within factory danger zones)
	< 1 m
	99.9% 
	< 0,54 rad
	< 1 s
	N/A
	Factories of the Future 6.5

	Mobile control panels with safety functions ( non-danger zones 
	< 5 m 
	90%
	N/A
	< 5 s-
	N/A
	Factories of the Futur6 6.7

	Augmented reality in smart factories 
	< 1 m
	99%
	< 0,17 rad 
	< 15 ms
	< 10 km/h
	Factories of the future 10.8

	Process automation – plant asset management 
	< 1 m
	90%
	N/A
	< 2 s
	< 30 km/h
	Factories of the Future 13.3

	Inbound logistics for manufacturing (for driving trajectories (if supported by further sensors like camera, GNSS, IMU) of autonomous driving systems) ) 

	< 30 cm (if supported by further sensors like camera, GNSS, IMU) 
	99.9%
	N/A
	10 ms
	< 30 km/h
	Factories of the Future15.5

	Inbound logistics for manufacturing (for storage of goods)
	< 20 cm
	99%
	N/A
	< 1 s
	< 30 km/h
	Factories of the Future15.6

	Flexible, modular assembly area in smart factories (for autonomous vehicles (only for monitoring proposes))
	< 50 cm
	99%
	N/A
	1 s
	< 30 km/h
	Factories of the Future18.19

	Flexible, modular assembly area in smart factories (for tracking of tools at the work-place location)
	< 1m (relative positioning)
	99%
	N/A
	1 s
	< 30km/h
	Factories of the Future18.20



Proposal 4: Capture above use cases for integrity in the TR.
According to the analysis of some commercial use cases which requires integrity potentially, we can find that not all positioning methods mentioned in TS 37.355 should support integrity. 
Proposal 5: RAN2 need to discuss which positioning methods should support integrity before the error resources study, based on the Table 4.3.1-1: Supported versions of UE positioning methods in TS38.305, according to the use cases analysis. Capture the TP below in the TR.
[bookmark: OLE_LINK18][bookmark: OLE_LINK19]-------------------------Start of Text Proposal3---------------------------------------------------------------------------
[bookmark: OLE_LINK7][bookmark: OLE_LINK8]Table X: Supported versions of UE positioning methods (Integrity)
	Method
	UE-based
	UE-assisted, LMF-based
	NG-RAN node assisted
	SUPL

	A-GNSS
	Yes
	integrity
	Yes
	integrity
	No
	Yes (UE-based and UE-assisted)

	OTDOA Note1, Note 2
	No
	Yes
	FFS
	No
	Yes (UE-assisted)

	E-CID Note 4 
	No
	Yes
	FFS
	Yes
	Yes for E-UTRA (UE-assisted)

	Sensor
	Yes
	Yes
	No
	No

	WLAN
	Yes
	Yes
	No
	Yes 

	Bluetooth
	No
	Yes
	No
	No

	TBS Note 5
	Yes
	Yes
	No
	Yes (MBS)

	DL-TDOA
	Yes
	integrity
	Yes
	FFS 
	No
	No

	DL-AoD
	Yes
	integrity
	Yes
	FFS
	No
	No

	Multi-RTT
	No
	Yes
	FFS
	Yes
	No

	NR E-CID 
	No
	Yes
	FFS
	FFS
	No

	UL-TDOA
	No
	No
	Yes
	No

	UL-AoA
	No
	No
	Yes
	No

	NOTE 1:	This includes TBS positioning based on PRS signals.
NOTE 2:	In this version of the specification only OTDOA based on LTE signals is supported.
NOTE 3:	Void
NOTE 4:	This includes Cell-ID for NR method.
NOTE 5:	In this version of the specification only for TBS positioning based on MBS signals.
NOTE 6:	Void



-------------------------End of Text Proposal3---------------------------------------------------------------------------

Conclusions
In this contribution, we studied the basic definitions about integrity according to the existed theories at first. Then QoS about integrity is raised to meet the integrity requirement. At last which positioning methods should be supported integrity is discussed before the error resources study.
Observation 1: There are definitions of alarm limit, integrity risk, protection level, and Time To Alarm by other organization.
Observation 2: The concepts of “alarm limit” and “integrity risk” are just like the concepts of “accuracy” and “confidence” in the existing QoS parameters in 3GPP 37.355[2] as shown in Figure X.
Proposal 2: introduce integrity requirement into QoS. Capture the TP below in the TR.

Proposal 1: 3GPP can follow the definition of integrity by other organization: alarm limit, integrity risk, protection level, and Time To Alarm.  Capture the TP below in the TR.
Proposal 3: RAN2 is kindly requested to decide which way to follow, option 1 or 2.
· Option1. RAN2 study the service levels according to the use cases of integrity and define the service levels by ourselves. Then send LS to SA1 to update the related section 7.3.2 in TS 22.261.
· Option2. Send LS to SA1 to ask for studying the quality requirement on positioning service levels in TS 22.261 section 7.3.2, after RAN2 reaches the agreement on integrity definition, KPIs and potential commercial use cases.
Proposal 4: Capture above use cases for integrity in the TR.
Proposal 5: RAN2 need to discuss which positioning methods should support integrity before the error resources study, based on the Table 4.3.1-1: Supported versions of UE positioning methods in TS38.305, according to the use cases analysis. Capture the TP below in the TR.
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Text Proposals
-------------------------Start of Text Proposal1---------------------------------------------------------------------------
Integrity Risk (IR) is the integrity risk required by the application.
Alarm Limit (AL) is the radius of an interval (of a circle in a plane), with its center being at the true position, which describes the region which is required to contain the indicated position with a probability (1- Pex).
Protection Level (PL) is the radius of an interval (of a circle in a plane), with its center being at the true position, which describes the region which is assured to contain the estimated quantity.
Time To Alarm (TTA) is the maximum allowable time elapsed from the onset of the estimation system being out of tolerance until the equipment enunciates the alarm.
-----------------------End of Text Proposal1--------------------------------------------------------------------------
-------------------------Start of Text Proposal2---------------------------------------------------------------------------
The quality of positioning service (QoS) is demonstrated by two parameters, accuracy and integrity, as Required Navigation Performance (RNP) parameters.

Figure X: Positioning QoS as Required Navigation Performance
-------------------------End of Text Proposal2---------------------------------------------------------------------------
-------------------------Start of Text Proposal3---------------------------------------------------------------------------
Table X: Supported versions of UE positioning methods (Integrity)
	Method
	UE-based
	UE-assisted, LMF-based
	NG-RAN node assisted
	SUPL

	A-GNSS
	Yes
	integrity
	Yes
	integrity
	No
	Yes (UE-based and UE-assisted)

	OTDOA Note1, Note 2
	No
	Yes
	FFS
	No
	Yes (UE-assisted)

	E-CID Note 4 
	No
	Yes
	FFS
	Yes
	Yes for E-UTRA (UE-assisted)

	Sensor
	Yes
	Yes
	No
	No

	WLAN
	Yes
	Yes
	No
	Yes 

	Bluetooth
	No
	Yes
	No
	No

	TBS Note 5
	Yes
	Yes
	No
	Yes (MBS)

	DL-TDOA
	Yes
	integrity
	Yes
	FFS 
	No
	No

	DL-AoD
	Yes
	integrity
	Yes
	FFS
	No
	No

	Multi-RTT
	No
	Yes
	FFS
	Yes
	No

	NR E-CID 
	No
	Yes
	FFS
	FFS
	No

	UL-TDOA
	No
	No
	Yes
	No

	UL-AoA
	No
	No
	Yes
	No

	NOTE 1:	This includes TBS positioning based on PRS signals.
NOTE 2:	In this version of the specification only OTDOA based on LTE signals is supported.
NOTE 3:	Void
NOTE 4:	This includes Cell-ID for NR method.
NOTE 5:	In this version of the specification only for TBS positioning based on MBS signals.
NOTE 6:	Void



-------------------------End of Text Proposal3---------------------------------------------------------------------------
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