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Introduction
In the RAN plenary meeting #86, a new SI on NR Sidelink Relay [2] was approved with the following objectives
	This study item targets to study single-hop NR sidelink-based relay. 
1. Study mechanism(s) with minimum specification impact to support the SA requirements for sidelink-based UE-to-network and UE-to-UE relay, focusing on the following aspects (if applicable)  for layer-3 relay and layer-2 relay [RAN2];
A. Relay (re-)selection criterion and procedure;
B. Relay/Remote UE authorization;
C. QoS for relaying functionality;
D. Service continuity;
2. Study mechanism(s) to support upper layer operations of discovery model/procedure for sidelink relaying, assuming no new physical layer channel / signal [RAN2];


In this contribution, we present our views on the aspects of B and D (highlighted above) in terms of differences in high-level procedures and signaling details between Layer-2 (L2) and Layer-3 (L3) relaying.
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Figure 1: Simplified block diagram of UE-to-Network and UE-to-UE relaying
In the relaying functionality, a source (remote UE) would enlist the services of a relay UE in proximity, over the PC5 sidelink interface, to communicate with a destination which is unreachable by the remote UE directly. The destination would be the network, in the case of UE-to-Network relaying, and another UE, in the case of UE-to-UE relaying.
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In general, a relay/remote UE obtains authorization for the relaying functionality during the registration procedure when it is within the coverage of a network. Subsequently, when the remote UE goes out of the coverage of the network, it is authorized through a preconfiguration to enlist the services of the relay UE to communicate with a destination (either the network in the case of a UE-to-Network relaying or another UE in the case of a UE-to-UE relaying). However, the scope of the authorization procedure for the remote UE in RAN2 might need to take into account the following aspects:
a. Authentication of the remote UE with a preconfiguration
The authorization through a pre-configuration (to be used when the remote UE is out of coverage (OOC)) can either be a part of the UICC, ME or as a Policy Control Function (PCF) policy, where the PCF policy would have been obtained when the remote UE was within coverage of a network. However, certain public safety applications might require an extra layer of protection or additional authentication of the remote UE (in this contribution, we say authentication of the remote UE but it could also be authentication of the remote UE’s PDU session to a particular application server). 
b. Authorization and authentication of the remote UE
In this case, apart from the additional authentication of the remote UE, there could also be some public safety applications which require an update of the PCF policies when the remote UE is OOC, or in the case that the remote UE starts operations in OOC. 
The difference in mechanisms for the above scenario for L2 vs L3 is that in L2, the remote UE itself can perform both authentication and if required authorization/policy updates. This is because in L2, the remote UE is registered with the 5GC and can perform NAS signaling.
Observation 1: In L2 relaying, the remote UE itself can perform both authentication and authorization/policy updates as it is registered with the 5GC and can perform NAS signaling. 
However in L3, the remote UE would need to perform both authentication and if required authorization/policy updates via the relay UE. For example, an L3 UE-to-Network relay would need to perform an additional authentication step before allowing the remote UE to access the application server.
	Proposal 1:
	RAN2 should clarify the scope of the authorization objective for remote UE authentication and authorization/policy updates including potential impacts to the signaling procedures as a result for both L2 and L3 relaying mechanisms.


Service Continuity for Relaying Functionality
The topic of service continuity has been a hot button issue in the SA WG2 proceedings over the last few meetings. After significant deliberations, the SA WG2 has decided that service continuity would only be supported for UE-to-Network relaying in Release-17 and that only the following path switches are within the scope of the current release:
a) Remote UE <PC5>  Relay UE <Uu> Network  <-> Remote UE <Uu> Network 
b) Remote UE <PC51> Relay UE <Uu> Network  <-> Remote UE <PC52> Relay UE <Uu> Network 
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Figure 2: Path switches within the scope of Release-17
The first switch is between a direct Uu and indirect Uu path, the second switch is the relay re-selection. We believe that the aspect of service continuity is important not only for public safety but also for commercial applications. In light of this, there are two levels of service continuity currently being discussed namely, IP-level and DRB-level. 
In an IP-level service continuity, the remote UE maintains the IP session to the application server independent of the path. In comparison, the DRB-level service continuity is stricter in the sense that the remote UE reuses the DRB(s), which maps to the SLRB(s), independent of the path. 
In terms of the comparison between L2 and L3, L2 can provide both IP and DRB-level service continuity. In the case of L3, in its original form cannot provide service continuity as the IP assigned to the remote UE is done so by the relay UE. Therefore, if the remote UE performs a re-selection, the IP address will not be preserved. However, enhanced L3 procedures have been studied in [1] which enables service continuity on an IP-level. From the perspective of the services which require service continuity, we believe that IP-level should be sufficient to provide the required user quality of experience.
Observation 2: For services that require service continuity, IP-level should be sufficient to provide the required user quality of experience
In general, IP-level service continuity would have minimum impact on RAN2 procedures, as opposed to DRB-level service continuity, where the implications would need to be studied for the (re-)selection procedures.  
	Proposal 2:
	RAN2 is to study the implications of both IP-level and DRB-level service continuity on the        (re-)selection procedures.
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The following are the observations we make from the above discussions:
Observation 1: In L2 relaying, the remote UE itself can perform both authentication and authorization/policy updates as it is registered with the 5GC and can perform NAS signaling. 
Observation 2: For services that require service continuity, IP-level should be sufficient to provide the required user quality of experience
Based on the discussion above, we have the following proposals:
	Proposal 1:
	RAN2 should clarify the scope of the authorization objective for remote UE authentication and authorization/policy updates including potential impacts to the signaling procedures as a result for both L2 and L3 relaying mechanisms.



	Proposal 2:
	RAN2 is to study the implications of both IP-level and DRB-level service continuity on the        (re-)selection procedures.
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