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Introduction
Rel-17 RedCap SI [1] includes the following RAN2-led objectives:
Study standardization framework and principles for how to define and constrain such reduced capabilities – considering definition of a limited set of one or more device types and considering how to ensure those device types are only used for the intended use cases [RAN2, RAN1].
Study functionality that will allow devices with reduced capabilities to be explicitly identifiable to networks and network operators, and allow operators to restrict their access, if desired 
This paper discusses enhancements needed to achieve the above objectives.
Discussion
Define RedCap
Since the SID requires RedCap UEs to be explicitly identifiable, we think they should be explicitly defined too. One approach is to define them in specifications based on a set of radio capabilities that differentiate them from legacy R15/16 UEs, e.g. number of Tx/Rx antennas, maximum supportable BW, etc. The exact composition of this set can be discussed by RAN1. 
The RedCap SID includes three target use cases, which are wearable, industrial sensor, and surveillance camera. Since these applications have quite diverse performance requirements, it is necessary to discuss how many types of RedCap UEs may need to be defined. 
From a UE chipmaker’s perspective, it is desirable not to have too many UE types to avoid the risk of creating a fragmented market. And even with just one or two RedCap types defined, we think there are still ways to support multiple tiers of RedCap UEs. For example, if only a single RedCap type is defined, we may define its feature set targeting a high-end use case (e.g. smart watch) and have low-end UEs (e.g. sensors) use radio capabilities to omit features that they do not support. That would enable a single UE implementation supporting wide range of use cases. If two RedCap types are defined, we can define one type targeting high-end UEs (e.g. smart watch) and the other for low end UEs (e.g. sensors). 
Proposal 1. 	Only one, or at most two, RedCap type(s) needs to be defined in Rel-17, based on a set of radio capabilities that differentiate them from legacy R15/16 UEs.
Constrain reduced capabilities
According to the SID, the intention of constraining reduced capability is to ensure that RedCap UEs are only used for their intended use cases. We think there are two aspects in this requirement:
· When establishing services for a UE, network needs to identify a RedCap UE and then ensure it does not receive services unintended for RedCap UEs;
· Network needs to prevent a non-RedCap UE from falsely indicate it is a RedCap, because otherwise network may allocate unnecessarily more resources to support that UE (e.g. coverage enhancements).
We think the first aspect can be enforced through subscription validation. During RRC connection setup, UE indicates it is a RedCap UE (see our companion tdoc [2] for details of this indication). After network receives UE’s RedCap indication, it validates UE’s indication against its subscription plan, which includes information such as the set of services allowed for the UE. Based on the outcome of this validation, network then decide whether to accept or reject UE’s registration request. For example, network may reject UE if UE indicates RedCap but its subscription does not include any RedCap-specific services. Similarly, if UE’s subscription is for RedCap but UE does not indicate that, network may also reject the UE request if it chooses to do so.
Proposal 2. 	Network should validate a UE’s RedCap indication against UE’s subscription to ensure it does not receive services unintended for RedCap UEs. 
However, subscription validation does not completely prevent a hacked or misconfigured UE from reporting a wrong indication (i.e. the second aspect listed above). Network hence may need to additionally verify whether UE is indeed RedCap as it has reported. We think this verification can be done by performing a capability match between UE’s reported radio capability and the set of radio capabilities used in defining UE’s RedCap type. The rationale behind this check is that even if a UE falsely reports its UE type, it is less likely that it would falsely report its radio capabilities to gNB. Because it is in UE’s best interest to report its true radio capabilities to get best possible services from network. 
To implement such a capability match, network may provision a mapping between a set of capability criteria and a RedCap type. After performing the subscription validation procedure described above, core network can signal RAN that the UE is a RedCap UE and request a capability match. Upon reception of this request, RAN compares UE’s reported radio capabilities against the RedCap capability criteria associated with UE’s RedCap type. Based on the outcome of this match, core network may accept/reject UE, or downgrade UE’s service. In fact, such a procedure is already specified in the current SA specifications and hence can be used for RedCap too. It only needs to be extended to include the new RedCap indication in the signaling. 
Proposal 3. 	Network can additionally perform capability match procedure between UE’s reported radio capabilities and the set of capability criteria associated with UE’s RedCap type, to prevent a hacked or misconfigured UE from falsely reporting as a RedCap UE. 
The signaling details of the above two procedures clearly are more in the scope of SA2 than RAN2. Therefore, if RAN2 agree the above two procedures are necessary, we think the remaining discussion (spec work) should be tasked to SA2. 
Proposal 4. 	If Proposal 2 and 3 are agreed, task SA2 to study the signaling details of those procedures.
Conclusion
Based on the above analysis, we’d recommend RAN2 to discuss and adopt the following proposals:
Proposal 1. 	Only one, or at most two, RedCap type(s) needs to be defined in Rel-17, based on a set of radio capabilities that differentiate them from legacy R15/16 UEs.
Proposal 2. 	Network should validate a UE’s RedCap indication against UE’s subscription to ensure it does not receive services unintended for RedCap UEs. 
Proposal 3. 	Network can additionally perform capability match procedure between UE’s reported radio capabilities and the set of capability criteria associated with UE’s RedCap type, to prevent a hacked or misconfigured UE from falsely reporting as a RedCap UE.  
Proposal 4. 	If Proposal 2 and 3 are agreed, task SA2 to study the signaling details of those procedures.
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