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1	Introduction
The current PDCP specifications describes the main principles of how EHC compresses Ethernet frames, e.g. by stating which of the fields are removed from the Ethernet header. However, the current description remains vague, especially for the person not involved directly in developing and specifying EHC. Thus, we think it would be beneficial to provide an explanation of how the EHC is expected to process Ethernet frames of different types. Section 2 provides a description of such operation while Annex A comprises the TP to the PDPCP specifications.
2		Processing of different Ethernet header structures
There are basically three different Ethernet frame header formats that are widely used in real networks:
· Ethernet II format with DESTINATION MAC, SOURCE MAC and ETHERTYPE header fields
· Ethernet II format extended with a single 802.1Q VLAN header/tag
· Ethernet II format extended with one or more 802.1ad header/tag (known as S-tags) followed by a single 802.1Q VLAN header (known as a C-tag).
These formats are depicted, respectively, in the figure below.
[image: ]
In addition to Ethernet II format also IEEE 802.3 format is used to some (very small nowadays) extent. Its main difference to the baseline Ethernet II format is that the LENGTH/TYPE field is interpreted as LENGTH (which may be variable even within a single flow of frames between two end stations).
It is possible for the compressor and decompressor to parse all the above frame header structures independently and based on that conclude which header fields are (to be) removed, without explicit signalling or multiple profiles. To achieve that, the compressor would have to work according to the following rules:
· If a value of the two bytes immediately following SOURCE ADDRESS is different from 0x8100 or 0x88a8:
· Compression context includes: DESTINATION ADDRESS, SOURCE ADDRESS and LENGTH/TYPE 
· If a value of the two bytes immediately following SOURCE ADDRESS is 0x8100 (IEEE 802.1Q VLAN header)
· [bookmark: _Hlk40882748]Compression context includes: DESTINATION ADDRESS, SOURCE ADDRESS, IEEE 802.1Q VLAN header and LENGTH/TYPE 
· If a value of the two bytes immediately following SOURCE ADDRESS is 0x88a8 (IEEE 802.1ad header)
· Compression context includes: DESTINATION ADDRESS, SOURCE ADDRESS, IEEE 802.1ad headers, any additional IEEE 802.1ad or IEEE 802.1Q VLAN headers and LENGTH/TYPE 
· The existence of additional 802.1ad or 802.1Q VLAN headers is recursively identified by inspecting the LENGTH/TYPE (TPID) value following the current header:
· If LENGTH/TYPE (TPID) value is 0x88a8, the next header is 802.1ad header
· If LENGTH/TYPE (TPID) value is 0x8100, the next header is 802.1Q VLAN header
· If LENGTH/TYPE (TPID) value is different from 0x8100 or 0x88a8, there are no additional 802.1ad or 802.1Q VLAN headers
The TP describing such exemplary operation of EHC compressor is captured in Annex A.
Proposal 1: Adopt the TP captured in Annex A comprising the informative example of EHC compressor operation.
It should be also noted that even though the above four frames are the most common nowadays, also other types of frames may be encountered in TSCN networks, e.g. 802.1CB, i.e. FRER (Frame Replication and Elimination for Reliability). It is unclear what the behaviour of the EHC compressor in such case would be, e.g. should such frames be always sent uncompressed or can they be compressed up to the point to which EHC recognizes the Ethernet fields, e.g. Destination/Source MAC addresses?
Proposal 2: RAN2 should clarify how EHC handles Ethernet frames which contain fields unrecognizable by EHC.
3	Conclusion
Based on the discussion in section 2, it is proposed:
Proposal 1: Adopt the TP captured in Annex A comprising the informative example of EHC compressor operation.
Proposal 2: RAN2 should clarify how EHC handles Ethernet frames which contain fields unrecognizable by EHC.

Annex A – TP for TS 38.323
[bookmark: _GoBack]
Annex A (normative):
Ethernet Header Compression (EHC) protocol
A.1 	EHC principle
The Ethernet header compression (EHC) protocol compresses Ethernet header as shown in figure A.1-1 [xx]. The fields that are compressed (i.e. removed from the Ethernet header) by the EHC protocol are: DESTINATION ADDRESS, SOURCE ADDRESS, 802.1Q TAG, and LENGTH/TYPE. The fields PREAMBLE, SFD, and FCS are not transmitted in 3GPP system, and thus not considered in EHC protocol. There may be more than one 802.1Q TAG fields in the Ethernet header, and all are compressed by the EHC protocol. The padding (PAD) is not compressed by the EHC protocol. An example of EHC compressor operation is presented in section A.3.


Figure A.1-1: Ethernet packet format [xx]
The EHC compressor and the EHC decompressor store original header field information as a "EHC context". Each EHC context is identified by a unique identifier, called Context ID (CID). The EHC context must be synchronized between the EHC compressor and the EHC decompressor; otherwise, the EHC decompressor erroneously decompresses the "Compressed Header (CH)" packets.
For an Ethernet packet stream, the EHC compressor establishes the EHC context and associates it with the CID. Then, the EHC compressor transmits the "Full Header (FH)” packet to the EHC decompressor including the associated CID. The EHC compressor keeps transmitting the FH packets until the EHC feedback is received from the EHC decompressor.
NOTE:	If the maximum number of EHC contexts are already established for the compressed flows and a new Ethernet flow does not match any established EHC context, the compressor should associate the new Ethernet flow with one of the EHC CIDs allocated for the existing compressed flows or send PDCP SDUs belonging to the Ethernet flow as uncompressed packet.
When the EHC decompressor receives the FH packet, the EHC decompressor establishes the EHC context identified by the CID, and transmits the EHC feedback to the EHC compressor to indicate that the EHC context associated with the CID is successfully established in the EHC decompressor.
After receiving the EHC feedback, the EHC compressor starts to transmit the CH packets to the EHC decompressor including the associated CID. The CH packet includes only the header fields not stored in the EHC context. 
When the EHC decompressor receives the CH packet, the EHC decompressor restores original header fields based on the stored EHC context identified by the associated CID.
Figure A.1-2 represents a conceptual view of EHC operation.


Figure A.1-2: EHC operation
<UNCHANGED TEXT OMITTED>
A.3 Example of operation on different Ethernet header structures (informative)
When operating on different Ethernet frame formats, EHC may determine the compression context as follows:
· If a value of the two bytes immediately following SOURCE ADDRESS is different from 0x8100 or 0x88a8:
· Compression context includes: DESTINATION ADDRESS, SOURCE ADDRESS and LENGTH/TYPE 
· If a value of the two bytes immediately following SOURCE ADDRESS is 0x8100 (IEEE 802.1Q VLAN header)
· Compression context includes: DESTINATION ADDRESS, SOURCE ADDRESS, IEEE 802.1Q VLAN header and LENGTH/TYPE 
· If a value of the two bytes immediately following SOURCE ADDRESS is 0x88a8 (IEEE 802.1ad header)
· Compression context includes: DESTINATION ADDRESS, SOURCE ADDRESS, IEEE 802.1ad headers, any additional IEEE 802.1ad or IEEE 802.1Q VLAN headers and LENGTH/TYPE 
· The existence of additional 802.1ad or 802.1Q VLAN headers can be recursively identified by inspecting the LENGTH/TYPE (TPID) value following the current header:
· If LENGTH/TYPE (TPID) value is 0x88a8, the next header is 802.1ad header
· If LENGTH/TYPE (TPID) value is 0x8100, the next header is 802.1Q VLAN header
· If LENGTH/TYPE (TPID) value is different from 0x8100 or 0x88a8, there are no additional 802.1ad or 802.1Q VLAN headers
Compressor compares the resulting compression context with all existing compression contexts to determine if there is an existing context the frame belongs to, or whether a new context needs to be established in order to send the frames in compressed format.
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Compressed by EHC

EXTENSION

PREAMBLE 7 octets : Not transmitted

START OF FRAME DELIMITER (SFD)

DESTINATION ADDRESS

1 octet : Not transmitted

6 octets

SOURCE ADDRESS 6 octets

802.1Q TAG (optional) 4 octets

LENGTH/TYPE 2 octets

PAYLOAD (+PAD) 42-1500 octets

FRAME CHECK SEQUENCE (FCS) 4 octets : Not transmitted
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