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1	Introduction
In RAN2, the PDCP re-establishment has been proposed not to include PDCP re-establishment.
One of the main reasons for not having the PDCP reestablishment is, that in Uu it is mainly used for Handover from one cell to another. However, Re-keying also occurs when the SN is incremented to a state where it wraps, and hence needs to be reset.
This paper discusses this issue.

2	Discussion
In [1] SA3 defines that the security establishment during re-keying may be performed by any UE at any time, but shall be done before the counter for a PDCP bearer repeats with the current key. Furthemore, it is defined that the userplane for each V2X service is only sent or received with the necessary security.
Observation 1: Re-keying is defined in SA3 specification explicitly for sidelink.
In a NR SL scenario, long lived PDCP connections may occur i.e. in platooning, triggering a wrap-around of the counter for the PDCP bearer, and hereby the necessity of a re-keying command should be obvious. Furthermore, allowing the UE to perform re-keying at any point in time, will increase flexibility for the UE. As the PDCP re-establishment procedure handles the security parameters for the connection, we propose that NR SL should include a PDCP re-establishment procedure.
Proposal 1: NR Sidelink to include PDCP re-establishment procedure

3	Conclusion
Based on the discussion in section 2 we propose the following:
[bookmark: _GoBack]Observation 1: Re-keying is defined in SA3 specification explicitly for sidelink.
Proposal 1: NR Sidelink to include PDCP re-establishment procedure
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