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In the RAN3 #105bis meeting [1], RAN3 discussed IP address assignment to the IAB node, and reached the following agreements, communicated to RAN2 in [2]: 
	· 1. IAB node can obtain an IP address via OAM
· 2. The donor CU or donor DU can use OAM or DHCP to allocate IAB node IP address
· 3. IAB node can request one or more IP addresses from donor CU via RRC
· 4. CU can obtain IAB node IP address from donor DU via F1AP (other methods are not precluded)
· 5. CU can send IP address to IAB node via RRC
RAN3 agreements allow the possibility that the IAB node can derive its IP address (es) through the following RRC signalling:
· A RRC message is sent from the IAB node to IAB donor CU, which is used to request one or more IP addresses. 
· A RRC message is sent from the IAB donor CU to IAB node, which contains the IP address (es) of IAB node. 



RAN2 discussed the issue of IP address allocation via RRC in RAN2#109-e [3], and reached the following agreements and conclusions:· R2 assumes that whether there are any additional scenarios (apart from node integration and recovery from RLF) where an IAB node may need to request one or more IP addresses is left to RAN3.
· As a working assumption, RRCSetupComplete message is used by the IAB node to request IP address for the case of node integration in the SA scenario. This assumption can be revisited after all cases has been addressed.
· Issue on IP address request in the NSA case is moved to email discussion to next meeting
· Issue on whether – following recovery from RLF – there is a need for the IAB node to request an IP address is moved to email discussion.
· Confirm that R2 will implement R3 agreements


RAN2 further discussed this issue in an e-mail discussion (Email discussion [Post109e_26][IAB] IP address allocation). The e-mail discussion explored RRC IP allocation for both the SA and NSA cases, and resulted in a number of proposals as captured in the rapporteur’s summary report [4]. However, there still does not seem to be convergence on some key issues. In this contribution we provide our view and propose a possible way forward.
Discussion
During the e-mail discussion [4] most companies expressed a strong desire to adopt a unified solution for IP address allocation for both the SA and NSA deployment scenarios. A unified solution is certainly desirable from the perspective of keeping the spec simple, and easy to manage. The alternative to a unified solution would be a fragmented approach, with potentially multiple RRC messages/procedures requiring modifications in order to address the IP address request and allocation for IAB. Therefore, we have the following proposal:
Proposal 1: A single RRC procedure shall be used for IP address request/allocation for both SA IAB and NSA IAB deployments. 
However, a unified RRC procedure is complicated by the WA agreed in RAN2#109-e: ” … RRCSetupComplete message is used by the IAB node to request IP address for the case of node integration in the SA scenario”. Clearly this option can not be adopted for ENDC, as the IAB-MT first performs an RRC connection setup on LTE. Furthermore, it is not desirable to extend the approach of the WA to LTE RRC (e.g. using LTE RRCConnectionSetupComplete to request an IP address), as this would not only impact on 36.331, but also potentially the X2 interface specification as well. 
Observation 1: The RRC procedure for the request/allocation of IP address to an IAB node should have minimal (preferably no) impact to LTE interfaces (e.g. 36.331 and 36.423).
Based on this analysis, we conclude that using the RRCSetupComplete message to request IP address is not suitable for a unified procedure that applies to both SA and NSA IAB deployments. Therefore, we believe that the WA from the previous meeting should be revisited:
Proposal 2: The use of RRCSetupComplete message to request an IAB node IP address is not suitable for ENDC. RAN2 shall revert the WA from the previous meeting and agree a different approach.  
Another approach that was discussed during the e-mail discussion [4] and received some support from companies is to use the RRCReconfigurationComplete message for IP address request. The advantage of using this message is that it can apply to both the SA and NSA IAB node integration scenarios. Nevertheless, several companies also expressed skepticism about using the RRCReconfigurationComplete message for IP address request. The main concern was that this approach still ties the IP address allocation with the RRC reconfiguration procedure.
RAN3 has also agree that the IAB node can also obtain its IP address via OAM [2]. In fact, some companies are of the opinion that the IAB node should first obtain its configuration from the OAM server, before it can request an IP address. Since both RRCSetupComplete and RRCReconfigurationComplete are both sent by the IAB-MT towards the donor CU during the integration phase, it is not clear how the IAB node could communicate with the OAM server before this.
To illustrate this, consider the SA IAB integration procedure (Figure 8.z.1-1 from the 38.401 BL CR) and the RRC setup procedure (Figure 9.2.1.3-1 from 38.300) reproduced below:
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In Figure 9.2.1.3-1 of TS 38.300, RRCSetupComplete is message 2a, and RRCReconfigurationComplete is message 8a. However, from Figure 8.z.1-1 of 38.401 BH RLC channel establishment occurs in phase 2-1. In other words, both RRC messages would be sent before any BH RLC channel is established. Therefore, if the IAB node uses a BH RLC channel for OAM configuration this could only occur after phase 2-1. Similarly, if a DRB is used by the IAB node to communicate with the OAM server, this is also only possible after the RRCReconfigurationComplete message is sent.
A possible variation could be for the network to include a default UL BH RLC channel in the RRCReconfiguration message (message 8), and for the IAB node to use this default BH RLC channel for OAM configuration, in parallel with sending the RRCReconfigurationComplete message. Even in this case it seems impossible to guarantee that the IAB node would receive its configuration from the OAM server before the RRCReconfigurationComplete message is sent. Therefore, the IAB node would have to always assume that the IP address should be requested using the RRCReconfigurationComplete message (due to the absence of any configuration to the contrary at this stage). 
Once the IAB node receives an IP address from the donor CU in response to its request, it may proceed to Phase 3 and begin the setup of SCTP and subsequently F1-C for the IAB-DU. However, the OAM server may have provided a different IP address for the IAB node in the interim, or perhaps after the initiation of the IAB-DU setup. This OAM provisioned IP address should override the IP address provided by the donor CU.  It is not at all clear how the IAB node should deal with such a scenario. Furthermore, there seems to be the potential to introduce a multitude of different scenarios, and corner cases, each of which would have to somehow be addressed in the specification. Therefore, although RRCReconfigurationComplete would be a better option than RRCSetupComplete for IP address request via RRC, we think this is also not a workable solution. In summary, we prefer to introduce a clean procedure for IP address allocation via RRC that is neither tied to the RRC setup procedure nor to the RRC reconfiguration procedure.
Observation 2: It is not possible to guarantee that OAM server configuration of the IAB node can be completed before sending the RRCSetupComplete message or the RRCReconfigurationComplete message.
Proposal 3: IAB node IP address request is independent from the RRC setup procedure and the RRC reconfiguration procedure.
Way forward on RRC IP address allocation to IAB nodes
This still leaves us with two possible ways to proceed for IAB node IP address allocation via RRC:
[bookmark: _Hlk37354988]Option 1: Define a new RRC procedure to request/allocate an IP address to an IAB node 
Option 2: Use an existing RRC message for IAB node IP address request, but one that is different from RRCSetupComplete or RRCReconfigurationComplete
Option 1 has the advantage of having no dependency on any other RRC procedure. Therefore, RAN2 can define a procedure specifically tailored to address the requirements of IP address request/allocation to an IAB node. On the other hand, it would seem that Option 1 should certainly have more specification impact than Option 2. Furthermore, IP address allocation is not typically within the scope of RRC but is simply being introduced to specifically address the limitations of the IAB architecture and the IAB integration procedure. In fact, some would argue that extending the IP layer to the IAB-DU was completely unnecessary to begin with. It seems unlikely that RAN2 would later find another feature beyond IAB were such a new IP allocation procedure would be beneficial.
Option 2 has the advantage of less specification impact compared to Option 1. The only real issue with Option 2 is to find an existing RRC message that would be appropriate for the IAB-MT to use in order to request an IP address. One possibility could be to enhance the UEAssistanceInformation message for this purpose. The allocation of the IP address by the donor CU could still be carried by an RRCReconfiguration message. Therefore, no new RRC procedures or messages need be introduced to the specification. One limitation of using the UEAssistanceInformation message for the request of the IP address is that in the current specification this message is only supported on SRB1. Thus, for the ENDC case, the specification would likely need to be enhanced to support UEAssistanceInformation message on SRB3 as well.
Proposal 4: RAN2 should discuss and select one of the following two options for IAB node IP address request/allocation via RRC:
Option 1: Define a new RRC procedure to request/allocate an IP address to an IAB node 
Option 2: Reuse an existing RRC message (e.g. UEAssistanceInformation) for IAB node IP address request, and RRCReconfiguration for IP address allocation
Conclusion
In this contribution we provided our view on the current discussion regarding IAB node IP address request/allocation using RRC and we propose a way forward.
We have the following observations and proposals:

Observation 1: The RRC procedure for the request/allocation of IP address to an IAB node should have minimal (preferably no) impact to LTE interfaces (e.g. 36.331 and 36.423).
Observation 2: It is not possible to guarantee that OAM server configuration of the IAB node can be completed before sending the RRCSetupComplete message or the RRCReconfigurationComplete message.

Proposal 1: A single RRC procedure shall be used for IP address request/allocation for both SA IAB and NSA IAB deployments.
[bookmark: _GoBack]Proposal 2: The use of RRCSetupComplete message to request an IAB node IP address is not suitable for ENDC. RAN2 shall revert the WA from the previous meeting and agree a different approach.
Proposal 3: IAB node IP address request is independent from the RRC setup procedure and the RRC reconfiguration procedure.
Proposal 4: RAN2 should discuss and select one of the following two options for IAB node IP address request/allocation via RRC:
Option 1: Define a new RRC procedure to request/allocate an IP address to an IAB node 
Option 2: Reuse an existing RRC message (e.g. UEAssistanceInformation) for IAB node IP address request, and RRCReconfiguration for IP address allocation
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  Figure  9.2.1.3 - 1: UE triggered transition from RRC_IDLE to RRC_CONNECTED  


