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In the RAN2 #107bis meeting [1], RAN2 made significant progress towards addressing procedures related to RLF notification and recovery in IAB networks:
	· R2 confirm that when the IAB-node is not configured with DC, it applies for BH RLF handling the same mechanisms and procedures as UE’s RLF handling currently specified in TS 38.331 (including e.g. detection and recovery). FFS on need of additional enhancements.
· When NR DC is configured for the IAB-node, 2.1 RLF is detected separately for the MCG-link and for the SCG-link, and 2.2 existing UE procedures are used for MCG-link and SCG-link failure handling.
· The following is agreed as working assumption: BH RLF recovery for DC case reuses UE’s MCG and SCG failure recovery procedures specified in Rel-16. 
· For an IAB-node not configured with DC, it initiates RRC reestablishment when it receives downstream notification “Recovery Failure”
· For DC case, the IAB-node considers the radio link is failed and uses RRC existing or Rel-16 Mechanism (e.g. MCG or SCG failure report, RRC reestablishment) if “Recovery Failure” notification is received from parent nodes on MCG-link or/and SCG-link.
· R2 assumes that RLF notification “recovery failure” would be triggered when RRC reestablishment has failed. FFS whether this need to be specified
· BAP layer is used to transmit BH RLF notification(s).
· R2 assumes that Upstream BH RLF notification to Donor CU via current F1-AP signalling is supported.



Furthermore, the WI rapporteur initiated an e-mail discussion (Email discussion [109e_36]: IAB RLF handling open issues) to address remaining issues for IAB RLF. There was general consensus on most of the issues discuss in this e-mail discussion. However, our view is that a few points warrant further discussion.
In this paper, we briefly discuss these few remaining issues related to IAB RLF and recovery.
Behavior of IAB-DU after BH RLF declaration
One of the issues discussed in e-mail discussion [109e_36] [2] concerned what actions, if any, the IAB-DU should take in case of a BH RLF declaration by the IAB-node’s MT.
The following three options were considered:
Option 1: IAB-DU continues normal operation as possible (e.g. DL transmission of buffered data, sending UL grants until receive buffer is full). The details would be up to implementation.
Option 2: Certain restrictions are specified, e.g., blocking idle UEs/IAB-MTs from (re-)selecting this cell, blocking of connection attempts, others. 
Option 3: Up the RAN3. 
As discussed in the introduction, RAN2 has previously agreed that in the event and IAB node detects a BH RLF, the IAB-MT should apply the same mechanisms and procedures currently specified for RLF handling by a UE. It should be noted that in the case of DC, RLF can occur independently on the MCG-link and the SCG-link, and simultaneous failure of both links may be unlikely. As such, although we would expect a BH RLF to result in performance degradation, it need not be catastrophic. It may well be that a dual connected IAB node can continue to provide service to UEs and descendent IAB nodes, albeit with some degradation. Furthermore, even if the RLF results in BH connectivity being completely severed for the IAB node, an RRC re-establishment may quickly restore this connectivity.  
Therefore, in our view, it is not strictly necessary to specify normative behaviors for the IAB node’s DU in response to the IAB-MT declaring a BH RLF. Each connectivity scenario, and the specific conditions of the network topology may warrant different actions. Although some actions, such as blocking connection attempts, may be reasonable for a good implementation, we do not think it is necessary to capture these in the spec. It seems reasonable to leave the details of IAB-DU behavior in response to a BH RLF declaration up to the implementation of the IAB node.
Having said this, it should also be clear that previous agreements do impose some constraints on possible IAB-DU behavior. For example, it was previously agreed that a RLF notification would triggered in case the IAB node attempted and failed to re-establish its RRC connection to the network. Clearly the IAB-DU would have to continue to operate and its cells continue DL transmissions, at least for some period of time, in order to transmit this RLF notification to descendent nodes. Thus, the IAB-DU can not be released immediately after an RLF declaration, nor even after the failure of the RRC re-establishment procedure.
Observation 1: The IAB-DU must be able to send DL RLF notification in case the BH RLF recovery procedure fails. At a minimum this means that the IAB-DU should not be released immediately after a RLF declaration, nor even after the failure of the RRC re-establishment procedure.	
Ultimately the behavior for the IAB-DU is within the scope of RAN3 to decide, but this behavior should be constrained by previous agreements.
Proposal 1: IAB-DU behavior after BH RLF declaration is within the scope of RAN3 to decide but is constrained by RAN2 agreements.

Preventing reestablishment at descendant nodes
One scenario that had not previously been discussed in detail is how the IAB node performs cell selection when recovering from a RLF. Recovery from a RLF may entail an RRC re-establishment by the IAB-MT. In this case the IAB node MT should first perform cell selection in order to find and select a suitable cell. In the case of IAB, a cell may be suitable from purely an RF perspective, however this does not guarantee that it is necessarily suitable from a network topology perspective. For example, the IAB node MT may select a cell of one of its child IAB nodes or a descendant node. In the case of a tree IAB network topology, it would not make much sense for the IAB node experiencing RLF to attempt an RRC re-establishment via a descendent node, as all of these nodes have no other path towards the IAB donor (as illustrated in Figure 1 below). 
In Figure 1 we can observe that IAB node 2 can provide a valid routing path for IAB node 1 back to the IAB donor. However, neither IAB node 3 or 4 could provide such a valid routing path, and hence would not be suitable targets for RLF recovery of IAB node 1.  
IAB node1 should not attempt re-establishment via descendant node (e.g. IAB node3) in tree topology
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Figure 1. RLF recovery in tree topology

However, if the child node (or a descendent node) has dual-connectivity, then it may be perfectly acceptable to select and attempt RRC re-establishment via a cell of this node (as illustrated in Figure 2). In Figure 2, IAB nodes 3 & 4 are descendants of IAB node 1 in the current topology (before the RLF). However, as IAB node 4 is dual-connected via IAB node 2 as well as IAB node 3, IAB node 4 could provide a valid routing path from IAB node 1 back to the IAB donor (via IAB node 2). Hence, IAB node 1 may attempt RLF recovery via either IAB node 2 or IAB node 4.
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Figure 2. RLF recovery with dual-connectivity (DAG topology)

In [3] we had previously proposed that the IAB node MT could be configured by the network with a set of cells to consider as candidate for cell selection during RLF recovery. How to avoid reestablishment attempts towards a descendant node was discussed in e-mail discussion [109e_36] [2], and several options were considered:
Option 1: Pre-configuration of potential recovery nodes, e.g., using CHO.
Option 2: Additional DL indications for declaration and revocation of BH RLF. 
Option 3: Configuration of IAB-node with downstream topology.
Option 4: Nothing needed since RRC Reestablishment will fail if there is no BH connectivity.

During the discussion several companies felt that option 1 could be supported by network implementation. However, it was also acknowledged that CHO could not fully address the issue, as a failure would still trigger an unconstrained cell selection by the IAB-MT. Many companies indicated that option 4 would be acceptable, perhaps at the expense of very long recovery time. Hence, the e-mail rapporteur proposed not to work on this issue further in Rel. 16 [2].
In our opinion option 4 is clearly sub-optimal and will result in a very fragile RLF recovery process for IAB nodes. Nevertheless, we appreciate the desire of companies to conclude the WI, and consequently could accept the majority view for Rel. 16 as expressed in e-mail summary report [2]. Having said this, we believe that without further constraints being imposed on IAB node selection, there is a potential for a race condition to be introduced in the RLF recovery procedure, as discussed below.
Cell selection by nodes receiving BH RLF indication
Related to the previous issue is the propagation of information about the BH RLF to descendent nodes, and the actions taken by these nodes in response to a BH RLF indication from a parent node. In this section we discuss the implications of the previous section for recovery of descendent nodes.
Referring to the example of Figure 1, when IAB node 1 experiences a RLF of the BH link towards the IAB donor, it triggers the RLF recovery procedure. In the case of the tree topology of Figure 1, this results in a IAB node 1 attempting a RRC reestablishment procedure, which starts with cell selection. As discussed in section 3, cell selection may result in IAB node 1 selecting one of its descendent nodes (e.g. IAB node 3 or 4) to attempt a reestablishment attempt. Such a reestablishment attempt would inevitably fail, of course. Alternatively, IAB node 1 may select to attempt a reestablishment via the IAB donor, or even IAB node 2, which may or may not succeed.
If IAB node 1’s reestablishment attempt fails for whatever reason, it will send a RLF indication towards IAB nodes 3 & 4, as previously agreed. As discussed in section 2 above, the DU of IAB node 1 must continue to operate, and the cells of IAB node 1 must continue to transmit DL signals, at least for some period of time, so that DL RLF indications can be sent to descendent nodes. 
Upon receiving the RLF indication from IAB node 1, IAB nodes 3 & 4 will themselves declare a RLF, as has been previously agreed. Taking IAB node 3 as an example, the node would then trigger a RRC reestablishment procedure. However, since IAB node 1 is still transmitting DL signals, IAB node 3 would almost certainly select IAB node 1 to attempt the reestablishment. This would of course also result in a reestablishment failure. Furthermore, if IAB node 1 has selected either of its descendants (IAB nodes 3 or 4), these nodes could be locked in a race condition, where none of the three nodes (1, 3, or 4) can successfully reestablish its RRC connection to the network.
Observation 2: Option 4 can result in a race condition, with 2 or more IAB node unable to reestablish their RRC connection to the network. 
A simple solution to prevent this race condition from occurring would be for IAB node 1 to prevent its descendent nodes from selecting it for their respective reestablishment attempts. This could be achieved by disabling transmission of DL signals from IAB node 1, but as previously discussed this can only occur after transmission of the DL RLF indication to descendants. Furthermore, the actions of the IAB-DU should be decided by RAN3, but RAN3 has many important remaining issues to be address for IAB in Rel. 16. Thus, it would be preferable for RAN2 to address this issue if possible.
Another simple solution, that is within the scope of RAN2, would be for IAB node 1 to bar access by other IAB nodes in case its reestablishment fails. In this case, even if IAB node 1 continues to transmit DL signals, IAB nodes 3 and 4 will not consider a cell of IAB node 1 as a suitable cell. Thus, the MT of IAB nodes 3 & 4 would not select a cell of IAB node 1 and would instead attempt to reestablish the RRC connection via a different node. Although this does not guarantee that the reestablishment would succeed, it would result in a much more robust recovery process. Furthermore, if the reestablishment of IAB node 3 (for example) also fails, IAB node 3 would also bar further access by other IAB nodes, until its RRC connection can be reestablished.    
Therefore, in order to prevent descendent nodes from attempting a re-establishment on the same parent node that suffered the RLF, we propose the following
Proposal 2: In case a BH RLF results in an RRC re-establishment, and this reestablishment fails, the IAB-DU transmits the DL RLF notification, and bars access attempts from MTs of other IAB nodes.
Conclusion
In this paper, we briefly discussed remaining issues related to IAB RLF and recovery. We have the following observations and proposals:
Observation 1: The IAB-DU must be able to send DL RLF notification in case the BH RLF recovery procedure fails. At a minimum this means that the IAB-DU should not be released immediately after a RLF declaration, nor even after the failure of the RRC re-establishment procedure.
Observation 2: Option 4 can result in a race condition, with 2 or more IAB node unable to reestablish their RRC connection to the network.

[bookmark: _GoBack]Proposal 1: IAB-DU behavior after BH RLF declaration is within the scope of RAN3 to decide but is constrained by RAN2 agreements.
Proposal 2: In case a BH RLF results in an RRC re-establishment, and this reestablishment fails, the IAB-DU transmits the DL RLF notification, and bars access attempts from MTs of other IAB nodes.
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