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********* first change ***********
[bookmark: _Toc20425735][bookmark: _Toc29321131][bookmark: _Toc12718028]5.3.7.5	Reception of the RRCReestablishment by the UE
The UE shall:
1>	stop timer T301;
1>	consider the current cell to be the PCell;
1>	store the nextHopChainingCount value indicated in the RRCReestablishment message;
1>	update the KgNB key based on the current KgNB key or the NH, using the stored nextHopChainingCount value, as specified in TS 33.501 [11];
1>	derive the KRRCenc and KUPenc keys associated with the previously configured cipheringAlgorithm, as specified in TS 33.501 [11];
1>	derive the KRRCint and KUPint keys associated with the previously configured integrityProtAlgorithm, as specified in TS 33.501 [11].
1>	request lower layers to verify the integrity protection of the RRCReestablishment message, using the previously configured algorithm and the KRRCint key;
1>	if the integrity protection check of the RRCReestablishment message fails:
2>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'RRC connection failure', upon which the procedure ends;
1>	configure lower layers to resume integrity protection for SRB1 using the previously configured algorithm and the KRRCint key immediately, i.e., integrity protection shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;
1>	configure lower layers to resume ciphering for SRB1 using the previously configured algorithm and, the KRRCenc key immediately, i.e., ciphering shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;
1>	release the measurement gap configuration indicated by the measGapConfig, if configured;
1>	set the content of RRCReestablishmentComplete message as follows:
2>	if the UE has logged measurements available for NR and if the RPLMN is included in plmn-IdentityList stored in VarLogMeasReport:
3>	include the logMeasAvailable in the RRCReestablishmentComplete message;
2>	if the UE has Bluetooth logged measurements available and if the RPLMN is included in plmn-IdentityList stored in VarLogMeasReport:
3>	include the logMeasAvailableBT in the RRCReestablishmentComplete message;
2>	if the UE has WLAN logged measurements available and if the RPLMN is included in plmn-IdentityList stored in VarLogMeasReport:
3>	include the logMeasAvailableWLAN in the RRCReestablishmentComplete message;
2>	if the UE has connection establishment failure information available in VarConnEstFailReport and if the RPLMN is equal to plmn-Identity stored in VarConnEstFailReport:
3>	include connEstFailInfoAvailable in the RRCReestablishmentComplete message;
2>	if the UE has radio link failure or handover failure information available in VarRLF-Report and if the RPLMN is included in plmn-IdentityList stored in VarRLF-Report:3>	include rlf-InfoAvailable in the RRCReestablishmentComplete message;
2>	if the UE has radio link failure or handover failure information available in VarRLF-Report of TS 36.331 [10] and if the UE is capable of cross-RAT RLF reporting and if the RPLMN is included in plmn-IdentityList stored in VarRLF-Report of TS 36.331 [10]:
3>	include rlf-InfoAvailable in the RRCReestablishmentComplete message;
1> perform the cell group configuration procedure in accordance with the received masterCellGroup as specified in 5.3.5.5;
1> perform the radio bearer configuration procedure in accordance with the received radioBearerConfig and as specified in 5.3.5.6;
1>	submit the RRCReestablishmentComplete message to lower layers for transmission;
1>	the procedure ends.
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********* Next Change ****************
[bookmark: _Toc12718173]6.2.2	Message definitions
[Skipped the unchanged parts]
[bookmark: _Toc12718183]–	RRCReestablishment
The RRCReestablishment message is used to re-establish SRB1.
Signalling radio bearer: SRB1
RLC-SAP: AM
Logical channel: DCCH
Direction: Network to UE
RRCReestablishment message
-- ASN1START
-- TAG-RRCREESTABLISHMENT-START

RRCReestablishment ::=              SEQUENCE {
    rrc-TransactionIdentifier           RRC-TransactionIdentifier,
    criticalExtensions                  CHOICE {
        rrcReestablishment                  RRCReestablishment-IEs,
        criticalExtensionsFuture            SEQUENCE {}
    }
}

RRCReestablishment-IEs ::=          SEQUENCE {
    nextHopChainingCount                NextHopChainingCount,
    lateNonCriticalExtension            OCTET STRING                        OPTIONAL,
    nonCriticalExtension                SEQUENCE {}RRCReestablishment-v16xx-IEs                         OPTIONAL
}

RRCReestablishment-v16xx-IEs ::=    SEQUENCE {
    radioBearerConfig                   RadioBearerConfig,                                              OPTIONAL,
    masterCellGroup                     OCTET STRING (CONTAINING CellGroupConfig),                      OPTIONAL,
    lateNonCriticalExtension            OCTET STRING                                                    OPTIONAL,
    nonCriticalExtension                SEQUENCE{}                                                      OPTIONAL
}


-- TAG-RRCREESTABLISHMENT-STOP
-- ASN1STOP

	RRCSetup-IEs field descriptions

	masterCellGroup
The network configures only the RLC bearer for the SRB1, mac-CellGroupConfig, physicalCellGroupConfig and spCellConfig.

	radioBearerConfig
Only SRB1 can be reconfigured in RRCReestablishment.



********* Next Change ****************

[bookmark: _Toc12718222]6.3.2	Radio resource control information elements
[Skipped the unchanged parts]

	BWP-DownlinkDedicated field descriptions

	beamFailureRecoverySCellConfig
Configuration of candidate RS for beam failure recovery in SCells.

	pdcch-Config
UE specific PDCCH configuration for one BWP.

	pdsch-Config
UE specific PDSCH configuration for one BWP.

	sps-Config
UE specific SPS (Semi-Persistent Scheduling) configuration for one BWP. Except for reconfiguration with sync, the NW does not reconfigure sps-Config when there is an active configured downlink assignment (see TS 38.321 [3]). However, the NW may release the sps-Config at any time. 

	sps-ConfigList
UE specific multiple SPS (Semi-Persistent Scheduling) configurations for one BWP. Except for reconfiguration with sync and in the first reconfiguration after re-establishment, the NW does not reconfigure a SPS configuration when it is active (see TS 38.321 [3]). However, the NW may release a SPS configuration at any time.

	radioLinkMonitoringConfig
UE specific configuration of radio link monitoring for detecting cell- and beam radio link failure occasions. The maximum number of failure detection resources should be limited up to 8 for both cell and beam radio link failure detection. For SCells, only periodic 1-port CSI-RS can be configured in IE RadioLinkMonitoringConfig.




[Skipped the unchanged parts]

	BWP-UplinkDedicated field descriptions

	beamFailureRecoveryConfig
Configuration of beam failure recovery. If supplementaryUplink is present, the field is present only in one of the uplink carriers, either UL or SUL.

	configuredGrantConfig
A Configured-Grant of type1 or type2. It may be configured for UL or SUL but in case of type1 not for both at a time. Except for reconfiguration with sync and in the first reconfiguration after re-establishment, the NW does not reconfigure configuredGrantConfig when there is an active configured uplink grant Type 2 (see TS 38.321 [3]). However, the NW may release the configuredGrantConfig at any time.

	configuredGrantConfigList
A list of multiple configured grant configurations for one BWP. Except for reconfiguration with sync, the NW does not reconfigure a Type 2 configured grant configuration when it is active (see TS 38.321 [3]). However, the NW may release a configured grant configuration at any time.

	[bookmark: _Hlk32438258]cp-ExtensionC2, cp-ExtensionC3
Configures the cyclic prefix (CP) extension (see TS 38.211 [16], clause 5.3.1). For 15 and 30 kHz SCS, {1..28} are valid. For 60 kHz SCS, {2..28} are valid.

	pucch-Config
PUCCH configuration for one BWP of the normal UL or SUL of a serving cell. If the UE is configured with SUL, the network configures PUCCH only on the BWPs of one of the uplinks (normal UL or SUL). The network configures PUCCH-Config at least on non-initial BWP(s) for SpCell and PUCCH SCell. If supported by the UE, the network may configure at most one additional SCell of a cell group with PUCCH-Config (i.e. PUCCH SCell).
In EN-DC, The NW configures at most one serving cell per frequency range with PUCCH. And in EN-DC, if two PUCCH groups are configured, the serving cells of the NR PUCCH group in FR2 use the same numerology.
The NW may configure PUCCH for a BWP when setting up the BWP. The network may also add/remove the pucch-Config in an RRCReconfiguration with reconfigurationWithSync (for SpCell or PUCCH SCell) or with SCell release and add (for PUCCH SCell) to move the PUCCH between the UL and SUL carrier of one serving cell. In other cases, only modifications of a previously configured pucch-Config are allowed.
If one (S)UL BWP of a serving cell is configured with PUCCH, all other (S)UL BWPs must be configured with PUCCH, too.

	pucch-ConfigurationList
PUCCH configurations for two simultaneously constructed HARQ-ACK codebooks (see TS 38.213 [13], clause 9.1).
Editor's note: From RAN1 Rapporteur Note: We don't have agreement on whether to do separate configuration for schedulingRequestResourceToAddModList and multi-CSI-PUCCH-ResourceList yet. However, we agreed to do separate configuration for all the remaining RRC parameter. From RRC parameter implementation perspective, it seems easier to introduce separate PUCCH-Confi for different HARQ-ACK codebooks. If there is no need to do separate configuration for schedulingRequestResourceToAddModList and multi-CSI-PUCCH-ResourceList, the corrsponding configuration can not include these two optional parameters and then in RAN1 spec can indicate that SR PUCCH resource and multi-CSI PUCCH resource can just follow the configuration in one of the PUCCH configurations.   
Editor's note: It is not clear about how to use the pucch-ConfigurationList for PUCCH resources for SR and CSI in RAN2 understandings, for example, whether to use a PUCCH Config ID to indicate the corresponding pucch-Config in the pucch-ConfigurationList for a PUCCH resource. More RAN1 inputs are needed.

	pusch-Config
PUSCH configuration for one BWP of the normal UL or SUL of a serving cell. If the UE is configured with SUL and if it has a PUSCH-Config for both UL and SUL, an UL/SUL indicator field in DCI indicates which of the two to use. See TS 38.212 [17], clause 7.3.1.

	srs-Config
Uplink sounding reference signal configuration.

	useInterlacePUCCH-PUSCH
If the field is present, the UE uses uplink frequency domain resource allocation Type 2 for PUSCH (see 38.213 clause 8.3 and 38.214 clause 6.1.2.2) and uses interlaced PUCCH Format 0, 1, 2, and 3 for PUCCH (see TS 38.213 [13], clause 9.2.1).



[Skipped the unchanged parts]

	RLC-Config field descriptions

	maxRetxThreshold
Parameter for RLC AM in TS 38.322 [4]. Value t1 corresponds to 1 retransmission, value t2 corresponds to 2 retransmissions and so on.

	pollByte
[bookmark: _Hlk524340766]Parameter for RLC AM in TS 38.322 [4]. Value kB25 corresponds to 25 kBytes, value kB50 corresponds to 50 kBytes and so on. infinity corresponds to an infinite amount of kBytes.

	pollPDU
Parameter for RLC AM in TS 38.322 [4]. Value p4 corresponds to 4 PDUs, value p8 corresponds to 8 PDUs and so on. infinity corresponds to an infinite number of PDUs.

	sn-FieldLength
Indicates the RLC SN field size, see TS 38.322 [4], in bits. Value size6 means 6 bits, value size12 means 12 bits, value size18 means 18 bits. The value of sn-FieldLength for a DRB shall be changed only using reconfiguration with sync or in the first reconfiguration after re-establishment. The network configures only value size12 in SN-FieldLengthAM for SRB.

	t-PollRetransmit
Timer for RLC AM in TS 38.322 [4], in milliseconds. Value ms5 means 5 ms, value ms10 means 10 ms and so on.

	t-Reassembly
Timer for reassembly in TS 38.322 [4], in milliseconds. Value ms0 means 0 ms, value ms5 means 5 ms and so on. 

	t-StatusProhibit
Timer for status reporting in TS 38.322 [4], in milliseconds. Value ms0 means 0 ms, value ms5 means 5 ms and so on.

	t-StatusProhibitExt
Timer for status reporting in TS 38.322 [4], in milliseconds. Value ms1 means 1 ms, value ms2 means 2 ms and so on. If this field is present, the field t-StatusProhibit is ignored and t-StatusProhibitExt is used instead.



