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[bookmark: _Ref178064866]Introduction
This contribution shows our view on how to handle the compressed PDCP SDUs in the reception buffer at PDCP re-establishment.

[bookmark: _Toc462951621][bookmark: _Toc462951630][bookmark: _Toc465023135][bookmark: _Toc465023136][bookmark: _Toc465346829]Discussion
For feMOB, RAN2 made the agreements on that the UE uses two ROHC decompressor instances for DL and the UE reuses the current PDCP reordering function. In other words, for DAPS HO, the PDCP entity can be configured with t-Reordering even if the ROHC is configured.
Observation 1. For DAPS HO, the PDCP entity can be simultaneously configured with t-Reordering and ROHC.

However, in LTE PDCP specification, how to handle compressed PDCP SDUs stored in the reception buffer at PDCP re-establishment is not considered when the t-Reordering is configured. We think that the compressed PDCP SDUs stored in the reception buffer should be handled at PDCP re-establishment when the t-Reordering is configured. This is because the UE can perform the non-DAPS handover after performing the DAPS handover. 
For example, the UE performs the DAPS handover for a DRB configured with ROHC and t-Reordering for the PDCP to the network 1. After that, the UE performs the non-DAPS handover for the DRB to the network 2. In this case, the UE should perform the PDCP re-establishment for the DRB. However, the PDCP entity for the DRB may deliver the PDCP SDUs stored in the reception buffer without decompression because the PDCP entity does not decompress the PDCP SDUs stored in the reception buffer at PDCP re-establishment. 
Thus, how to handle compressed PDCP SDUs stored in the reception buffer at PDCP re-establishment should be considered.
Proposal 1. How to handle compressed PDCP SDUs stored in the reception buffer at PDCP re-establishment should be considered.

According to the LTE PDCP specification, the PDCP entity configured with t-Reordering stores the PDCP PDUs received from the lower layer, and the PDCP entity performs the decompression to the PDCP SDU only when delivering the PDCP SDU to the upper layer. Considering this, the stored PDCP SDUs are not decompressed even if the PDCP entity is re-established. 
Observation 2. When the PDCP entity is re-established, the stored PDCP SDUs are not compressed.

In NR PDCP specification, the PDCP entity for UM DRBs delivers all stored PDCP SDUs to the upper layer after performing header decompression, and the PDCP entity for AM DRBs stores all stored PDCP SDUs after performing header decompression. In other words, in NR, how to handle the compressed PDCP SDUs stored in the reception buffer is already specified. 
Observation 3. In NR, how to handle the compressed PDCP SDUs stored in the reception buffer is already specified.

We think that the simple way to handle the issue is that the principle of NR PDCP is applied to the LTE PDCP. Thus, we propose that the PDCP entity for UM DRBs delivers all stored PDCP SDUs to the upper layer after performing header decompression, and the PDCP entity for AM DRBs stores all stored PDCP SDUs after performing header decompression.
Proposal 2. At PDCP re-establishment, the PDCP entity for UM DRBs should deliver all stored PDCP SDUs to the upper layer after performing header decompression, and the PDCP entity for AM DRBs should store all stored PDCP SDUs after performing header decompression.

Even if proposal 2 is agreeable, RAN2 should consider the decompression in the reordering procedure. Since the PDCP entity for AM DRBs stores all stored PDCP SDUs after performing header decompression at PDCP re-establishment, the PDCP entity may perform the decompression twice for the PDCP SDU when the PDCP SDU is delivered to the upper layer. 
In order to prevent the decompression of the PDCP SDU twice, we propose that the PDCP entity for AM DRBs does not perform the header decompression for a PDCP SDU if the PDCP SDU is already decompressed. Note that this proposal is already specified in the NR PDCP specification.
Proposal 3. The PDCP entity for AM DRBs does not perform the header decompression for a PDCP SDU if the PDCP SDU is already decompressed.

For the above proposal, we provide the text proposal. 
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[bookmark: _Toc450908196][bookmark: _In-sequence_SDU_delivery]This contribution shows our view on how to handle the compressed PDCP SDUs in the reception buffer at PDCP re-establishment, and the following observations and proposals are made. 
Observation 1. For DAPS HO, the PDCP entity can be simultaneously configured with t-Reordering and ROHC.
Proposal 1. How to handle compressed PDCP SDUs stored in the reception buffer at PDCP re-establishment should be considered.
Observation 2. When the PDCP entity is re-established, the stored PDCP SDUs are not compressed.
Observation 3. In NR, how to handle the compressed PDCP SDUs stored in the reception buffer is already specified.
Proposal 2. At PDCP re-establishment, the PDCP entity for UM DRBs should deliver all stored PDCP SDUs to the upper layer after performing header decompression, and the PDCP entity for AM DRBs should store all stored PDCP SDUs after performing header decompression.
Proposal 3. The PDCP entity for AM DRBs does not perform the header decompression for a PDCP SDU if the PDCP SDU is already decompressed.

Text proposal for 36.323
[bookmark: _Toc12524371][bookmark: _Toc12524384]5.1.2.1.4.1	Procedures when a PDCP PDU is received from the lower layers
For DRBs mapped on RLC AM or RLC UM, SLRB and for LWA bearers, or for DRBs and SRBs when PDCP duplication is used, when the reordering function is used, at reception of a PDCP Data PDU from lower layers, the UE shall:
-	if received PDCP SN – Last_Submitted_PDCP_RX_SN > Reordering_Window or 0 <= Last_Submitted_PDCP_RX_SN – received PDCP SN < Reordering_Window:
-	if the PDCP PDU was received on WLAN:
-	if received PDCP SN > Next_PDCP_RX_SN:
-	for the purpose of setting the HRW field in the LWA status report, use COUNT based on RX_HFN - 1 and the received PDCP SN;
-	else:
-	for the purpose of setting the HRW field in the LWA status report, use COUNT based on RX_HFN and the received PDCP SN;
-	if received PDCP SN > Next_PDCP_RX_SN:
-	decipher the PDCP PDU as specified in the subclause 5.6, and perform integrity verification of the PDCP Data PDU (if applicable) using COUNT based on RX_HFN - 1 and the received PDCP SN.
-	else:
-	decipher the PDCP PDU as specified in the subclause 5.6, and perform integrity verification of the PDCP Data PDU (if applicable) using COUNT based on RX_HFN and the received PDCP SN.
-	if integrity verification fails:
-	indicate the integrity verification failure to upper layer.
-	discard the PDCP PDU;
-	else if Next_PDCP_RX_SN – received PDCP SN > Reordering_Window:
-	increment RX_HFN by one;
-	use COUNT based on RX_HFN and the received PDCP SN for deciphering and integrity verification (if applicable) of the PDCP PDU;
-	set Next_PDCP_RX_SN to the received PDCP SN + 1;
-	else if received PDCP SN – Next_PDCP_RX_SN >= Reordering_Window:
-	use COUNT based on RX_HFN – 1 and the received PDCP SN for deciphering and integrity verification (if applicable) of the PDCP PDU.
-	else if received PDCP SN >= Next_PDCP_RX_SN:
-	use COUNT based on RX_HFN and the received PDCP SN for deciphering and integrity verification (if applicable) of the PDCP PDU;
-	set Next_PDCP_RX_SN to the received PDCP SN + 1;
-	if Next_PDCP_RX_SN is larger than Maximum_PDCP_SN:
-	set Next_PDCP_RX_SN to 0;
-	increment RX_HFN by one.
-	else if received PDCP SN < Next_PDCP_RX_SN:
-	use COUNT based on RX_HFN and the received PDCP SN for deciphering and integrity verification of the PDCP PDU;
-	if the PDCP PDU has not been discarded in the above:
-	if a PDCP SDU with the same PDCP SN is stored:
-	perform deciphering and integrity verification (if applicable) of the PDCP PDU;
-	if integrity verification fails:
-	indicate the integrity verification failure to upper layer.
-	discard the PDCP PDU;
-	else:
-	perform deciphering and integrity verification (if applicable) of the PDCP PDU and store the resulting PDCP SDU;
-	if integrity verification fails:
-	indicate the integrity verification failure to upper layer;
-	discard the PDCP Data PDU.
-	if the PDCP PDU has not been discarded in the above:
-	if received PDCP SN = Last_Submitted_PDCP_RX_SN + 1 or received PDCP SN = Last_Submitted_PDCP_RX_SN – Maximum_PDCP_SN:
-	deliver to upper layers in ascending order of the associated COUNT value after performing header decompression (if configured), if not decompressed before, as specified in the subclause 5.5.5:
-	all stored PDCP SDU(s) with consecutively associated COUNT value(s) starting from the COUNT value associated with the received PDCP PDU;
-	set Last_Submitted_PDCP_RX_SN to the PDCP SN of the last PDCP SDU delivered to upper layers;
-	if t-Reordering is running:
-	if the PDCP SDU with Reordering_PDCP_RX_COUNT – 1 has been delivered to upper layers:
-	stop and reset t-Reordering;
-	if t-Reordering is not running (includes the case when t-Reordering is stopped due to actions above):
-	if there is at least one stored PDCP SDU:
-	start t-Reordering;
-	set Reordering_PDCP_RX_COUNT to the COUNT value associated to RX_HFN and Next_PDCP_RX_SN.

-- NEXT—

[bookmark: _Toc12524372]5.1.2.1.4.2	Procedures when t-Reordering expires
When t-Reordering expires, the UE shall:
-	deliver to upper layers in ascending order of the associated COUNT value after performing header decompression (if configured), if not decompressed before, as specified in the subclause 5.5.5:
-	all stored PDCP SDU(s) with associated COUNT value(s) less than Reordering_PDCP_RX_COUNT;
-	all stored PDCP SDU(s) with consecutively associated COUNT value(s) starting from Reordering_PDCP_RX_COUNT;
-	set Last_Submitted_PDCP_RX_SN to the PDCP SN of the last PDCP SDU delivered to upper layers;
-	if there is at least one stored PDCP SDU:
-	start t-Reordering;
-	set Reordering_PDCP_RX_COUNT to the COUNT value associated to RX_HFN and Next_PDCP_RX_SN.

-- NEXT—

5.2.2.1a Procedures for DRBs mapped on RLC AM while the reordering function is used
When upper layers request a PDCP re-establishment while the reordering function is used, the UE shall:
-	process the PDCP Data PDU(s) that are received from lower layers due to the re-establishment of the lower layers, as specified in the subclause 5.1.2.1.4;
-	perform header decompression for all stored PDCP SDUs if drb-ContinueROHC is not configured;
-	reset the header compression protocol for downlink and start with NC state in U-mode (if configured) [9] [11], except if upper layers indicate stored UE AS context is used and drb-ContinueROHC is configured, see TS 36.331 [3];
-	if the PDCP entity is to be associated with one AM RLC entity after PDCP re-establishment:
-	stop and reset t-Reordering;
-	apply the ciphering algorithm and key provided by upper layers during the re-establishment procedure.

-- NEXT--

[bookmark: _Toc12524386]5.2.2.2a Procedures for DRBs mapped on RLC UM when the reordering function is used
When upper layers request a PDCP re-establishment when the reordering function is used, the UE shall:
-	process the PDCP Data PDUs that are received from lower layers due to the re-establishment of the lower layers, as specified in the subclause 5.1.2.1.4;
-	stop and reset t-Reordering, if running;
-	deliver all stored PDCP SDUs after performing header decompression, if any, to upper layers in ascending order of associated COUNT values;
-	reset the header compression protocol for downlink and start with NC state in U-mode (if configured) [9] [11], except if upper layers indicate stored UE AS context is used and drb-ContinueROHC is configured, see TS 36.331 [3];
-	set Next_PDCP_RX_SN, and RX_HFN to 0 and Last_submitted_PDCP_RX_SN to Maximum_PDCP_SN;
-	apply the ciphering algorithm and key provided by upper layers during the re-establishment procedure.

