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[bookmark: _Ref178064866]Introduction
This contribution aims to clean up the terminology for “DAPS” in RRC and PDCP specifications.

[bookmark: _Toc462951621][bookmark: _Toc462951630][bookmark: _Toc465023135][bookmark: _Toc465023136][bookmark: _Toc465346829]Proposal
To make the UE behaviour clear and align the terminology between RRC and PDCP specifications, we propose followings:
-	Remove “DAPS PDCP entity” and “normal PDCP entity” from the specification.
-	From the PDCP point of view, “DAPS PDCP entity” or “normal PDCP entity” are all a PDCP entity, the difference being whether the PDCP entity is configured with “DAPS”. Calling them with different names makes more confusion. 
-	Change “Reconfigure the PDCP entity to DAPS PDCP entity” to “Reconfigure the PDCP entity to configure DAPS”, and change “Reconfigure the PDCP entity to normal PDCP entity” to “Reconfigure the PDCP entity to release DAPS”.
-	Use “DAPS bearer” in the specification.
-	“DAPS bearer” is already defined in PDCP specification as “a bearer whose radio protocols are located in both the source gNB and the target gNB during DAPS handover to use both source gNB and target gNB resources”. RRC specification can also add “DAPS bearer” in the definition section and use this terminology.
-	Change “for each DRB with a DAPS PDCP entity” to “for each DAPS bearer”.
-	Remove the text regarding association between PDCP entity and the RLC entity.
-	Such association between them was never specified before (see split bearer or duplicate bearer where the PDCP entity is associated with at least two RLC entities). We don’t see the need to specify the association only for DAPS bearer.
[bookmark: _Toc458688128][bookmark: _Toc458688133][bookmark: _Toc458700495][bookmark: _Toc458688134][bookmark: _Toc458700496][bookmark: _Toc458461065][bookmark: _Toc450773277][bookmark: _Toc450773306][bookmark: _Toc450773354][bookmark: _Toc450773369][bookmark: _Toc450774156][bookmark: _Toc450814189][bookmark: _Toc450908196][bookmark: _In-sequence_SDU_delivery]
If the text proposal for the specification of 38.331 and 38.323 is agreed, the same changes should be reflected to the specification of 36.331 and 36.323.
Text proposal for 38.331
[bookmark: _Toc20425636][bookmark: _Toc29321032]3.1 Definitions
For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
CEIL: Mathematical function used to 'round up' i.e. to the nearest integer having a higher or equal value.
DAPS bearer: a bearer whose radio protocols are located in both the source gNB and the target gNB during DAPS handover to use both source gNB and target gNB resources.

--- Next ---

[bookmark: _Toc20425700][bookmark: _Toc29321096]5.3.5.3 Reception of an RRCReconfiguration by the UE
[bookmark: _Hlk34682557]The UE shall perform the following actions upon reception of the RRCReconfiguration, or upon execution of the conditional configuration (CHO or CPC):
1>	if the RRCReconfiguration is applied due to a conditional configuration execution upon cell selection while timer T311 is running, as defined in 5.3.7.3:
2> remove all the entries within VarConditionalConfig, if any;
NOTE:	This step is performed so the UE only performs conditional configuration execution while timer T311 is running once for a given failure detection.
1>	if the RRCReconfiguration includes the daps-SourceRelease:
2> reset source MAC and release the source MAC configuration;
2> for each DAPS bearerDRB with a DAPS PDCP entity:
3> release the RLC entity and the associated logical channel for the source;
3> reconfigure the PDCP entity to release DAPS to normal PDCP as specified in TS 38.323 [5];
2> for each SRB:
3> release the PDCP entity for the source;
3> release the RLC entity and the associated logical channel for the source;
2> release the physical channel configuration for the source;
2>	discard the keys used in source (the KgNB key, the S-KgNB key, the S-KeNB key, the KRRCenc key, the KRRCint key, the KUPint key and the KUPenc key), if any;

--- Next ---

[bookmark: _Toc20425717][bookmark: _Toc29321113]5.3.5.6.5	DRB addition/modification
The UE shall:
…
1>	for each drb-Identity value included in the drb-ToAddModList that is part of the current UE configuration and configured with dapsConfig:
2>	reconfigure the PDCP entity to configure DAPS with the target’s ciphering function, integrity protection function and ROHC function as DAPS PDCP entity as specified in TS 38.323 [5] and configure it in accordance with the received pdcp-Config;
2>	configure the DAPS PDCP entity to associate the RLC entity of target with the target’s ciphering function, integrity protection function and ROHC function;
2> if the masterKeyUpdate is received:
3>	if the target’s ciphering function of DAPS the PDCP entity of this DRB is not configured with cipheringDisabled:
4>	configure the ciphering function of target for the DAPS PDCP entity with the ciphering algorithm according to securityConfig and apply the KUPenc key associated with the master key (KgNB) or the secondary key (S-KgNB), as indicated in keyToUse, i.e. the ciphering configuration shall be applied to all subsequent PDCP PDUs received from target and sent to target by the UE;
3>	if the target’s integrity protection function of DAPS the PDCP entity of this DRB is configured with integrityProtection:
4>	configure the integrity protection function of target for the DAPS PDCP entity with the integrity protection algorithms according to securityConfig and apply the KUPint key associated with the master key (KgNB) or the secondary key (S-KgNB) as indicated in keyToUse;
2>	else:
3>	configure the ciphering function and the integrity protection function of target for the DAPS PDCP entity with the same security configuration as the PDCP entity for the source;
2>	if the sdap-Config is included and the uplink data switching indication is received from lower layer:
3>	reconfigure the SDAP entity in accordance with the received sdap-Config as specified in TS 37.324 [24];
3>	for each QFI value added in mappedQoS-FlowsToAdd, if the QFI value is previously configured, the QFI value is released from the old DRB;
1>	for each drb-Identity value included in the drb-ToAddModList that is part of the current UE configuration and not configured with dapsConfig::

--- Next ---

[bookmark: _Hlk34334352]5.3.5.8.3	T304 expiry (Reconfiguration with sync Failure)
The UE shall:
1>	if T304 of the MCG expires:
2>	release dedicated preambles provided in rach-ConfigDedicated if configured;
2> if dapsConfig is configured for any DRB, and radio link failure is not detected in the source PCell, according to subclause 5.3.10.3:
3> release target PCell configuration;
3> reset target MAC and release the target MAC configuration;
3>	for each DAPS bearerDRB with a DAPS PDCP entity:
4> release the RLC entity and the associated logical channel for the target;
4> reconfigure the PDCP entity to release DAPS to normal PDCP as specified in TS 38.323 [5];
3> for each SRB:
4> if the masterKeyUpdate was not received:
5>	configure the PDCP entity for the source with the same state variables as the PDCP entity for the target;
4> release the PDCP entity for the target;
4> release the RLC entity and the associated logical channel for the target;
3> release the physical channel configuration for the target;
[bookmark: _Hlk34244100]3> revert back to the SDAP configuration used in the source;
3>	discard the keys used in target (the KgNB key, the S-KgNB key, the S-KeNB key, the KRRCenc key, the KRRCint key, the KUPint key and the KUPenc key), if any;
3>	resume suspended SRBs in the source;
3>	for each DAPS bearerDRB without a DAPS PDCP entity:
4> revert back to the UE configuration used for the DRB in the source, includes PDCP, RLC states variables, the security configuration and the data stored in transmission and reception buffers in PDCP and RLC entities ;
3>	revert back to the UE RRM configuration used in the source;
3> initiate the failure information procedure as specified in subclause 5.7.5 to report DAPS handover failure.
2> else:
3>	revert back to the UE configuration used in the source PCell;
3>	initiate the connection re-establishment procedure as specified in subclause 5.3.7.
Text proposal for 38.323
[bookmark: _Toc12616323]4.2.2	PDCP entities
…
[image: ]
Figure 4.2.2.x – PDCP layer associated with DAPS bearer, functional view

--- Next ---

[bookmark: _Toc12616329]5.1 PDCP entity handling
[bookmark: _Toc12616330]5.1.X	PDCP entity reconfiguration
When upper layers reconfigure the PDCP entity to configure DAPSrequest a PDCP entity reconfiguration and DAPS is configured for a data radio bearer, the UE shall:
-	establish a ciphering function for the radio bearer and apply the ciphering algorithm and key provided by upper layers for the ciphering function;
-	establish an integrity protection function for the radio bearer and apply the integrity protection algorithm and key provided by upper layers for the integrity protection function;
-	establish a header compression protocol for the radio bearer and apply the header compression configuration provided by upper layers for the header compression protocol. 
When upper layers reconfigure the PDCP entity to release DAPSrequest a PDCP entity reconfiguration and the associated RLC entity is released for a radio bearer, the UE shall:
-	release the ciphering function associated to the released RLC entity for the radio bearer;
-	release the integrity protection function associated to the released RLC entity for the radio bearer;
-	release the header compression protocol associated to the released RLC entity for the radio bearer.
NOTE 1:	The state variables which control the transmission and reception operation should not be reset, and the timers including t-Reordering and discardTimer keep running during PDCP entity reconfiguration procedure.
NOTE 2:	Before releasing the header compression protocol associated to the released RLC entity, how to handle all stored PDCP SDUs received from the released RLC entity is left up to UE implementation.

--- Next ---

[bookmark: _Toc12616341]5.4 Status reporting
[bookmark: _Toc12616342]5.4.1 Transmit operation
For AM DRBs configured by upper layers to send a PDCP status report in the uplink (statusReportRequired in TS 38.331 [3]), the receiving PDCP entity shall trigger a PDCP status report when:
-	upper layer requests a PDCP entity re-establishment;
-	upper layer requests a PDCP data recovery;
-	upper layer requests a uplink data switching;
-	upper layer reconfigures the PDCP entity to release DAPSrequests a PDCP entity reconfiguration and the associated RLC entity is released for a radio bearer.
If a PDCP status report is triggered, the receiving PDCP entity shall:
-	compile a PDCP status report as indicated below by:
-	setting the FMC field to RX_DELIV;
-	if RX_DELIV < RX_NEXT:
-	allocating a Bitmap field of length in bits equal to the number of COUNTs from and not including the first missing PDCP SDU up to and including the last out-of-sequence PDCP SDUs, rounded up to the next multiple of 8, or up to and including a PDCP SDU for which the resulting PDCP Control PDU size is equal to 9000 bytes, whichever comes first;
-	setting in the bitmap field as '0' for all PDCP SDUs that have not been received, and optionally PDCP SDUs for which decompression have failed;
-	setting in the bitmap field as '1' for all PDCP SDUs that have been received;
-	submit the PDCP status report to lower layers as the first PDCP PDU for transmission via the transmitting PDCP entity as specified in clause 5.2.1.
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