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Introduction
During RAN2#109e meeting, which BH RLC channel shall be used in the backup path for re-routed packet was briefly discussed online [1]. However, no consensus was reached. In this contribution, we further discuss the potential solutions and present our point of view.
Discussion
Based on the latest 38.340 running CR, during bootstrapping, the UL F1 traffic and non-F1 traffic is delivered via the default BH RLC channel configured via RRC. After bootstrapping, the IAB node or donor DU might be configured with the BH RLC channel mapping configurations via F1AP. For access IAB node, it determines the UL traffic Type, e.g. F1-U, F1-C or non F1, and then map the packet to the corresponding egress RLC channel corresponding to egressBH-RLC-ID. For intermediate IAB node, the egress BH RLC channel for a packet is selected with a matching entry whose [ingressBH-RLC-ID] is the same as the [BH-RLC-ID] of the ingress RLC channel, whose [ingressLinkID] corresponds to the BAP Data PDU’s ingress link, and whose [egressLinkID] corresponds to the selected egress link. For donor DU, it determines the egress RLC channel corresponding to egressBH-RLC-ID based on the IP header information of DL packet.
However, it is not clear how to handle the case when no matching egress BH RLC channel is found for a packet. As agreed in RAN2#108 meeting, when the IAB node detects the RLF for a given egress link, packet re-routing is supported. That is, another routing path is selected for the incoming packets whose destination BAP address is the same with original BAP routing ID but with different egress link. However, for the re-routed packet, it is very likely that no matching egress BH RLC channel could be found on the re-routed path.  

With one-to-one bearer mapping as an example, UE1’s DRB is one-to-one mapped to BH RLC channels between its serving IAB node1 and donor DU. The BAP path ID associated with UE1’s DRB is path id 1. It means the BH RLC channel corresponding to UE1 DRB shall be configured between IAB node 1 and IAB node 2, between IAB node 2 and donor DU. Suppose IAB node 1 MT detects RLF with its serving IAB node 2, it may re-route the data packet to path id 2. However, there is no BH RLC channel configured between IAB node 1 and IAB node 3 for UE1’s DRB. It means that IAB node 1 could not find a matching egress BH RLC channel for the re-routed packet. Actually, with regard to N-to-1 bearer mapping, it may also happen that no BH RLC channel is configured on the re-routed path for a given ingress BH RLC channel. 

According to the BAP functionality summary(R2-2002055), three options are captured to solve this problem as follows, 

Option 1: Assuming the regular bearer mapping on the backup link is also configured by donor CU before BH RLF;

Option 2: It is IAB node implementation to use any BH RLC channel on the backup egress link;

Option 3: A specific/default BH RLC channel to be used in case BH RLF is configured on the backup egress link; 

In our opinion, it is impractical to configure the BH RLC channel on all the possible alternative paths for the 1:1 mapped UE bearer. As agreed in last RAN2 meeting, in case of Path ID mismatch, there may be several outgoing links that matches the destination and we do not specify which link shall be selected in such case. It meas that it is hard to predict which routing path shall be selected as the backup path. To support this option, it is necessary to pre-configure the BH RLC channel on the BH links along all the possbile path. In addition, it is generally believed that the UE’s DRB which carries GBR QoS flows and with high priority requirement are 1:1 mapped to BH RLC channel. For the GBR traffic, the IAB-node DU along the data forwarding path need to reserve the resources for the associated BH RLC channel. The pre-configuration of BH RLC channels over all the possible backup path which is expected to be used only for the RLF  is essentially a wast of resource. 

For option 2, it may impact the QoS of the BH RLC channel on the backup egress link. For example, if the BH RLC channel that carries GBR QoS flow is selected to deliver all the re-routed packets, it may occupy the resource originally reserved for the GBR QoS flow mapped to this BH RLC channel. The GBR of the QoS flow may thus not be guaranteed. 
For option 3, a default BH RLC channel might be configured between IAB node 1 MT and its serving IAB node 3 DU as shown in Figure 1. In addition, a default BH RLC channel might be configured between IAB node 3 MT and donor DU. Then, the re-routed packet could be delivered over default BH RLC channel from IAB node 1 to donor DU via IAB node 3. However, it is argued during the online discussion of RAN2#109e meeting that only using default Backhaul RLF channel for the re-routed traffic will bring more problems. 

In our opinion, IAB node MT may first check the bearer mapping configuration. If the bearer mapping entry between egress BH RLC channel on the egress link of backup path and ingress BH RLC channel exists, IAB node MT may use this egress BH RLC channel for re-routed packet transmission. However, if neither the egress BH RLC channel with mapping configuration nor egress BH RLC channel similar QoS could be found, default BH RLC channel on egress link could be used for packet transmission. By doing so, the re-routed traffic is distributed into different BH RLC channels. 

As we know, IAB node MT is configured with default BH RLC channel ID for UL traffic during bootstrapping. It is suggested that this default  BH RLC channel be reused for the re-routed packet.  
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Figure 1 Impact of packet re-routing on bearer mapping
Observation 1: For re-routed packets, IAB node may not find matched egress BH RLC channel based on the bearer mapping configuration on the re-routed path.  

Proposal 1: If the bearer mapping entry between egress BH RLC channel on the egress link of backup path and ingress BH RLC channel exists, IAB node MT may firstly use this egress BH RLC channel for re-routed packet transmission. 

Proposal 2: If egress BH RLC channel on backup path matched with mapping configuration does not exist, IAB node MT/DU may utilize the the BH RLC channel with similar QoS for re-routed packet transmission. 

Proposal 3: if neither the egress BH RLC channel matched with mapping configuration nor egress BH RLC channel similar QoS could be found, default BH RLC channel on egress link could be used for re-routed packet transmission.  

Proposal 4: The default  BH RLC channel configured during bootstrapping might be reused for the bearer mapping of re-routed packet.  

Conclusion
In this contribution, we mainly discussed the remaining issue for IAB bearer mapping. And we have the following observations and proposals:

Proposal 1: If the bearer mapping entry between egress BH RLC channel on the egress link of backup path and ingress BH RLC channel exists, IAB node MT may firstly use this egress BH RLC channel for re-routed packet transmission. 

Proposal 2: If egress BH RLC channel on backup path matched with mapping configuration does not exist, IAB node MT/DU may utilize the the BH RLC channel with similar QoS for re-routed packet transmission. 

Proposal 3: if neither the egress BH RLC channel matched with mapping configuration nor egress BH RLC channel similar QoS could be found, default BH RLC channel on egress link could be used for re-routed packet transmission.  

Proposal 4: The default  BH RLC channel configured during bootstrapping might be reused for the bearer mapping of re-routed packet.    
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