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Discussion and Decision
1 Introduction
For the DAPS HO fallback mechanism, the following issue is postponed to next meeting. 
Proposal 10: RAN2 to discuss “whether and how to specify UE reverts back source cell keys for non-DAPS DRBs”
This contribution provides our view on this issue. 
2 Discussion

In last RAN2#109e meeting, following agreements were achieved for DAPS HO without security key change.
· 7: for NR, the state variables of the target SRB PDCP should be set to the latest ones kept in the source SRB PDCP if security key is unchanged.

· 9: for SRBs and non-DAPS DRBs, the PDCP COUNT is maintained when DAPS HO without key change and also at fallback to source cell when DAPS handover is performed without key change.
In case of the DAPS HO without security key change, UE operation on the non-DAPS DRB is as below:
Table-1. RLC and PDCP handling for non-DAPS DRB without key change
	Step
	RLC handling
	PDCP handling

	Receiving DAPS HO CMD
	· Store source RLC configuration and state variable

· Delete data which is stored in RLC buffer

· Apply target configuration
	· Suspend PDCP entity

	Source link release CFG
	· Release source RLC configuration and state variables 
	· Resume PDCP entity

	DAPS HO failure

(fallback to source link)
	· Revert back to source RLC configuration and state variable 

· Delete the target RLC configuration 
	· Resume PDCP entity


Due to no security key change, PDCP entity of the non-DAPS DRB donot need to be reestablished, and the security context is continuous when path is switching from source to target or vice versa. 
For DAPS HO with security key change, compared to no key change case, the only difference is PDCP configuration and state variables will be change in source and target link. Since the situation is same as RLC layer, the similar operation in RLC layer be applied in PDCP layer. And the UE operation will be as below.
Table-2. RLC and PDCP handling for non-DAPS DRB with key change
	Step
	RLC handling
	PDCP handling

	Receiving DAPS HO CMD
	· Store source RLC configuration and RLC state variable

· Delete data which is stored in RLC buffer

· Apply target configuration
	· Store source PDCP configuration PDCP state variable, and security context
· Reestablish PDCP entity with target config

	Source link release CFG
	· Release source RLC configuration and state variables 
	· Release source PDCP configuration, state variable, and

	DAPS HO failure

(fallback to source link)
	· Revert back to source L2 configuration and state variable 

· Delete the target RLC configuration 
	· Revert back to source PDCP configuration, state variable, and security context 

· Release target PDCP configuration 


In last meeting, some companies raised the security concern if same security key is reused when fallback to source link. But in our view, there is no security issue since the source link is safe for DAPS DRB transmission, then it should be also safe for the non-DRB data transmission. 
Proposal: For DAPS HO fallback to source, UE should revert back source cell key, security context for non-DAPS DRBs.
3 Conclusion
According to the analysis in section 2, we propose that:
Proposal: For DAPS HO fallback to source, UE should revert back source cell key, security context for non-DAPS DRBs, as the procedure described in Table-2.
