3GPP TSG-RAN WG2 #109-e
R2-2002033
Electronic meeting, 24 Feb – 6 Mar 2020                                 
Agenda item:
7.3.2.2.3
Source:
Huawei (summary rapporteur)
Title:
Summary on RRC procedures during DAPS HO
WID/SID:
NR_Mob_enh-Core and LTE_feMob-Core - Release 16
Document for:
Discussion and Decision
1 Brief scope
In RAN2#109-e, it is intended to treat summaries that summarize contents of submitted tdocs rather than submitted tdocs for R16. The summary is supposed to reflect submitted proposals in a neutral way, group, merge and structure to facilitate easy treatment. In this paper, we summarize the corresponding proposals in AI 7.3.2.2.1, i.e. RRC procedures during DAPS HO. 
NOTE: almost all the topics have already been covered by 108#66 email discussion, and some important baseline proposals have been listed for approval in that report. The proposals in this summary could be considered as a supplementary. 
2 Summary
In this AI there are 16 papers in total which can be classified into four categories as follows:

	Topic
	Number
	Reference index

	Non-DAPS DRB handling upon DAPS HO failure
	7
	[1], [5], [9], [11], [12], [13], [16]

	Source RLM handling during DAPS HO
	3
	[6], [8], [10]

	Re-opened discussions regarding consensus achieved in 108#66 email discussion
	3
	[2], [7], [15]

	Separate new issues
	4
	[3], [4], [14], [18]


NOTE: [18] is also included in this summary (originally in AI 6.9.2) as it is also related to unchanged key like [14].
2.1 Non-DAPS DRB handling upon DAPS HO failure

The conclusion from the open issues email discussion 108#66 was [17]:

	Question 34
How to handle the non DAPS DRB upon DAPS HO failure?

· upon DAPS handover failure, UE reverts back to the original source configuration (including RLC and PDCP state, but do not re-establish PDCP and RLC) for the DRB that is not configured with DAPS. But further discussion is needed on whether the data stored in transmission and reception buffer for PDCP and RLC shall be kept.;
Proposal 28.
Upon DAPS handover failure, UE reverts back to the original source configuration (including RLC and PDCP state, but do not re-establish PDCP and RLC) for the DRB that is not configured with DAPS.

Further question 10a: Regarding the handling of the non DAPS DRB upon DAPS HO failure, whether the reverted PDCP/RLC state include data stored in transmission and reception buffers in PDCP and RLC entities?

There is slight majority that the reverted PDCP/RLC state include data stored in transmission and reception buffer in PDCP and RLC entities, Rapporteur would suggest to go for majority.

Proposal 44.
For non DAPS DRB, upon DAPS HO failure, the reverted PDCP/RLC state includes data stored in transmission and reception buffers in PDCP and RLC entities.


Companies show their support to “UE reverts back to the original source configuration” in [1], [5], [9], [11], and still hope to clarify that the original source configuration is the source cell configuration prior to the reception of the handover command, and so are the data stored in transmission and reception buffers..
The corresponding proposals are as follows [1][5]:

	Proposal 1 At DAPS handover failure, the UE reverts back to the source cell configuration prior to the reception of the handover command. [1]

Proposal 2 At DAPS handover failure, for the non-DAPS bearers, the UE reverts back to the PDCP/RLC state, including data stored in transmission and reception buffers, prior to reception of the handover command. [1]
Proposal 1: The source configuration (including SDAP (for NR), PDCP, RLC and logical channel configuration) of the non-DAPS DRB prior to the DAPS handover is stored at the UE. [5]
Proposal 3: At DAPS handover failure, the UE releases the non-DAPS DRB, and then adds the same non-DAPS DRB again by using the stored configuration (including SDAP (for NR), PDCP, RLC and logical channel configuration of the non-DAPS DRB) prior to the DAPS handover. [5]


Since the intention is to make the description more clear but not to change current majority’s view, so we think it could be a straightforward proposal based on the P28 and P44 in [17] :
Proposal S1_1: Upon DAPS handover failure, UE reverts back to the source configuration prior to the reception of the handover command (including RLC and PDCP state, but do not re-establish PDCP and RLC) for the DRB that is not configured with DAPS.
Proposal S1_2: For non DAPS DRB, upon DAPS HO failure, the reverted PDCP/RLC state includes data stored in transmission and reception buffers in PDCP and RLC entities prior to the reception of the handover command.
Based on P1 and P3 in [5], we could further clarify that the source configuration also includes SDAP (for NR) configuration and logical channel configuration.

Proposal S1_3: For non DAPS DRB, upon DAPS HO failure, the reverted source configuration also includes SDAP (for NR) configuration and logical channel configuration.
Several companies [9][12][13] still hope to re-establish PDCP/RLC entities of non DAPS DRB in case of DAPS HO failure, to address the source key reuse issue. But this issue has already been discussed in 108#66 and the majority view is clear, we suggest only to revisit these proposals if we cannot make agreement based on 108#66.

REVI S1_1: RAN2 to discuss whether to re-establish PDCP/RLC entities of non DAPS DRB in case of DAPS HO failure.

In [16] one question is raised that for UM DRB if the data stored in transmission and reception buffers should be discarded. Since it may have impact on current consensus, we think it could be a proposal for further discussion.

DISC S1_1: RAN2 to discuss “If the data is reverted for non-DAPS DRBs, the data should be discarded for UM DRBs in order to transmit/receive a new data immediately.”
2.2 Source RLM handling during DAPS HO

There is no consensus on how to capture this behaviour of source RLM handling in [17]:
	Summary: online discussion;
Based on companies’s inputs, there is no clear consensus on whether the stop of RLM in source should be explicitly captured. Rap would suggest companies to double check current running CR whether there is any issue or not without mentioning stop of RLM in source. 

· Further discussion, double check running CR.


And current suggestion is going for online discussion. 
In current AI we have three papers on this, but their viewpoints are fragmented. In [6] it proposes to clarify that in-sync, out-of-sync, random access problem and maximum number of retransmissions can still be detected, but T310 is prohibited; in [8] it insists on current description in running CR, i.e. no new behaviour need to be specified. 
So in current papers there is still not clear consensus, this issue should be left for online discussion.
Observation 2: how to capture the stop of RLM in source can be left for online discussion.
In [10] it emphasizes that re-establishment shall not be triggered due to source link RLF after successful RA and before the release of source link. This can be considered as a supplementary proposal to be discussed online.

DISC S2_1: RRC re-establishment shall not be triggered due to source link RLF after successful RA and before the release of source link.
2.3 Re-opened discussions

How to indicate DAPS HO per DRB
It has been discussed in [17] that how to indicate DAPS HO per DRB, and two options are provided, i.e. top-level indication + lists of DAPS DRB (LTE CR) or indication in drb-ToAddModList (NR CR). The majority view is to adopt the NR CR way.

In [2] it discusses the two options and compare them from the RRC message size point of view. Since there is a clear majority view, we don’t think we need to re-open this discussion. But a further clarification may be needed as P3 in [2]:

DISC S3_1: If the DAPS configuration is included in DRB-ToAddMod, RAN2 should then clarify if it is part of the DRB configuration (i.e. not a “one-shot” parameter) and then can be configured prior to the handover.
One RRC message or two RRC messages

RAN2 discussed how to handle source configuration change upon DAPS handover in [17]:
Option 1: DAPS handover command can contain both source and target configuration 

Option 2: DAPS handover command only contain target configuration, but the source can send two RRC messages in one TTI, i.e. DAPS handover command for target, and RRC reconfiguration message for source;

The majority chose option 2.
In [7] it proposes to adopt one RRC message with another RRC message in the container, i.e. RRCReconfiguration message including a container which includes the RRCReconfiguration message for the target configuration, and it is considered as an implementation alternative of two RRC messages. But actually it is not the exactly the same as either option 1 or option 2. Option 1 means target should generate the handover command, but in this new solution it seems source is responsible to generate a RRC message and handover command is included in a container in it. Also different from option 2, there is only one RRC message in this new solution. Since RAN2 has already got a consensus on it in [17] as P30 and P31 below.

	Proposal 30 Source+target configuration cannot be sent in the same RRC message for DAPS HO. 
Proposal 31 If source wants to change it’s configuration during DAPS handover, the source could send two RRC messages in one TTI, i.e. DAPS handover command for target, and RRC reconfiguration message for source. But it is up to network implementation. 


We suggest only to revisit this solution if the corresponding agreement cannot be made based on [17].

REVI S3_1: RAN2 discuss if the following solution can be adopted for source configuration change, i.e. the DAPS handover command is an RRCReconfiguration message including a container which includes the RRCReconfiguration message for the target configuration.
reestablishPDCP applied for SRB

In the email discussion108#66 [17] it was discussed whether reestablishPDCP would be necessary for SRB in DAPS HO, and almost all companies commented it would not be necessary. However it is stated in [15] if AS security key update procedure is performed after reconfiguration with sync procedure, SRB PDCP entity for the target should be re-established at SRB addition/modification procedure to apply the new keys. 

It proposes to confirm which procedure is performed first in the actual implementation. If reconfiguration with sync procedure is performed before AS security key update procedure, it is proposed that SRB PDCP entity for the target should be re-established at SRB addition/modification procedure to apply the new keys. 
DISC S3_2: RAN2 should confirm whether AS security key update procedure is implemented before reconfiguration with sync procedure or not.

DISC S3_3: If reconfiguration with sync procedure is performed before AS security key update procedure, SRB PDCP entity for the target should be re-established at SRB addition/modification procedure to apply the new keys.
2.4 Separate new issues
Subsequent procedure of DAPS HO

In [3] it addresses the case when a subsequent procedure is triggered, i.e. the UE receives an RRC message, after the completion of the DAPS handover procedure, but before the UE has released the source cell resources. The assumed cases may be when UE receives a reconfiguration message including the IE MobilityControlInfo / ReconfigurationWithSync, or if the UE receives MobilityFromEUTRACommand (LTE) or MobilityFromNRCommand (NR), and [3] also discusses what the UE behaviour can be. Since these are not fundamental cases we need to address, we think this issue could be postponed to next meeting.
Observation 3: specific RRC procedure after successful RA but before the release of source link can be studied in next meeting.
NOTE: Detailed discussion on this issue is proposed to be postponed to next meeting.
Key related description in RRC running CR

In [4] it is discussed how to capture key related behaviour in RRC spec, e.g. SRBs and related security key handling of target is captured in the section of Reconfiguration with Sync. These kind of discussion can be done in the specific RRC running CR email discussion, we don’t need to spend online time.

Observation 4: running CR specific discussion can be done in email discussion.
DAPS HO without Key change
In [17] all companies agreed key change is optional for DAPS HO, same as legacy HO. So one potential question raised in [14] may need to be clarified, i.e. for NR, the state variables of the target SRB PDCP should be set to the latest ones kept in the source SRB PDCP if security key is unchanged.
DISC S4_1: RAN2 discuss how to model “for NR, the state variables of the target SRB PDCP should be set to the latest ones kept in the source SRB PDCP if security key is unchanged”.
Also in [18] more related operations are mentioned, the key information is if key isn’t changed during DAPS HO, PDCP COUNT and ROHC context should also be maintained. The following proposals can be further discussed online for aligned understanding, the detail can be discussed in the corresponding email discussions.
DISC S4_2: RAN2 discuss “ for DAPS DRBs, the same RoHC context shall be applied for both the source and target link when DAPS handover is performed without key change”.

DISC S4_3: RAN2 discuss “ for SRBs and non-DAPS DRBs, the PDCP COUNT is maintained when DAPS HO without key change and also at fallback to source cell when DAPS handover is performed without key change”.
3 Conclusions
This paper mainly summarizes the papers in AI 7.3.2.2.1, since baseline proposals should be discussed based on [17] first, we collect the following supplementary proposals:
Agreements proposed to be agreed in this meeting (from all sub-topics)
Proposal S1_1: Upon DAPS handover failure, UE reverts back to the source configuration prior to the reception of the handover command (including RLC and PDCP state, but do not re-establish PDCP and RLC) for the DRB that is not configured with DAPS.
Proposal S1_2: For non DAPS DRB, upon DAPS HO failure, the reverted PDCP/RLC state includes data stored in transmission and reception buffers in PDCP and RLC entities prior to the reception of the handover command.
Proposal S1_3: For non DAPS DRB, upon DAPS HO failure, the reverted source configuration also includes SDAP (for NR) configuration and logical channel configuration.
Open items proposed to be further discussed in this meeting (from all sub-topics)
DISC S1_1: RAN2 to discuss “If the data is reverted for non-DAPS DRBs, the data should be discarded for UM DRBs in order to transmit/receive a new data immediately.”
DISC S2_1: RRC re-establishment shall not be triggered due to source link RLF after successful RA and before the release of source link.
DISC S3_1: If the DAPS configuration is included in DRB-ToAddMod, RAN2 should then clarify if it is part of the DRB configuration (i.e. not a “one-shot” parameter) and then can be configured prior to the handover.
DISC S3_2: RAN2 should confirm whether AS security key update procedure is implemented before reconfiguration with sync procedure or not.

DISC S3_3: If reconfiguration with sync procedure is performed before AS security key update procedure, SRB PDCP entity for the target should be re-established at SRB addition/modification procedure to apply the new keys.
DISC S4_1: RAN2 discuss how to model “for NR, the state variables of the target SRB PDCP should be set to the latest ones kept in the source SRB PDCP if security key is unchanged”.

DISC S4_2: RAN2 discuss “ for DAPS DRBs, the same RoHC context shall be applied for both the source and target link when DAPS handover is performed without key change”.

DISC S4_3: RAN2 discuss “ for SRBs and non-DAPS DRBs, the PDCP COUNT is maintained when DAPS HO without key change and also at fallback to source cell when DAPS handover is performed without key change”.

Proposals that can be revisited if no agreement is made based on 108#66 output

REVI S1_1: RAN2 to discuss whether to re-establish PDCP/RLC entities of non DAPS DRB in case of DAPS HO failure.

REVI S3_1: RAN2 discuss if the following solution can be adopted for source configuration change, i.e. the DAPS handover command is an RRCReconfiguration message including a container which includes the RRCReconfiguration message for the target configuration.
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5 Additional information
	Proposals collected in AI 7.3.2.2.1

[1] R2-2000125
Open issues at fallback to source cell at DAPS handover
Ericsson
Proposal 1
At DAPS handover failure, the UE reverts back to the source cell configuration prior to the reception of the handover command.
Proposal 2
At DAPS handover failure, for the non-DAPS bearers, the UE reverts back to the PDCP/RLC state, including data stored in transmission and reception buffers, prior to reception of the handover command.
Proposal 3
At DAPS handover failure, upon fallback to source cell the UE performs RLC re-establishment for SRB1.
[2] R2-2000127
RRC signalling of DAPS handover per DRB
Ericsson
Proposal 3 The DAPS configuration should be included as a Rel-16 extension within MobilityControlInfo in LTE.

Proposal 4 The DAPS configuration should be included as a Rel-16 extension within ReconfigurationWithSync in NR.

Proposal 5 If the DAPS configuration is included in DRB-ToAddMod (i.e. P1/P2 above are not agreed), RAN2 should then clarify if it is part of the DRB configuration (i.e. not a “one-shot” parameter) and then can be configured prior to the handover.

[3] R2-2000129
Subsequent RRC procedures after DAPS handover
Ericsson
Proposal 1
RAN2 to discuss the issue of subsequent handover before UE having released previous the source cell resources and potential solutions.
Proposal 2
When UE receives a reconfiguration message including the IE MobilityControlInfo / ReconfigurationWithSync, it releases the previous source cell resources, when applicable.
Proposal 3
If the UE receives MobilityFromEUTRACommand (LTE) or MobilityFromNRCommand (NR) after a DAPS handover but before the UE has released the source cell connection, the UE behaviour can be left unspecified.
Proposal 4
Add a note in the inter-RAT handover procedure to say that the UE behaviour is unspecified in this case.
Proposal 5
When UE enters RRC_INACTIVE,  it releases the previous source cell resources, when applicable.
Proposal 6
Add a new subclause where the actions to release the source at DAPS handover are specified.


[4] R2-2000313
Security Key Handling for DAPS Handover
MediaTek Inc.
Proposal 1:
SRBs and related security key handling of target is captured in the section of Reconfiguration with Sync.

Proposal 2:
DRBs and related security key handling are captured in the section of DRB addition/modification.

Proposal 3:
In RRC specifications, specify explicitly that UE should discard the keys for source cell upon receiving RRCReconfiguration with daps-SourceRelease.

Proposal 4:
In RRC specifications, specify explicitly that UE should discard the keys for target cell upon DAPS handover failure.
[5] R2-2000380
Failure handling of the non-DAPS DRB
vivo
Proposal 1: The source configuration (including SDAP (for NR), PDCP, RLC and logical channel configuration) of the non-DAPS DRB prior to the DAPS handover is stored at the UE. 

Proposal 2: For the source connection, the logical channel ID (configured in the DAPS handover command) for the DAPS DRB cannot be collided with the logical channel ID (configured prior to the DAPS handover command) of the non-DAPS DRB.

Proposal 3: At DAPS handover failure, the UE releases the non-DAPS DRB, and then adds the same non-DAPS DRB again by using the stored configuration (including SDAP (for NR), PDCP, RLC and logical channel configuration of the non-DAPS DRB) prior to the DAPS handover.

[6] R2-2000381
Clarification on stopping the source link failure
vivo
Proposal 1: Stopping the source link failure detection means that for the source link:

· T310 is prohibited, but the “in-sync” and “out-of-sync” are still counted in RRC.

· MAC can indicate random access problem, but no further action is needed in RRC.

· RLC can indicate that the maximum number of retransmissions is reached, but no further action is needed in RRC.

Proposal 2: To adopt the text proposal in Annex A for DAPS handover.

[7] R2-2000382
Single or two RRC messages for DAPS handover
 vivo
Proposal 1: The DAPS handover command is included in a single PDCP SDU.

Proposal 2: The DAPS handover command is an RRCReconfiguration message including a container which includes the RRCReconfiguration message for the target configuration. 

[8] R2-2000467
Remaining issues on RLM after RACH for DAPS
Intel Corporation
Proposal 1. Remove “before or” in the procedure text in section 5.3.10.1. 

Proposal 2. No need to capture UE stop RLM on source after RACH success. Reuse current specification procedure. 

[9] R2-2000656
Non-DAPS DRB handling upon DAPS HO failure
OPPO
Proposal 1 Upon DAPS HO failure, UE shall revert the old configuration in source cell and re-establish PDCP for the non-DAPS DRB(s).

[10] R2-2000657
Source RLF handling during DAPS HO
OPPO
Proposal 1: After the successful completion of the RACH to the target cell and before the release of the source link, the UE shall not trigger reestablishment due to the source link RLF.
[11] R2-2000733
Discussion on fallback to source cell
Huawei, HiSilicon
Proposal 1: The DRBs not supporting DAPS can be associated with the source cell when fallback to the source cell.

[12] R2-2000898
Remaining RRC configuration details for DAPS
CATT
Proposal : In case of fallback to source PCell, for the DRB configured without DAPS, UE shall：

i. Re-establish the RLC entity and corresponding logical channel to the source cell again.

ii. Re-establish the PDCP to the source PCell based on source security key.

[13] R2-2001506
Handling of DAPS HO failure
LG Electronics Inc.
Proposal 1. When the DAPS HO failure happens, the PDCP entity in UE configured for non-DAPS HO should perform the re-establishment to update the security key and algorithm for the source cell.
Proposal 2. For UM DRBs, the UE stores the PDCP state variables configured for non-DAPS HO upon receiving the HO command for DAPS, and the UE uses the stored PDCP state variables for the PDCP entity configured for non-DAPS when the DAPS HO failure happens.

[14] R2-2001640
State variables of SRB PDCP for the target in NR
SHARP Corporation
Proposal 1: For NR, the state variables of the target SRB PDCP should be set to the latest ones kept in the source SRB PDCP if security key is unchanged.

Proposal 2: For NR, state variables of the target SRB PDCP should be initialized if security key is changed.

[15] R2-2001641
Clarification of implementation order of Reconfiguration with sync and AS Security key update procedures
SHARP Corporation
Proposal 1: RAN2 should confirm whether AS security key update procedure is implemented before reconfiguration with sync procedure or not.

Proposal 2: If reconfiguration with sync procedure is performed before AS security key update procedure, SRB PDCP entity for the target should be re-established at SRB addition/modification procedure to apply the new keys.

[16] R2-2001642
Non-DAPS DRB handling at DAPS handover failure
SHARP Corporation
Proposal 1: If the data is reverted for non-DAPS DRBs, the data should be discarded for UM DRBs in order to transmit/receive a new data immediately.

Proposal 2: As security key is unchanged at the source, state variables for the PDCP entities should not be initialized regardless of the data is reverted or not for the non-DAPS DRBs.

Proposal 3: If the data is not reverted or if the data is reverted but discarded for the non-DAPS DRBs, state variables for RLC entities, and timers for RLC entities and PDCP entities for the non-DAPS DRBs should be initialized to start new data transmission/reception.

Proposal 4: If the data is reverted and not discarded for the non-DAPS DRBs, state variables for RLC entities, and timers for RLC entities and PDCP entities for the non-DAPS DRBs should not be initialized as the data transmission/reception is continued.
[18] R2-2000126
DAPS handover without key change
Ericsson
Proposal 1
DAPS handover without key change is supported for intra-node handover

Proposal 2
For DAPS DRBs, the same RoHC context shall be applied for both the source and target link when DAPS handover is performed without key change.

Proposal 3
For DAPS DRBs mapped on RLC AM, retransmitted packets in the target cell shall not be recompressed or re-encrypted when DAPS handover is performed without key change.

Proposal 4
For SRBs and non-DAPS DRBs, the PDCP COUNT is maintained when DAPS handover is performed without key change (like in regular handover without key change)

Proposal 5
For SRBs and non-DAPS DRBs, the PDCP COUNT is maintained also at fallback to source cell when DAPS handover is performed without key change.
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