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Introduction
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Due to the guideline from Chairman, this contribution provides a summary of the various discussions proposed in the contributions posted in agenda item 6.4.3.2 [1]-[6] regarding the remaining issues on NR V2X PDCP.
Discussion
[bookmark: _Ref20580421]Issue1: Interaction between PDCP and V2X layer [1]
When UE receives DSM Command (Direct Security Mode Command), logically it can’t do integrity verification because there is no any security parameter is available in PDCP layer. So DSM Command should be firstly delivered to V2X layer to inform V2X layer that a new DSM Command message is received. V2X layer then start to configure PDCP layer with security key and algorithm and activate AS security functionality. After that moment all the messages between the pair of UE will be protected, if configured. Over Uu interface similar story happens between RRC and PDCP layer.
In PDCP layer one note is captured as following:
[image: ]
OPPO prefers a similar description in PDCP layer for SL. 
[bookmark: _Ref32936788]Proposal 1: RAN2 discuss whether the following Note should be captured in PDCP layer for NR sidelink communication:
NOTE: As the PC5-S message which activates the integrity protection function is itself integrity protected with the configuration included in this PC5-S message, this message needs first be decoded by upper layer before the integrity protection verification could be performed for the PDU in which the message was received.

Issue2: PDCP re-establishment and status report [1][2]
[bookmark: _Toc32248889]In NR Uu, during handover procedure, the existing PDCP will be re-established according to configuration from the new cell and PDCP status report will be sent to the new cell so that NW can understand which PDCP PDUs are in the list waiting for transmission. However, in SL, such scenario does not exist that a UE is switching from one UE to anther UE, thus there is no need to consider PDCP re-establishment and status report transmission. Ericsson and OPPO propose NR sidelink does not consider PDCP re-establishment and status report [1][2].
[bookmark: _Ref32936798]Proposal 2: RAN2 discuss that NR sidelink does not support PDCP re-establishment and status report.

Issue3: Length of bits for PDU type [1]
According to the Issue 2, PDCP status report is not needed. Only one control PDU for ROHC feedback is supported in NR SL. Hence 3 bits is bit luxurious for PC5 interface. OPPO propose to use 2 bits for PDU type.
[bookmark: _Ref32936805]Proposal 3: RAN2 discuss that 2 bits PDU type is sufficient for NR sidelink.

Issue4: Length of bits for SDU type [6]
The SDU type length is already agreed in the last meeting as 2bits.
Qualcomm recommend RAN2 revisit the decision and change the decision of the length of the SDU Type length from 2-bits to 3-bits.
There are several reasons are mentioned by Qualcomm as following:
· Reducing the PDCP SDU Type length from 3 bits to 2 bits in Rel-16 reduces the flexibility compared to Rel-14, limiting the ability to address expected SDU types. 
· Release-17 is expected to include additional types, potentially including Discovery message and Relay, both of which are neither IP nor non-IP. 
· A Release-17 UE in PC-5 may use IPv4, and in groupcast or broadcast may send ARP messages.  Since an ARP header differs from non-IP, it cannot be differentiated in PDCP if the PDCP SDU type non-IP is used. 
· Release-17 is expected to require more than two additional PDCP SDU types beyond IP and non-IP.  Ensuring future extensibility implies the PDCP SDU type field should be greater than 2-bits
Therefore, Qualcomm suggests for future flexibility and backward compatibility, RAN2 use 3-bits PDCP SDU type.
[bookmark: _Ref32936809]Proposal 4: RAN2 discuss whether it’s necessary to change PDCP SDU type from 2-bits to 3-bits. Note this will convert the previous agreement.

Issue5: SN size for PC5-S signalling carrying Direct Communication Request [1]
This issue has already been covered in the email discussion [7]. But we can still discuss if the email discussion cannot address this issue.
The majority companies prefer to set the SN size for SRB carrying Direction Communication Request to be 12 bits, which is aligned with other SL SRB and the length is sufficient. 
OPPO prefers to use 18bits SN size so that the PDU format of groupcast and broadcast can be re-used.
[bookmark: _Ref32936812]Proposal 5: RAN2 discuss whether SN size for SL SRB carrying Direction Communication Request is 18 bits or 12 bits.

Issue6: HFNs of RX_DELIV and RX_NEXT [3][5]
This issue has already been covered in the email discussion [7]. But we can still discuss if the email discussion cannot address this issue.
In the email discussion [7], there are two proposals for HFNs of RX_DELIV and RX_NEXT:
Proposal 1: Add a Note that the HFN part of RX_NEXT can be left to UE implementation as such that initial value of RX_DELIV should be a positive value.
Proposal 2: Add a Note that the HFN part of RX_DELIV can be left into UE implementation.
Futurewei and Samsung prefer to either Proposal 1 or Proposal 2, but not both. Futurewei prefers to agree Proposal 2. But the majority view in the email discussion is to agree both proposals.
[bookmark: _Ref32936822]Proposal 6: RAN2 discuss how to solve the issue of HFNs of RX_DELIV and RX_NEXT. There are three approaches:
· Approach a: Only one note is needed. The note needs to clarify that UE implementation needs to select HFN for RX_NEXT and guarantee the initial value of RX_DELIV should be a positive value. 
· Approach b: Only one note is needed. The note needs to clarify that UE implementation needs to select HFN for RX_DELIV.
· Approach c: Add two notes:
· One note is similar as Approach a, i.e., to clarify that UE implementation needs to select HFN for RX_NEXT and guarantee the initial value of RX_DELIV should be a positive value;
· The other note is similar as Approach b, i.e., to clarify that UE implementation needs to select HFN for RX_DELIV.

Issue7: LCID for integrity and ciphering algorithms [4]
This issue has already been covered in the email discussion [7]. But we can still discuss if the email discussion cannot address this issue.
According to Solution #12 in [2], Bearers [0] to [4] are set to LCID. So there is mismatch between the size of bearer identity (5 bits) and the size of LCID (6 bits).
In the email discussion [7], the majority view is to use 5 least significant bits of LCID and check SA3 view on this.
However, Samsung prefers to inform SA3 that they check whether 6 bits LCID can be used in ciphering and integrity algorithms for NR PC5.
Therefore, there are two options to handle this issue.
Option1: RAN2 assume to use 5 least significant bits of LCID, and then send LS to check SA3’s view.
Option2: Send a quick LS to SA3 to ask whether 6 bits LCID can be used in ciphering and integrity algorithms for NR PC5 in the first week during our e-meeting and try to get SA3’s feedback. SA3 will hold their e-meeting during 2nd March – 6th March.
[bookmark: _Ref32936826]Proposal 7: RAN2 discuss how to handle the issue of LCID for integrity and ciphering algorithms. There are following two Options:
· Option1: RAN2 assume to use 5 least significant bits of LCID, and then send LS to check SA3’s view.
· Option2: Send a quick LS to SA3 to ask whether 6 bits LCID can be used in ciphering and integrity algorithms for NR PC5.

Issue8: The size of Key ID carried by PDCP header [1]
This issue has already been covered in the email discussion [7]. But we can still discuss if the email discussion cannot address this issue.
In the email discussion [7], Rapporteur (CATT) thinks we need to handle the issue of Key ID size. There are two options:
Option1: RAN2 assume a size for the Key ID, e.g., 16bits, and then send LS to check SA3’s view.
Option2: RAN2 send a quick LS to SA3 to ask the size of Key ID in the first week during our e-meeting and try to get SA3’s feedback. SA3 will hold their e-meeting during 2nd March – 6th March.
OPPO prefers Option2, since the issue is also related with the content of SA3 Counter with different PDCP SN sizes.
[bookmark: _Ref32936818]Proposal 8: RAN2 discuss how to handle the issue of Key ID size in the PDCP header. There are following two Options:
· Option1: RAN2 assume a size for the Key ID, e.g., 16bits, and then send LS to check SA3’s view.
· Option2: Send a quick LS to SA3 to ask the size of Key ID in the PDCP header regarding to the different PDCP SN sizes.

Issue9: Security counter in PDCP header [4]
This issue has already been covered in the email discussion [7]. But we can still discuss if the email discussion cannot address this issue.
SA3 COUNT in the Solution #12 of [2] follows LTE one to one sidelink communication which uses only PDCP SN. For NR SL unicast, PDCP COUNT value which consisting of SN and HFN is maintained between two UEs. So both PDCP SN and HFN can be considered for security counter in SL unicast which is same as NR Uu. Samsung think that this also should be informed to SA3.
[bookmark: _Ref32936831]Proposal 9: RAN2 discuss whether it’s necessary to send LS to inform SA3 that PDCP SN and HFN are aligned between UEs for NR SL unicast and both can be considered in security counter for NR PC5 as NR Uu.

Conclusion
This contribution described the various issues proposed at this meeting for handling the remaining issues on NR V2X PDCP. Based on the above summary, the proposals made by companies are shown as follows. Follow the guideline that
A potential easy agreement, e.g. Proposals where consensus exists, that seem straightforward to agree
need further discussion. These should be tagged with e.g. [FFS] so they are clearly visible, and should indicate what the primary controversy is.
A candidate for immediate postpone, e.g.  issues that may require other WG discussions or is contentious such that it is unlikely to converge at e-Meeting. 

Considering P1-P3 are the simple and detail issues in the PDCP CR, rapporteur assumes it is candidate for easy-agreement.
[Easy] Proposal 1: RAN2 discuss whether the following Note should be captured in PDCP layer for NR sidelink communication:
NOTE: As the PC5-S message which activates the integrity protection function is itself integrity protected with the configuration included in this PC5-S message, this message needs first be decoded by upper layer before the integrity protection verification could be performed for the PDU in which the message was received.
[Easy] Proposal 2: RAN2 discuss that NR sidelink does not support PDCP re-establishment and status report.
[Easy] Proposal 3: RAN2 discuss that 2 bits PDU type is sufficient for NR sidelink.

Considering P4 will convert the previous agreement, it’s candidate for further-discussion or immediate-postpone to include into a long email discussion.
[FFS/Postpone] Proposal 4: RAN2 discuss whether it’s necessary to change PDCP SDU type from 2-bits to 3-bits. Note this will convert the previous agreement.

The following proposals have already been covered in the email discussion [7]. But we can still discuss if the email discussion cannot address this issue.
Considering P5, P6 have been discussed in the email discussion [7], rapporteur assumes it is candidate for easy-agreement or further-discussion during the e-meeting by email.
[Easy/FFS]Proposal 5: RAN2 discuss whether SN size for SL SRB carrying Direction Communication Request is 18 bits or 12 bits.
[Easy/FFS]Proposal 6: RAN2 discuss how to solve the issue of HFNs of RX_DELIV and RX_NEXT. There are three approaches:
· Approach a: Only one note is needed. The note needs to clarify that UE implementation needs to select HFN for RX_NEXT and guarantee the initial value of RX_DELIV should be a positive value. 
· Approach b: Only one note is needed. The note needs to clarify that UE implementation needs to select HFN for RX_DELIV.
· Approach c: Add two notes:
· One note is similar as Approach a, i.e., to clarify that UE implementation needs to select HFN for RX_NEXT and guarantee the initial value of RX_DELIV should be a positive value;
· The other note is similar as Approach b, i.e., to clarify that UE implementation needs to select HFN for RX_DELIV.

Considering P7-P9 have been raised by email discussion [7] and related LS to SA3, rapporteur assumes we can firstly discuss whether we need a quick LS to SA3 to ask the details aspects related security issues and then we can further discuss the following issues based on RAN2 perspective or SA3 reply LS. Maybe they are candidates for further-discussion or immediate-postpone to include into a long email discussion.
[FFS/Postpone] Proposal 7: RAN2 discuss how to handle the issue of LCID for integrity and ciphering algorithms. There are following two Options:
· Option1: RAN2 assume to use 5 least significant bits of LCID, and then send LS to check SA3’s view.
· Option2: Send a quick LS to SA3 to ask whether 6 bits LCID can be used in ciphering and integrity algorithms for NR PC5.

[FFS/Postpone] Proposal 8: RAN2 discuss how to handle the issue of Key ID size in the PDCP header. There are following two Options:
· Option1: RAN2 assume a size for the Key ID, e.g., 16bits, and then send LS to check SA3’s view.
· Option2: Send a quick LS to SA3 to ask the size of Key ID in the PDCP header regarding to the different PDCP SN sizes.

[FFS/Postpone] Proposal 9: RAN2 discuss whether it’s necessary to send LS to inform SA3 that PDCP SN and HFN are aligned between UEs for NR SL unicast and both can be considered in security counter for NR PC5 as NR Uu.
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NOTE: As the RRC message which activates the integrity protection function is itself integrity protected with the
configuration included in this RRC message, this message needs first be decoded by RRC before the
integrity protection verification could be performed for the PDU in which the message was received.




