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1
Introduction
In the email discussion108#66 [1] it was discussed whether the reverted PDCP/RLC state would include data stored in transmission and reception buffers in PDCP and RLC entities. This document discusses how state variables and timers at each entities for non-DAPS DRB in case (1) the data is reverted, and (2) the data is not reverted.
2
Discussion
In legacy handover failure, after the UE reverts back to the source configuration, the security key is changed and all DRBs are released and added by full configuration. Therefore, even if the data is reverted, the UE is not possible to transmit the data in the buffers at the source.
Observation 1: In legacy handover failure, after the UE reverts back to the source configuration, the security key is changed and all DRBs are released and added by full configuration.
Observation 1a: In legacy handover failure, even if the data is reverted, the UE is not possible to transmit the data in the buffers at the source.

For DAPS handover failure, it was agreed that the UE resumes DRB data transmission via the source link for DPAS DRBs. Therefore unlike legacy handover, security key is unchanged at the source. As the security key is unchanged, if the data is reverted for the non-DAPS DRBs, transmitting the data at the source would be possible.
Observation 2: For DAPS handover failure, as the security key is unchanged at the source, if the data is reverted for the non-DAPS DRBs, transmitting the data at the source would be possible.
If we assume the data is reverted of non-DAPS DRBs when the UE reverts back to the source configuration, the data should be discarded at least for the UM DRBs. UM DRBs are mainly used for bi-directional real time services, such as conversational voice service, and the reverted data is too old for the application layers. Therefore for UM DRBs, the old data should be discarded to transmit/receive a new data immediately.
Observation 3: UM DRBs are mainly used for bi-directional real time services, such as conversational voice service, and the reverted data is too old for the application layers.
Proposal 1: If the data is reverted for non-DAPS DRBs, the data should be discarded for UM DRBs in order to transmit/receive a new data immediately.
If the reverted data is discarded or the data is not reverted for the non-DAPS DRBs, all state variables for RLC entities, and all timers for RLC entities and PDCP entities for the non-DAPS DRBs should be initialized to start new data transmission/reception. However as the security key is unchanged at the source, state variables for the PDCP entities should not be initialized to avoid reuse of the COUNT value with the same RB identity and with the same security key regardless of the data is reverted or not for the non-DAPS DRBs.
Proposal 2: As security key is unchanged at the source, state variables for the PDCP entities should not be initialized regardless of the data is reverted or not for the non-DAPS DRBs.
Proposal 3: If the data is not reverted or if the data is reverted but discarded for the non-DAPS DRBs, state variables for RLC entities, and timers for RLC entities and PDCP entities for the non-DAPS DRBs should be initialized to start new data transmission/reception.
If the data is reverted and not discarded, state variables for RLC entities, and timers for RLC entities and PDCP entities for the non-DAPS DRBs should not be initialized as the data transmission/reception is continued.

Proposal 4: If the data is reverted and not discarded for the non-DAPS DRBs, state variables for RLC entities, and timers for RLC entities and PDCP entities for the non-DAPS DRBs should not be initialized as the data transmission/reception is continued.
3
Conclusion
We have the following observation and a proposals:
Observation 1: In legacy handover failure, after the UE reverts back to the source configuration, the security key is changed and all DRBs are released and added by full configuration.
Observation 1a: In legacy handover failure, even if the data is reverted, the UE is not possible to transmit the data in the buffers at the source.

Observation 2: For DAPS handover failure, as the security key is unchanged at the source, if the data is reverted for the non-DAPS DRBs, transmitting the data at the source would be possible.
Observation 3: UM DRBs are mainly used for bi-directional real time services, such as conversational voice service, and the reverted data is too old for the application layers.
Proposal 1: If the data is reverted for non-DAPS DRBs, the data should be discarded for UM DRBs in order to transmit/receive a new data immediately.

Proposal 2: As security key is unchanged at the source, state variables for the PDCP entities should not be initialized regardless of the data is reverted or not for the non-DAPS DRBs.
Proposal 3: If the data is not reverted or if the data is reverted but discarded for the non-DAPS DRBs, state variables for RLC entities, and timers for RLC entities and PDCP entities for the non-DAPS DRBs should be initialized to start new data transmission/reception.
Proposal 4: If the data is reverted and not discarded for the non-DAPS DRBs, state variables for RLC entities, and timers for RLC entities and PDCP entities for the non-DAPS DRBs should not be initialized as the data transmission/reception is continued.
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