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[bookmark: _Ref178064866]Introduction
This document discusses which compassion/decompression should be performed first when the EHC and ROHC are simultaneously configured to a PDCP entity.

[bookmark: _Toc462951621][bookmark: _Toc462951630][bookmark: _Toc465023135][bookmark: _Toc465023136][bookmark: _Toc465346829]Discussion
In RAN2#107bis meeting, it was agreed that the EHC and ROHC can be simultaneously configured to a PDCP entity. However, it is still ambiguous which compression should be performed first when the EHC and ROHC are simultaneously configured to a PDCP entity. 
In order to correctly perform two compression algorithms in a transmitting PDCP entity, the following options can be considered.
· Option 1 The EHC is performed after performing the ROHC in the transmitting PDCP entity.
· Option 2. The EHC is performed before performing the ROHC in the transmitting PDCP entity.

Figure 1 Example of compression procedure

In figure 1, we illustrate the compression procedure for Option 1 and Option 2. The main difference is that Option 1 performs checking the Ethernet header length before performing the ROHC. Considering that the location of the IP header should be identified to successfully compress the PDCP SDU by ROHC, Option 1 requires checking the Ethernet header length before performing the ROHC. Note that the IP header is located right after at the end of the Ethernet header.
On the contrary, for Option 2, the Ethernet header inspection may not be required because the Ethernet header length can be identified while performing the EHC compression. In other words, the location of the IP header can be identified after performing the EHC compression.
In summary, Option 1 requires the additional complexity to identify the Ethernet header length. Therefore, we propose that the EHC should be performed before performing the ROHC in the transmitting PDCP entity. 
[bookmark: _Toc458688128][bookmark: _Toc458688133][bookmark: _Toc458700495][bookmark: _Toc458688134][bookmark: _Toc458700496][bookmark: _Toc458461065][bookmark: _Toc450773277][bookmark: _Toc450773306][bookmark: _Toc450773354][bookmark: _Toc450773369][bookmark: _Toc450774156][bookmark: _Toc450814189]Proposal 1. The EHC should be performed before performing the ROHC in a transmitting PDCP entity.

If the proposal 1 is agreeable, RAN2 should discuss which decompression should be performed first when the EHC and ROHC are simultaneously configured to a receiving PDCP entity.
In order to correctly perform two decompression algorithms in a receiving PDCP entity, the following options can be considered.
· Option 1 The EHC is performed after performing the ROHC in a receiving PDCP entity.
· Option 2. The EHC is performed before performing the ROHC in a receiving PDCP entity.


Figure 2 Example of decompression procedure

In figure 2, we illustrate the compression procedure for Option 1 and Option 2. The main difference is that Option 1 performs checking the compressed Ethernet header length before performing the ROHC. This is because the location of the compressed IP header should be identified to successfully decompress the PDCP PDU by ROHC. However, considering that either full header or compressed header can be contained in the compressed Ethernet header, it is hard to identify the compressed Ethernet header length before performing the EHC. Thus, for Option 1, it is needed to know whether the compressed Ethernet header is full header or compressed header without EHC then the compressed Ethernet header length can be identified.
On the contrary, for Option 2, since the EHC is performed before performing the ROHC, there is no reason to check the compressed Ethernet header length. This is because the location of the compressed IP header can be identified after performing the EHC. 
Based on the above discussion, we propose that the EHC should be performed before performing the ROHC in a receiving PDCP entity.
Proposal 2. The EHC should be performed before performing the ROHC in a receiving PDCP entity. 

With the proposal 1 and proposal 2, the functional view of PDCP can be modified as follows



Figure 4.2.2-1: PDCP layer, functional view
Conclusion
[bookmark: _Toc450908196][bookmark: _In-sequence_SDU_delivery]In this contribution, we discuss which compassion/decompression should be performed first when the EHC and ROHC are simultaneously configured to a PDCP entity. Based on the above discussion, we propose followings.
Proposal 1. The EHC should be performed before performing the ROHC in a transmitting PDCP entity.
Proposal 2. The EHC should be performed before performing the ROHC in a receiving PDCP entity. 

Text proposal for running CR
[bookmark: _Toc12616323]4.2.2	PDCP entities
The PDCP entities are located in the PDCP sublayer. Several PDCP entities may be defined for a UE. Each PDCP entity is carrying the data of one radio bearer.
A PDCP entity is associated either to the control plane or the user plane depending on which radio bearer it is carrying data for.
Figure 4.2.2.1 represents the functional view of the PDCP entity for the PDCP sublayer; it should not restrict implementation. The figure is based on the radio interface protocol architecture defined in TS 38.300 [2].
For split bearers, routing is performed in the transmitting PDCP entity.
A PDCP entity associated with DRB can be configured by upper layers TS 38.331 [3] to use header compression. In this version of the specification, the robust header compression protocol (ROHC) and the Ethernet header compression protocol (EHC) are supported. Each header compression protocol is independently configured for a DRB.



Figure 4.2.2-1: PDCP layer, functional view
…
[bookmark: _Toc12616335]5.2.1	Transmit operation
At reception of a PDCP SDU from upper layers, the transmitting PDCP entity shall:
-	start the discardTimer associated with this PDCP SDU (if configured).
For a PDCP SDU received from upper layers, the transmitting PDCP entity shall:
-	associate the COUNT value corresponding to TX_NEXT to this PDCP SDU;
NOTE 1:	Associating more than half of the PDCP SN space of contiguous PDCP SDUs with PDCP SNs, when e.g., the PDCP SDUs are discarded or transmitted without acknowledgement, may cause HFN desynchronization problem. How to prevent HFN desynchronization problem is left up to UE implementation.
-	perform header compression of the PDCP SDU using EHC as specified in the clause 5.X.4;
-	perform header compression of the PDCP SDU using ROHC as specified in the clause 5.7.4;
-	perform integrity protection, and ciphering using the TX_NEXT as specified in the clause 5.9 and 5.8, respectively;
-	set the PDCP SN of the PDCP Data PDU to TX_NEXT modulo 2[pdcp-SN-SizeUL];
-	increment TX_NEXT by one;
-	submit the resulting PDCP Data PDU to lower layer as specified below.
When submitting a PDCP PDU to lower layer, the transmitting PDCP entity shall:
-	if the transmitting PDCP entity is associated with one RLC entity:
-	submit the PDCP PDU to the associated RLC entity;
-	else, if the transmitting PDCP entity is associated with at least two RLC entities:
-	if the PDCP duplication is activated:
-	if the PDCP PDU is a PDCP Data PDU:
-	duplicate the PDCP Data PDU and submit the PDCP Data PDU to the associated RLC entities activated for PDCP duplication;
-	else:
-	submit the PDCP Control PDU to the primary RLC entity;
-	else:
-	if the split secondary RLC entity is configured; and
-	if the total amount of PDCP data volume and RLC data volume pending for initial transmission (as specified in TS 38.322 [5]) in the primary RLC entity and the split secondary RLC entity is equal to or larger than ul-DataSplitThreshold:
-	submit the PDCP PDU to either the primary RLC entity or the split secondary RLC entity;
-	else:
-	submit the PDCP PDU to the primary RLC entity.
NOTE 2:	If the transmitting PDCP entity is associated with two RLC entities, the UE should minimize the amount of PDCP PDUs submitted to lower layers before receiving request from lower layers and minimize the PDCP SN gap between PDCP PDUs submitted to two associated RLC entities to minimize PDCP reordering delay in the receiving PDCP entity.
[bookmark: Signet11][bookmark: _Toc12616336]5.2.2	Receive operation
[bookmark: _Toc12616337]5.2.2.1	Actions when a PDCP Data PDU is received from lower layers
In this clause, following definitions are used:
-	HFN(State Variable): the HFN part (i.e. the number of most significant bits equal to HFN length) of the State Variable;
-	SN(State Variable): the SN part (i.e. the number of least significant bits equal to PDCP SN length) of the State Variable;
-	RCVD_SN: the PDCP SN of the received PDCP Data PDU, included in the PDU header;
-	RCVD_HFN: the HFN of the received PDCP Data PDU, calculated by the receiving PDCP entity;
-	RCVD_COUNT: the COUNT of the received PDCP Data PDU = [RCVD_HFN, RCVD_SN].
At reception of a PDCP Data PDU from lower layers, the receiving PDCP entity shall determine the COUNT value of the received PDCP Data PDU, i.e. RCVD_COUNT, as follows:
-	if RCVD_SN < SN(RX_DELIV) – Window_Size:
-	RCVD_HFN = HFN(RX_DELIV) + 1.
-	else if RCVD_SN >= SN(RX_DELIV) + Window_Size:
-	RCVD_HFN = HFN(RX_DELIV) – 1.
-	else:
-	RCVD_HFN = HFN(RX_DELIV);
-	RCVD_COUNT = [RCVD_HFN, RCVD_SN].
After determining the COUNT value of the received PDCP Data PDU = RCVD_COUNT, the receiving PDCP entity shall:
-	perform deciphering and integrity verification of the PDCP Data PDU using COUNT = RCVD_COUNT;
-	if integrity verification fails:
-	indicate the integrity verification failure to upper layer;
-	discard the PDCP Data PDU;
-	if RCVD_COUNT < RX_DELIV; or
-	if the PDCP Data PDU with COUNT = RCVD_COUNT has been received before:
-	discard the PDCP Data PDU;
If the received PDCP Data PDU with COUNT value = RCVD_COUNT is not discarded above, the receiving PDCP entity shall:
-	store the resulting PDCP SDU in the reception buffer;
-	if RCVD_COUNT >= RX_NEXT:
-	update RX_NEXT to RCVD_COUNT + 1.
-	if outOfOrderDelivery is configured:
-	deliver the resulting PDCP SDU to upper layers.
-	if RCVD_COUNT = RX_DELIV:
-	deliver to upper layers in ascending order of the associated COUNT value after performing header decompression using EHC as specified in the clause 5.X.5 and/or using ROHC as specified in the clause 5.7.5, if not decompressed before;
-	all stored PDCP SDU(s) with consecutively associated COUNT value(s) starting from COUNT = RX_DELIV;
-	update RX_DELIV to the COUNT value of the first PDCP SDU which has not been delivered to upper layers, with COUNT value > RX_DELIV;
-	if t-Reordering is running, and if RX_DELIV >= RX_REORD:
-	stop and reset t-Reordering.
-	if t-Reordering is not running (includes the case when t-Reordering is stopped due to actions above), and RX_DELIV < RX_NEXT:
-	update RX_REORD to RX_NEXT;
-	start t-Reordering.
[bookmark: _Toc12616338]5.2.2.2	Actions when a t-Reordering expires
When t-Reordering expires, the receiving PDCP entity shall:
-	deliver to upper layers in ascending order of the associated COUNT value after performing header decompression using EHC as specified in the clause 5.X.5 and/or using ROHC as specified in the clause 5.7.5, if not decompressed before:
-	all stored PDCP SDU(s) with associated COUNT value(s) < RX_REORD;
-	all stored PDCP SDU(s) with consecutively associated COUNT value(s) starting from RX_REORD;
-	update RX_DELIV to the COUNT value of the first PDCP SDU which has not been delivered to upper layers, with COUNT value >= RX_REORD;
-	if RX_DELIV < RX_NEXT:
-	update RX_REORD to RX_NEXT;
-	start t-Reordering.
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