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1 Introduction
In this contribution, we would like to discuss the remaining issues on Idle/Inactive mode procedures for Non-Public Network (NPN).
2 Discussion
2.1 Reserving a PCI range for NPN
Whether to reserve frequency and PCI depends on network deployment. In this part, we would like to discuss the details on reserving PCI for NPN.

In RAN#107 bis meeting, it was agreed that:

3.
reserving a PCI range for CAG cells is purely a deployment issue (does not need to be reflected in the spec)

4.
the PCI list of CAG cells can optionally be signalled to UEs. FFS on details of the list
9.
reserving a PCI range for SNPN cells is purely a deployment issue (does not need to be reflected in the spec)

10.
FFS whether PCI range of SNPN cells can optionally be signalled to UEs.
If the network reserves a PCI range for CAG or SNPN cells, such PCI range should be signalled to UE to reduce unnecessary measurements. In TS 36.331, the reserved PCIs are broadcasted in the form of a PCI range:
SystemInformationBlockType4 information element
-- ASN1START

SystemInformationBlockType4 ::=

SEQUENCE {


intraFreqNeighCellList



IntraFreqNeighCellList

OPTIONAL,
-- Need OR


intraFreqBlackCellList



IntraFreqBlackCellList



OPTIONAL,
-- Need OR


csg-PhysCellIdRange




PhysCellIdRange



OPTIONAL,
-- Cond CSG


...,


lateNonCriticalExtension



OCTET STRING



OPTIONAL,


[[
intraFreqNeighHSDN-CellList-r15

IntraFreqNeighHSDN-CellList-r15
OPTIONAL
-- Need OR


]]

}

However, considering that PCIs reserved for CAG may not be contiguous, a list of PCI ranges is preferred, which is similar to the blacklisted cell ranges in SIB3 and SIB4 in TS 38.331:

IntraFreqBlackCellList ::=          SEQUENCE (SIZE (1..maxCellBlack)) OF PCI-Range
InterFreqBlackCellList ::=          SEQUENCE (SIZE (1..maxCellBlack)) OF PCI-Range
PCI-Range ::=                       SEQUENCE {

    start                               PhysCellId,

    range                               ENUMERATED {n4, n8, n12, n16, n24, n32, n48, n64, n84,

                                                    n96, n128, n168, n252, n504, n1008,spare1}                  OPTIONAL    -- Need S

}

The reserved PCI list for NPN could be included in some SIB (e.g. SIB4) and broadcasted to IDLE/INACTIVE UEs or sent in RRC message requested by UEs as On-demand SI. Besides the PCI range list, the related CAG ID should be included in the SIB or RRC message. The SNPN ID should not be included since the mobility is only supported within the SNPN cells with the same SNPN ID.
For the CONNECTED UEs, the network could include the reserved PCIs in measurement configuration in RRCReconfiguration message.
Based on the above analysis, we’d like to give the following proposals:

Proposal 1a: The PCI range list of current SNPN ID can be signalled to UEs.

Proposal 1b: Both the PCI range list and related CAG ID can be signalled to UEs.
2.2 Access control for SNPN
As described in TS 23.501 [2], in order to prevent access to SNPNs for authorized UE(s) in case of network congestion/overload, Unified Access Control information is configured per non-public network (i.e. as part of the subscription information that the UE has for a given non-public network). To identify an SNPN cell, both PLMN ID and NID are broadcast. Currently, the Rel-15 UAC can be configured in the granularity of PLMN(s) [3]. The PLMN is indicated by the plmn-IdentityIndex IE. 

UAC-BarringPerPLMN-List information element

-- ASN1START

-- TAG-UAC-BARRINGPERPLMN-LIST-START

UAC-BarringPerPLMN-List ::=         SEQUENCE (SIZE (1.. maxPLMN)) OF UAC-BarringPerPLMN

UAC-BarringPerPLMN ::=              SEQUENCE {

plmn-IdentityIndex                  INTEGER (1..maxPLMN),
    uac-ACBarringListType               CHOICE{

        uac-ImplicitACBarringList           SEQUENCE (SIZE(maxAccessCat-1)) OF UAC-BarringInfoSetIndex,

        uac-ExplicitACBarringList           UAC-BarringPerCatList

    }                                                                                                     OPTIONAL     -- Need S

}

-- TAG-UAC-BARRINGPERPLMN-LIST-STOP

-- ASN1STOP

	UAC-BarringPerPLMN-List field descriptions

	uac-ACBarringListType
Access control parameters for each access category valid only for a specific PLMN. UE behaviour upon absence of this field is specified in clause 5.3.14.2.

	plmn-IdentityIndex

Index of the PLMN across the plmn-IdentityList fields included in SIB1.


The Rel-15 UAC scheme cannot distinguish the access of different SNPN IDs. To control the access of UEs from multiple SNPNs better, it is desirable to consider the SNPN specific access control. 
As illustrated above, the plmn-IdentityIndex can indicate the index of the PLMN across the plmn-IdentityList fields included in SIB1. As discussed in [4], it is reasonable to include the SNPN network ID as the generalized network index. According to the email discussion [108#37][PRN] RRC Running CR (Nokia) [2], the SNPN ID will be included in NPN-IdentityInfoList:

CellAccessRelatedInfo   ::=         SEQUENCE {

    plmn-IdentityList                   PLMN-IdentityInfoList,

    cellReservedForOtherUse             ENUMERATED {true}  OPTIONAL,            -- Need R

    ...,

    [[

    cellReservedForFutureUse-r16           ENUMERATED {true}  OPTIONAL,            -- Need R

    npn-IdentityInfoList-r16               NPN-IdentityInfoList-r16  OPTIONAL          -- Need R

    ]]

}

NPN-IdentityInfoList-r16 ::=           SEQUENCE (SIZE (1..maxNPN-r16)) OF NPN-IdentityInfo-r16

NPN-IdentityInfo-r16 ::=               SEQUENCE {

    npn-IdentityList-r16                   SEQUENCE (SIZE (1..maxNPN-r16)) OF NPN-Identity-r16,

    trackingAreaCode-r16                   TrackingAreaCode,

    ranac-r16                              RAN-AreaCode                                                OPTIONAL,       -- Need R

    cellIdentity-r16                       CellIdentity,

    cellReservedForOperatorUse-r16         ENUMERATED {reserved, notReserved},

    ...

}

NPN-Identity-r16 ::=                    CHOICE {

    pni-npn-r16                             SEQUENCE {

        plmn-Identity-r16                       PLMN-Identity,

        cag-IdentityList-r16                    SEQUENCE (SIZE (1..maxNPN-r16)) OF CAG-Identity-r16

    },

    snpn-r16                                   SEQUENCE {

        plmn-Identity                          PLMN-Identity,

        nid-List-r16                           SEQUENCE (SIZE (1..maxNPN-r16)) OF NID-r16

    } 

}

CAG-Identity-r16 ::=                    BIT STRING (SIZE (32))

NID-r16 ::=                             BIT STRING (SIZE (52))

Consequently, the index of plmn-IdentityIndex IE can be extended to indicate the related PLMN ID and NID across the npn-IdentityInfoList fields included in SIB1. The SNPN UE can perform access barring check based on the related set of UAC parameters of its PLMN ID and NID indicated by the network index. In this way, SNPN ID specific UAC can be naturally supported by the Rel-15 ASN.1 structure of UAC. 
Proposal 2: RAN2 to consider SNPN specific UAC scheme by extending the index of plmn-IdentityIndex IE to indicate the related PLMN ID and NID across the npn-IdentityInfoList fields included in SIB1.
3 Conclusion
In this paper, we have discussed the idle and inactive mode procedures of Non-Public Network (NPN). We have the following proposals:
Proposal 1a: The PCI range list of current SNPN ID can be signalled to UEs.

Proposal 1b: Both the PCI range list and related CAG ID can be signalled to UEs.
Proposal 2: RAN2 to consider SNPN specific UAC scheme by extending the index of plmn-IdentityIndex IE to indicate the related PLMN ID and NID across the npn-IdentityInfoList fields included in SIB1.
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