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1	Introduction
The following agreements were made during RAN2#108 meeting on the topic of initial access of IAB-MT, based on e-mail discussion summarized in [1]:
	Both support of IAB node(s) and the cell status for IAB node(s) is combined in a single IE, i.e. if the IE is present, the cell supports IABs and the cell is also considered as a candidate for IABs; if the IE is absent, the cell does not support IAB and/or the cell is barred for IAB. 
This IE can be provided per PLMN.
[bookmark: _Hlk30679181]The case that UEs are barred but IAB nodes are allowed to access shall be supported. FFS if this is supported by MIB: CellBarred (i.e. IAB MT ignores the MIB cellBarred when set) or SIB1: CellReservations (i.e. IAB MT ignores SIB cell reservations, or has an access identity that allow access)
No new Establishment Cause values in RRC Connection Setup are defined.
No new Re-establishment Cause values are defined.



This contribution discusses the remaining aspects of this topic.
2	EN-DC UEs support in standalone IAB network
It was agreed that: “The case that UEs are barred but IAB nodes are allowed to access shall be supported.” It is however still unclear which of the available barring parameters to use for this purpose. There are following options:
1. Use cellReservedForOperatorUse 
2. Use cellReservedForOtherUse 
3. Use cell barred status indication in MIB and allow IAB-MTs to ignore it and read SIB1, if available.
How these three fields are used altogether is explained in section “5.3.1 Cell status and cell reservations” of TS 38.304 and can be summarized as follows together with considerations on how they could be used for IAB:
1. In case cellReservedForOperatorUse is set to “reserved”, the cell will be treated as barred by all the UEs except the UEs assigned with Access Identities 11 or 15, which are reserved for operator use. IAB-MTs would then need to be assigned these identities or a new Access Identity would have to be specified for the sake of IAB-MT. To avoid situations where IAB-MTs are connecting to the cells reserved for another reason than IAB, they should also be checking IAB support indication in SIB1 at the same time (iab-Support parameter from the current running RRC CR). cellReservedForOperatorUse can be signalled per PLMN.
2. When cellReservedForOtherUse is set to “true”, all the UEs are currently forbidden to access the cell (they treat it as barred). A rule could be implemented that IAB-MT is allowed to use the cell reserved for other use in case it provides IAB support indication at the same time. cellReservedForOtherUse is signalled per cell for all PLMNs.
3. In case cellBarred in MIB is set to “barred”, no UE is allowed to access the cell. This alternative is most power efficient from Access UEs point of view, since they realize the cell is not available for them as long as they read MIB while the other two indications are carried in SIB1. cellBarred in MIB is signalled per cell for all PLMNs. For such cells to be accessible by IAB MTs, they should be able to ignore cell barred status and the IAB support indication could be used for this purpose as well (similarly as with cellReservedForOtherUse).
All three options are certainly feasible. The first alternative requires specifications work outside of RAN2 while the other two can be contained within RAN2. Alternative 2 and 3 require similar and rather small amount of work, but alternative 3 is more power efficient for Access UEs and is aligned with how UEs are normally prevented from camping on EN-DC NR cells. We therefore suggest to adopt alternative 3 in IAB as well.
Proposal 1: cellBarred indication in MIB should be used to prevent Access UEs from camping on IAB Donor or IAB node operating in SA mode, but deployed in EN-DC only networks. 
Proposal 2: IAB-MT may ignore the cellBarred indication in MIB in case the cell provides IAB support indication in SIB1.
3	Access control
An e-mail discussion in [1] also discussed whether the IAB-MT should be subject to Unified Access Control. Topic was also raised during the online session in RAN2#108 meeting, but no conclusion could be reached. In our opinion applying UAC as is to IAB-MT could bring issues during network operation. If an IAB node gets overloaded, it may apply UAC to prevent more Access UEs from connecting. However, at the same time, UAC would be applied to new session establishment attempts from child nodes or to other IAB nodes, which in consequence may lead to deepening the overload rather than mitigating it.
Observation 1: Applying UAC to IAB-MT in the same way as to Access UEs may lead to deepening overload situation in the network. 
Based on this, we think that if UAC was to be applied to IAB-MTs, it would require changes specific to IAB. On the other hand, we already agreed to have an IAB support indication in SIB1, which can be turned off to prevent IAB-MTs from accessing a certain cell. We therefore do not see the need to modify UAC for the sake of IAB. In order to avoid issues mentioned above, we therefore propose the following:
Proposal 3: IAB-MT should not perform UAC related procedures, i.e. it ignores UAC settings.
4	Cell reselection for IAB-MT
TS 38.304 captures the cell reselection rules for cases where the cell is indicated to be barred. Since iab-Support parameter is used by IAB-MT to determine whether the cell is barred or not from its perspective, a related rule needs to be added in TS 38.304. 
Proposal 4: Capture in TS 38.304 that the IAB-MT may exclude the barred cell as a candidate for cell selection/reselection for up to 300 seconds based on lack of iab-Support indication in SIB1.
5	Summary
In the contribution, the following is observed and proposed:
Proposal 1: cellBarred indication in MIB should be used to prevent Access UEs from camping on IAB Donor or IAB node operating in SA mode, but deployed in EN-DC only networks. 
Proposal 2: IAB-MT may ignore the cellBarred indication in MIB in case the cell provides IAB support indication in SIB1.
Observation 1: Applying UAC to IAB-MT in the same way as to Access UEs may lead to deepening overload situation in the network. 
Proposal 3: IAB-MT should not be perform UAC related procedures, i.e. it ignores UAC settings.
Proposal 4: Capture in TS 38.304 that the IAB-MT may exclude the barred cell as a candidate for cell selection/reselection for up to 300 seconds based on lack of iab-Support indication in SIB1.
[bookmark: _GoBack]Annexes A and B provide the TPs for TS 38.331 and TS 38.304 respectively.
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Annex A TP for 38.331
[bookmark: _Toc20425664][bookmark: _Toc29321060]5.2.2.4	Actions upon receipt of System Information
[bookmark: _Toc20425665][bookmark: _Toc29321061]5.2.2.4.1	Actions upon reception of the MIB
Upon receiving the MIB the UE shall:
1>	store the acquired MIB;
1>	if the UE is in RRC_IDLE or in RRC_INACTIVE, or if the UE is in RRC_CONNECTED while T311 is running:
2>	if the cellBarred in the acquired MIB is set to barred:
3>	consider the cell as barred in accordance with TS 38.304 [20];
3>	if intraFreqReselection is set to notAllowed:
4>	consider cell re-selection to other cells on the same frequency as the barred cell as not allowed, as specified in TS 38.304 [20].
3>	else:
4>	consider cell re-selection to other cells on the same frequency as the barred cell as allowed, as specified in TS 38.304 [20].
2>	else:
3>	apply the received systemFrameNumber, pdcch-ConfigSIB1, subCarrierSpacingCommon, ssb-SubcarrierOffset and dmrs-TypeA-Position.
NOTE:	IAB-MT may ignore cellBarred indication in the acquired MIB.

[bookmark: _Toc20425684][bookmark: _Toc29321080]5.3.3	RRC connection establishment
[bookmark: _Toc20425685][bookmark: _Toc29321081]5.3.3.1	General


Figure 5.3.3.1-1: RRC connection establishment, successful


Figure 5.3.3.1-2: RRC connection establishment, network reject
The purpose of this procedure is to establish an RRC connection. RRC connection establishment involves SRB1 establishment. The procedure is also used to transfer the initial NAS dedicated information/ message from the UE to the network.
The network applies the procedure e.g.as follows:
-	When establishing an RRC connection;
-	When UE is resuming or re-establishing an RRC connection, and the network is not able to retrieve or verify the UE context. In this case, UE receives RRCSetup and responds with RRCSetupComplete.
[bookmark: _Toc20425686][bookmark: _Toc29321082]5.3.3.2	Initiation
The UE initiates the procedure when upper layers request establishment of an RRC connection while the UE is in RRC_IDLE and it has acquired essential system information as described in 5.2.2.1.
The UE shall ensure having valid and up to date essential system information as specified in clause 5.2.2.2 before initiating this procedure.
Upon initiation of the procedure, the UE shall:
1>	if not operating as an IAB-MT; and
1>	if the upper layers provide an Access Category and one or more Access Identities upon requesting establishment of an RRC connection:
2>	perform the unified access control procedure as specified in 5.3.14 using the Access Category and Access Identities provided by upper layers;
3>	if the access attempt is barred, the procedure ends;
1>	apply the default L1 parameter values as specified in corresponding physical layer specifications except for the parameters for which values are provided in SIB1;
1>	apply the default MAC Cell Group configuration as specified in 9.2.2;
1>	apply the CCCH configuration as specified in 9.1.1.2;
1>	apply the timeAlignmentTimerCommon included in SIB1;
1>	start timer T300;
1>	initiate transmission of the RRCSetupRequest message in accordance with 5.3.3.3;


[bookmark: _Toc20425767][bookmark: _Toc29321163]5.3.14	Unified Access Control
[bookmark: _Toc20425768][bookmark: _Toc29321164]5.3.14.1	General
The purpose of this procedure is to perform access barring check for an access attempt associated with a given Access Category and one or more Access Identities upon request from upper layers according to TS 24.501 [23] or the RRC layer.
After a PCell change in RRC_CONNECTED the UE shall defer access barring checks until it has obtained SIB1 (as specified in 5.2.2.2) from the target cell.
Unified Access Control procedure is not applicable to IAB-MT.

Annex B TP for 38.304
[bookmark: _Toc29245223]5.3.1	Cell status and cell reservations
Cell status and cell reservations are indicated in the MIB or SIB1 message as specified in TS 38.331 [3] by means of three fields:
-	cellBarred (IE type: "barred" or "not barred") 
Indicated in MIB message. In case of multiple PLMNs indicated in SIB1, this field is common for all PLMNs
-	cellReservedForOperatorUse (IE type: "reserved" or "not reserved") 
Indicated in SIB1 message. In case of multiple PLMNs indicated in SIB1, this field is specified per PLMN.
[bookmark: _Hlk506409868]-	cellReservedForOtherUse (IE type: "true") 
Indicated in SIB1 message. In case of multiple PLMNs indicated in SIB1, this field is common for all PLMNs.
When cell status is indicated as "not barred" and "not reserved" for operator use and not "true" for other use,
-	All UEs shall treat this cell as candidate during the cell selection and cell reselection procedures.
When cell status is indicated as "true" for other use,
-	The UE shall treat this cell as if cell status is "barred".
When cell status is indicated as "not barred" and "reserved" for operator use for any PLMN and not "true" for other use,
-	UEs assigned to Access Identity 11 or 15 operating in their HPLMN/EHPLMN shall treat this cell as candidate during the cell selection and reselection procedures if the field cellReservedForOperatorUse for that PLMN set to "reserved".
-	UEs assigned to an Access Identity 0, 1, 2 and 12 to 14 shall behave as if the cell status is "barred" in case the cell is "reserved for operator use" for the registered PLMN or the selected PLMN.
NOTE 1:	Access Identities 11, 15 are only valid for use in the HPLMN/ EHPLMN; Access Identities 12, 13, 14 are only valid for use in the home country as specified in TS 22.261 [12].
When cell status "barred" is indicated or to be treated as if the cell status is "barred",
-	The UE is not permitted to select/reselect this cell, not even for emergency calls.
-	The UE shall select another cell according to the following rule:
-	If the cell is to be treated as if the cell status is "barred" due to being unable to acquire the MIB:
-	the UE may exclude the barred cell as a candidate for cell selection/reselection for up to 300 seconds.
-	the UE may select another cell on the same frequency if the selection criteria are fulfilled.
-	else:
-	If operating as an IAB-MT and the cell is to be treated as if the cell status is "barred" due to lack of iab-Support in SIB1:
-	The IAB-MT may exclude the barred cell as a candidate for cell selection/reselection for up to 300 seconds;
-	If the cell is to be treated as if the cell status is "barred" due to being unable to acquire the SIB1 or due to trackingAreaCode being absent in SIB1 as specified in TS 38.331 [3]:
-	The UE may exclude the barred cell as a candidate for cell selection/reselection for up to 300 seconds.
-	If the field intraFreqReselection in MIB message is set to "allowed", the UE may select another cell on the same frequency if re-selection criteria are fulfilled;
-	The UE shall exclude the barred cell as a candidate for cell selection/reselection for 300 seconds.
-	If the field intraFreqReselection in MIB message is set to "not allowed" the UE shall not re-select a cell on the same frequency as the barred cell;
-	The UE shall exclude the barred cell and the cells on the same frequency as a candidate for cell selection/reselection for 300 seconds.
The cell selection of another cell may also include a change of RAT.
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