


3GPP TSG-RAN WG2 Meeting #109-e	R2-2001050
Online, 24 February – 6 March 2020	


Agenda item:	6.7.2.3
Source:	Nokia, Nokia Shanghai Bell
Title:	Joint IP and Ethernet header compression
WID/SID:	NR_IIOT - Release 16
Document for:	Discussion and Decision
1	Introduction
RAN2 agreed that EHC and ROHC can be applied simultaneously to a DRB to support a popular case where IP packets are carried over Ethernet. Thanks to that, both IP and Ethernet headers may be compressed allowing for much higher overhead reduction benefits. One remaining issue for joint EHC and RoHC operation is whether they can be assumed to operate completely independently or we should specify in which order an IP/Ethernet packet should be processed by EHC and ROHC compressor and decompressor.
2	Combined use of RoHC and Ethernet header compression
In order to make RoHC and Ethernet Header Compression work together correctly, the EHC and ROHC compressor and decompressor need to be able to interwork with each other. Furthermore, it has to be ensured that different compressor implementations process the packets in a way that ensures correct decompression on the decompressor side. The following needs to be considered with that respect:
· In compressor:  Ethernet headers and IP headers are of variable length. Hence it is essential to specify the sequence of compression of headers to avoid ambiguity and interoperability issues between compressor and decompressor sides. Ethernet header should be compressed first since it is the outermost header in the data packet and only EHC will know where the Ethernet payload, i.e. IP packet, starts. Afterwards, EHC compressor should provide the IP packet for processing by ROHC. This can be achieved by indicating the offset from where the IP header starts or by extracting the IP packet from Ethernet frame. After compression of IP header, the resulting packet transmitted would thus look as shown below.
--------------------------------------------------
| EHC header | RoHC header | Upper layer payload | 
--------------------------------------------------

· In decompressor:  Ethernet header should be decompressed first as this is the only way to identify where the ROHC/IP part of the packet starts. Subsequently, the ROHC packet or offset to RoHC header should be provided to ROHC decompressor. This will ensure that the current ROHC decompressor functionality is not disturbed.
ROHC may not work correctly if the above sequence is not followed since ROHC algorithm is not able to recognize the presence of Ethernet header in the data packet. This would apply to all frames where IP packets are carried directly in payload of the EHC compressed Ethernet headers. Frames carrying non-IP based payloads (e.g. Profinet) or non-EHC compressible Ethernet extension headers (e.g. the R-Tag defined in IEEE 802.1CB) must bypass RoHC handling,.
Proposal 1: Specify the structure of the combined EHC and RoHC data packet, and how the compressor and decompressor side process packets in case the combined EHC and RoHC operation is enabled.
Proposal 2: Specify that RoHC is only applied if the payload immediately following the EHC compressed packet is an IPv4 or IPv6 packet. Otherwise RoHC is bypassed. The bypass will happen to all non-IP based protocols (e.g. Profinet) and also to any Ethernet frames having extension headers (e.g. R-Tag defined in IEEE 802.1CB) even if they will eventually include IP payload.

3	Conclusion
Based on the discussion in the paper, the following proposal is made:
Proposal 1: Specify the structure of the combined EHC and RoHC data packet, and how the compressor and decompressor side process packets in case the combined EHC and RoHC operation is enabled.
Proposal 2: Specify that RoHC is only applied if the payload immediately following the EHC compressed packet is an IPv4 or IPv6 packet. Otherwise RoHC is bypassed. The bypass will happen to all non-IP based protocols (e.g. Profinet) and also to any Ethernet frames having extension headers (e.g. R-Tag defined in IEEE 802.1CB) even if they will eventually include IP payload.
A TP covering this proposal is provided in Annex A.

Annex A – TP for TS 38.323
5.X.7	Joint operation of EHC and RoHC
5.X.7.1	Compressor operation
If EHC and ROHC are both enabled for a DRB, the following rules shall be applied for EHC and ROHC compression:
- 	Ethernet header shall be compressed by EHC compressor;
-	If TYPE/LEN field of the Ethernet frame subject to EHC compression equals to 0x0800 (IPv4) or 0x86DD (IPv6), the payload immediately after EHC compressed part is identified as an IP packet, and the IP packet shall be provided to ROHC for compression;
-	ROHC compressor shall compress IP and upper layer headers according to the configured RoHC profile.
- 	If TYPE/LEN field of the Ethernet frame subject to EHC compression is different from 0x0800 (IPv4) or 0x86DD (IPv6), the payload immediately after EHC compressed part is identified as not being an IP packet and shall not be provided to ROHC for compression;
The resulting frame structure is provided in section A.2.X.
5.X.7.2	Decompressor operation
If EHC and ROHC are both enabled for a DRB, the following rules shall be applied for EHC and ROHC decompression:
-	EHC header shall be decompressed by EHC decompressor;
-  	If TYPE/LEN field of the Ethernet frame subject to decompression equals to 0x0800 (IPv4) or 0x86DD (IPv6), the payload immediately after EHC decompressed part is identified as a ROHC compressed IP packet, and shall be provided to ROHC for decompression;
- 	ROHC decompressor shall decompress IP and upper layer headers according to configured RoHC profile.
-	If TYPE/LEN field of the Ethernet frame subject to EHC compression is different from 0x0800 (IPv4) or 0x86DD (IPv6), the payload immediately after EHC decompressed part is identified as not being an IP packet and shall not be provided to ROHC for decompression;

A.2 EHC packet format
A.2.X	Joint EHC/ROHC packet format
If EHC and ROHC are both enabled for a DRB, the packet format after the compression should be following:
--------------------------------------------------
| EHC header | RoHC header | Upper layer payload |
--------------------------------------------------




