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1. Introduction
In last RAN2#108 meeting, when to check the compliance of the RRC Reconfiguration about CHO was discussed and it was agreed to be up to UE implementation. Also, the followed UE behavior after the compliance check failure was specified [1]: 
· If compliance check fails, UE does re-establishment. 
· No changes needed to running CR
Similar to other reconfiguration failures, the information of CHO compliance check failure is also beneficial for the network side to do further related correction and optimization. This contribution will address the necessity and potential methods to report the information of compliance check failure, and related UE behaviour.
2. Discussion
In our opinion, it is beneficial for the network side to have the information of CHO reconfiguration failure. For example, if network side is informed of CHO compliance check failure, e.g. which potential target cell the failure lies in, which detailed configurations fails, it is possible for the network side to do related correction or optimization and similar failure could be avoided in the future. On the other hand, since potential CHO candidate cells are not aware of the reconfiguration failure and subsequent re-establishment made by the UE, they will still keep the C-RNTI and dedicated RACH resources allocation for the UE, which will obviously cause the waste of network resource, especially for the cases of multiple potential target cells. 
Observation 1: It is beneficial for the network side to be informed of the CHO compliance check failure.
For traditional handling for the reconfiguration failure, the UE selects a suitable cell and then initiates RRC re-establishment, where the re-establishment cause is included. Also, UE may provide the RLF Report to the NW after successful RRC re-establishment. Then, NW can identify the root cause of RLF failure and handover failure, based on the information from RRCReestablishmentRequest message and RLF Report.
As following picture shows, currently the RRCReestablishmentRequest message consists of three parts: the PCI of the PCell the UE was connected to prior to the failure, the C-RNTI of the UE in the PCell, and re-establishment cause. And the re-establishment cause could be reconfigurationFailure, handoverFailure, and otherFailure. 
RRCReestablishmentRequest message
-- ASN1START
-- TAG-RRCREESTABLISHMENTREQUEST-START


RRCReestablishmentRequest ::=       SEQUENCE {
    rrcReestablishmentRequest           RRCReestablishmentRequest-IEs
}

RRCReestablishmentRequest-IEs ::=   SEQUENCE {
    ue-Identity                         ReestabUE-Identity,
    reestablishmentCause                ReestablishmentCause,
    spare                               BIT STRING (SIZE (1))
}

ReestabUE-Identity ::=              SEQUENCE {
    c-RNTI                              RNTI-Value,
    physCellId                          PhysCellId,
    shortMAC-I                          ShortMAC-I
}

ReestablishmentCause ::=            ENUMERATED {reconfigurationFailure, handoverFailure, otherFailure, spare1}

-- TAG-RRCREESTABLISHMENTREQUEST-STOP
-- ASN1STOP
By reading the re-establishment cause, network side could be informed that the configuration from the source node for the UE fails. As RAN2 discussed before, the configuration consists of source configuration and CHO configuration, hence the current reconfiguration failure indication cannot identify whether the source configuration fails or the CHO configuration fails.
Observation 2:  Reconfigurationfailure indication in RRCReestablishmentRequest message cannot identify whether the source configuration fails or the CHO configuration fails.
Therefore, we propose that UE reports the CHO compliance check failure related information to the network side, e.g. the failure indication, the failure target cell ID, the specific failure configuration.
Proposal 1: UE reports the CHO reconfiguration failure related information to the network side, e.g. the failure indication, the failure target cell ID, the specific failure configuration.
As for the detailed mechanism to report the information, following are some possible alternatives:
· Alternative 1: New re-establishment cause is introduced for CHO reconfiguration failure in RRCReestablishmentRequest message, e.g. CHOreconfigurationfailure.
· Alternative 2: CHOreconfigurationfailure and/or detailed information such as the failure target cell ID, specific failure configuration, are reported in RLF report.
· Alternative 3: New re-establishment cause is introduced for CHO reconfiguration failure in RRCReestablishmentRequest message, and detailed information such as the failure target cell ID, specific failure configuration, are reported in RLF report.
Proposal 2: RAN2 is kindly asked to discuss above alternatives to report CHO reconfiguration failure related information.

Another issue is about the cell selection before sending RRCReestablishmentRequest message. Remember that following agreements achieved for RLF/HO failure/CHO failure in RAN2#107bis [2]:
Agreements
1.	Confirm the working assumption as an optional feature:
At RLF/HO failure/CHO failure, the UE performs cell selection and if the selected cell is a CHO candidate then the UE attempts CHO execution, otherwise re-establishment is performed.
If the CHO performed during failure handling procedure fails, the UE will perform re-establishment, i.e. we do not allow multiple attempts of CHO during failure case.
FFS on how to capture it in specification;
If UE doesn’t support this capability, it does re-establishment (just as now). Network can configure what UE does.
Obviously, it is reasonable to reuse above policy for re-establishment due to CHO compliance check failure if the configuration of the selected cell is useable. That is, at CHO reconfiguration failure, the UE performs cell selection and if the selected cell is a CHO candidate and related configuration is useable, then the UE attempts CHO execution, otherwise re-establishment is performed. 
Proposal 3: At CHO reconfiguration failure, the UE performs cell selection and if the selected cell is a CHO candidate and related configuration is useable, then the UE attempts CHO execution, otherwise re-establishment is performed.
3. Conclusion
In this contribution, we discussed the report of CHO reconfiguration failure and related UE behaviour, and made following observations and proposals:
Observation 1: It is beneficial for the network side to be informed of the CHO compliance check failure.
Observation 2:  Reconfigurationfailure indication in RRCReestablishmentRequest message cannot identify whether the source configuration fails or the CHO configuration fails.
Proposal 1: UE reports the CHO reconfiguration failure related information to the network side, e.g. the failure indication, the failure target cell ID, the specific failure configuration.
· Alternative 1: New re-establishment cause is introduced for CHO reconfiguration failure in RRCReestablishmentRequest message, e.g. CHOreconfigurationfailure.
· Alternative 2: CHOreconfigurationfailure and/or detailed information such as the failure target cell ID, specific failure configuration, are reported in RLF report.
· Alternative 3: New re-establishment cause is introduced for CHO reconfiguration failure in RRCReestablishmentRequest message, and detailed information such as the failure target cell ID, specific failure configuration, are reported in RLF report.
Proposal 2: RAN2 is kindly asked to discuss above alternatives to report CHO reconfiguration failure related information.
Proposal 3: At CHO reconfiguration failure, the UE performs cell selection and if the selected cell is a CHO candidate and related configuration is useable, then the UE attempts CHO execution, otherwise re-establishment is performed.
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