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Introduction
[bookmark: _Ref458784108]In the last email discussion [108#44] regarding the V2X RRC, some editor’s notes regarding the handling of the AS configuration handling were discussed but since there have been not much replies from companies, it was not possible to have a clear proposal about this.
This contribution illustrates the possible solutions to handle this problem and propose a way forward to be implemented in the specification.
Discussion
According to the current RRC running CR for V2X, the following Editor’s notes still need to be discussed regarding the handling and UE behaviour when an AS configuration failure is detected.
Editor’s Notes: FFS whether the UE performs the procedure like the RLF. FFS apply to both RX and TX side. Details are to be captured after further agreements.
The first aspect to be discussed, it whether this radio link failure should be triggered by the TX UE, RX UE or both. If we follow the Uu principles, radio link failure linked to a reconfiguration error is detected and triggered by the UE (i.e., as described in clause 5.3.5.8.2 of 3GPP TS 38.331). However, in sidelink this is may happen of both the TX and RX side.
In fact, the RX UE it may detect an AS configuration error due to the inability to comply with (part of) the RRCReconfigurationSidelink sent by the TX UE. On the other side, the TX UE it may also detect an AS configuration failure if no complete message is received upon the expiry of the T400 timer. For this reason, it would be beneficial is both the TX and RX UE are allowed to trigger the AS configuration failure procedure.
[bookmark: _Toc32228590]Both the TX and RX UE are allowed to trigger the AS configuration failure procedure.

Another aspect to be discussed, is what actions need to be performed when an AS configuration failure is detected. So far, according to the RRC running CR, the following procedural text needs to be followed when the UE is unable to comply with (part of) the RRC configuration send by the peer UE:

1>	if the UE is unable to comply with (part of) the configuration included in the RRCReconfigurationSidelink (i.e. sidelink RRC reconfiguration failure):
2>	continue using the configuration used prior to the reception of the RRCReconfigurationSidelink message;
2>	set the content of the RRCReconfigurationFailureSidelink message;
3>	submit the RRCReconfigurationFailureSidelink message to lower layers for transmission;

However, is still unclear what the UE should do when receiving the RRCReconfigurationFailureSidelink and what should also be included in such message.
Regarding what to include in such a message, one alternative is to include the latest RRCReconfigurationSidelink for which the AS configuration failure has been detected. This is because there are two possible reason on why the failure it may happen. The first on is due to a wrong configuration of the different fields inside the RRCReconfigurationSidelink whereas the second one it may be linked to the reception of a corrupted RRCReconfigurationSidelink due to instable channel conditions.
According to this, if the RRCReconfigurationSidelink for which the AS configuration error has been detect is included in the RRCReconfigurationFailureSidelink, this it may help the peer UE to understand what the issue was and eventually reconfigure the UE with a valid RRC configuration. 
[bookmark: _Toc31816078]Including the RRCReconfigurationSidelink (within the RRCReconfigurationFailureSidelink) for which the AS configuration failure has been detected, it may help the peer UE to identify the issue and reconfigure the UE with a valid RRC Reconfiguration.
On top of this, it is worth noticing that the AS configuration error is different from the RLC failure already agree in SL where the failure happen due to the distance between the two SL UE. Differently from the RLC failure, in case of AS configuration failure it may be possible to restore the connectivity without necessarily releasing the all PC5-RRC. Nevertheless, releasing the SL connection between the two peer UEs is still a possible solution that can be adopted. Therefore, we propose:
[bookmark: _Toc32228591]Upon detecting an AS configuration error, the related RRCReconfigurationSidelink is included with the RRCReconfigurationFailureSidelink sent to the peer UE.
Once receiving the RRCReconfigurationFailureSidelink from the peer UE, we believe the action to be performed should be aligned with that one already agreed for the RLC failure. Here, the only difference could be that the NW, when been informed about the AS configuration failure, it may decide eventually to send another SLRB configuration to the UE in order to try to restore the failed connectivity. For this reason, differently from the RLC failure, here the UE releases the concerned AS configuration rather the all PC5-RRC connectivity. However, in order to do so, the failure type now present in the SidelinkUEInformation should be changed to include different failure types. Thus, we have:
[bookmark: _Toc32228592]Upon receiving the RRCReconfigurationFailureSidelink and triggering SL RLF, the UE will follow similar actions as specified for the RLC failure in sidelink.
a. [bookmark: _Toc32228593][bookmark: _GoBack]In case of RRC_CONNECTED/INACTIVE/RRC_IDLE/Out-of-coverage UEs, the UE releases the concerned AS configuration immediately and sends an indication to upper layers.
b. [bookmark: _Toc32228594]For RRC_CONNECTED UEs, the UE informs NW about the AS configuration failure via Sidelink UE Information.
[bookmark: _Toc32228595]failureType field present in SidelinkUEInformation is changed to include different failure causes e.g., rlc-failure, as-ReconFailure.

[bookmark: _Toc4573372][bookmark: _Toc4574319][bookmark: _Toc4574340][bookmark: _Toc4576270][bookmark: _Toc4594973][bookmark: _Toc4669214][bookmark: _Toc4669492][bookmark: _Toc4669500][bookmark: _Toc4576272][bookmark: _Toc4594975][bookmark: _Toc4669217][bookmark: _Toc4669495][bookmark: _Toc4669503][bookmark: _Ref528871418]Conclusions
In section 2 we made the following observations:
Observation 1	Including the RRCReconfigurationSidelink (within the RRCReconfigurationFailureSidelink) for which the AS configuration failure has been detected, it may help the peer UE to identify the issue and reconfigure the UE with a valid RRC Reconfiguration.

Based on the discussion in section 2 we propose the following:
Proposal 1	Both the TX and RX UE are allowed to trigger the AS configuration failure procedure.

Proposal 2	Upon detecting an AS configuration error, the related RRCReconfigurationSidelink is included with the RRCReconfigurationFailureSidelink sent to the peer UE.

Proposal 3	Upon receiving the RRCReconfigurationFailureSidelink and triggering SL RLF, the UE will follow similar actions as specified for the RLC failure in sidelink.
a.	In case of RRC_CONNECTED/INACTIVE/RRC_IDLE/Out-of-coverage UEs, the UE releases the concerned AS configuration immediately and sends an indication to upper layers.
b.	For RRC_CONNECTED UEs, the UE informs NW about the AS configuration failure via Sidelink UE Information.

Proposal 4	failureType field present in SidelinkUEInformation is changed to include different failure causes e.g., rlc-failure, as-ReconFailure.
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