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1. Introduction
In the previous meetings, there were many discussions on the NPN System Information design, in this paper we focus on the HRNN and the UAC, the related ASN.1 coding are also provided.
2. Discussion
2.1 Human Readable Network Name
In the previous meetings, it has been agreed that 	
	If HRNN are broadcast then the HRNN should be broadcasted in a separate SIB (i.e. different from SIB1).


Regarding the network sharing scenario, the association between the HRNN and the related Network ID shall be further considered. To accelerate the discussion, we provide some potential association methods and the corresponding ASN.1 coding as follow.
Option 1: Associate the HRNN and Network ID with explicit Index
-- ASN1START
-- TAG-SIB10-START
SIB10 ::=               SEQUENCE {
   humanReadableNameList         HumanReadableNameList   OPTIONAL,   -- Need R  
   lateNonCriticalExtension     OCTET STRING                            OPTIONAL,
    ...
}
HumanReadableNameList ::=     SEQUENCE (SIZE (1..maxNPN)) OF HumanReadableName

HumanReadableName::=         SEQUENCE {
	humanReadableName-index   INTEGER (1..maxNPN),
	humanReadableName           OCTET STRING (SIZE(1..maxHRNNLen))
}
-- TAG-SIB10-STOP
-- ASN1STOP
	humanReadableName-index
Index of the network ID according to the SIB1

	humanReadableName 
Carries the human readable name of the Private Network, coded in UTF-8 with variable number of bytes per character.


In this solution, an Index is introduced for each network ID that has HRNN. The Index is given according the sequence of the network IDs that included in the SIB1, which is similar to the selectedPLMN-Identity in the RRCSetupComplete Message.
Option 2: Associate the HRNN and the Network ID with an explicit Bitmap
-- ASN1START
-- TAG-SIB10-START

SIB10 ::=                    SEQUENCE {
 hRNNPresenceBitmap      BIT STRING (SIZE (1..maxNPN)) OPTIONAL,   -- Need R
   humanReadableNameList   HumanReadableNameList   OPTIONAL,   -- Need R  
   lateNonCriticalExtension    OCTET STRING  OPTIONAL,
    ...
}
HumanReadableNameList ::=     SEQUENCE (SIZE (1..maxNPN)) OF HumanReadableName
HumanReadableName ::=        SEQUENCE {
   humanReadableName        OCTET STRING(SIZE(1..maxHRNNLen))

}
-- TAG-SIB10-STOP
-- ASN1STOP
	hRNNPresenceBitmap
Indicate whether the HRNN present or not for the Private Network. The most significant bit corresponds to the first network ID. The value 0 indicates that the corresponding Network ID doesn’t broadcast the HRNN and the value 1 indicate that the corresponding Network ID broadcasts the HRNN

	humanReadableName 
Carries the human readable name of the Private Network, coded in UTF-8 with variable number of bytes per character.


In this solution, a bitmap is introduced to indicate whether the HRNN is present or not. 
Option 3: Associate the HRNN and the Network ID implicitly
-- ASN1START
-- TAG-SIB10-STARTu 
SIB10 ::=                 SEQUENCE {
   humanReadableNameList   HumanReadableNameList   OPTIONAL,   -- Need R  
   lateNonCriticalExtension  OCTET STRING                            OPTIONAL,
    ...
}
HumanReadableNameList ::=     SEQUENCE (SIZE (1..maxNPN)) OF HumanReadableName
HumanReadableName ::=        SEQUENCE {
   humanReadableName        OCTET STRING(SIZE(1..maxHRNNLen)) OPTIONAL  -- Need R  
}

-- TAG-SIB10-STOP
-- ASN1STOP
	humanReadableName 
Carries the human readable name of the corresponding Network, coded in UTF-8 with variable number of bytes per character. The position/order of this element in the HumanReadableNameList indicates which Network ID is linked.  For the network ID that doesn’t broadcast HRNN, this field is absent.


In this scheme, for each human readable name in SIB, the position/order of the human readable name in the list can be used to identify which SNPN or CAG the human readable name is linked to. For example, human readable name in the list refer to the Network Id in the same position/order of SIB1. If there is no human readable name for a certain Network ID, then the instance of the corresponding position is empty (i.e. the human readable name is absent in the instance of the corresponding position in the list).
Proposal 1: For the association between HRNN and the network ID, the following 3 options can be considered:
Option 1: Associate the HRNN and Network ID with explicit Index.
Option 2: Associate the HRNN and the Network ID with an explicit Bitmap.
Option 3: Associate the HRNN and the Network ID implicitly.
Obviously, the option 1 is much clearer than the other 2 options with the cost of more index bits. The option 3 has the similar bit saving efficiency as the option 2, but the option 3 is little more concise for that it doesn’t introduce any additional elements except the humanReadableName.
Proposal 2: The option 3 can be taken as a baseline for the further discussion. 
2.2 Access control
In this chapter, we discuss the Unified Access Control for the SNPN network and CAG respectively. For the PLMN network, the unified access control is adopted and the uac-BarringInfo is defined per PLMN in SIB1 as follow:
	    uac-BarringInfo                     SEQUENCE {
        uac-BarringForCommon                UAC-BarringPerCatList         OPTIONAL,   -- Need S
        uac-BarringPerPLMN-List             UAC-BarringPerPLMN-List       OPTIONAL,   -- Need S
        uac-BarringInfoSetList              UAC-BarringInfoSetList,
        uac-AccessCategory1-SelectionAssistanceInfo CHOICE {
            plmnCommon                           UAC-AccessCategory1-SelectionAssistanceInfo,
            individualPLMNList                  SEQUENCE (SIZE (2..maxPLMN)) OF UAC-AccessCategory1-SelectionAssistanceInfo     }    OPTIONAL    -- Need S
    }                                                             OPTIONAL,   -- Need R

	UAC-BarringPerPLMN-List information element
-- ASN1START
-- TAG-UAC-BARRINGPERPLMN-LIST-START

UAC-BarringPerPLMN-List ::=         SEQUENCE (SIZE (1.. maxPLMN)) OF UAC-BarringPerPLMN

UAC-BarringPerPLMN ::=              SEQUENCE {
    plmn-IdentityIndex                  INTEGER (1..maxPLMN),
    uac-ACBarringListType               CHOICE{
        uac-ImplicitACBarringList           SEQUENCE (SIZE(maxAccessCat-1)) OF UAC-BarringInfoSetIndex,
        uac-ExplicitACBarringList           UAC-BarringPerCatList
    }                                                   OPTIONAL     -- Need S
}

-- TAG-UAC-BARRINGPERPLMN-LIST-STOP
-- ASN1STOP


	plmn-IdentityIndex : Index of the PLMN across the plmn-IdentityList fields included in SIB1.


For the SNPN network, the network is identified by the SNPN ID. Considering that the SNPN network is deployed by the operator individually, and that the NG-RAN may be shared by multiple SNPNs, the uac-BarringInfo for the SNPN shall also be defined per SNPN ID.
Proposal 3: The UAC of the SNPN shall be defined per SNPN ID for the network sharing scenario.
Obviously the same uac-BarringInfo structure shall be adopted for the SNPN network. We only need to further discuss the ASN.1 detail. Generally, there would be 2 options:
Option A: Include the SNPN UAC in the legacy uac-BarringInfo.
In the legacy uac-BarringInfo, the PLMN specific UAC configurations are included in the UAC-BarringPerPLMN- List and the related PLMN is indicated by a PLMN Index. As agreed in the previous meeting the maximum Network ID is the same as the legacy maxPLMN, thus we can give an Index to the SNPN ID accordingly and include the SNPN ID specific UAC in the legacy UAC-BarringPerPLMN- List. 
4	If “mixed” network sharing is allowed (i.e. a cell can contain both PLMNs and NPNs), the total number of networks indicated in SIB1 (i.e. #PLMN + #SNPN + #PNI-NPN) shall not exceed 12.
And then more explanation can be added on the field description of the plmn-IdentityIndex as follow:
	plmn-IdentityIndex
Index of the PLMN/SNPN across the plmn-IdentityList /npn-IdentityList fields included in SIB1.


Option B: Extend a new SNPN UAC list as a non-critical extension to SIB1[1]. 
As proposed in [1], another option is to include a non-critical extension to SIB1 as follow:
	UAC-BarringPerSNPN-List ::=         SEQUENCE (SIZE (1.. maxSNPN)) OF UAC-BarringPerPLMN
UAC-BarringPerSNPN ::=              SEQUENCE {
    SNPN-IdentityIndex                  INTEGER (1..maxSNPN),
    uac-ACBarringListType               CHOICE{
        uac-ImplicitACBarringList           SEQUENCE (SIZE(maxAccessCat-1)) OF UAC-BarringInfoSetIndex,
        uac-ExplicitACBarringList           UAC-BarringPerCatList


Note: The other fields (i.e. uac-BarringForCommon and uac-BarringInfoSetList) in the uac-BarringInfo can be reused.
Proposal 4: For the SNPN UAC configurations, two options can be considered:
Option A: Include the SNPN UAC in the legacy uac-BarringInfo.
Option B: Extend a new SNPN UAC list as a non-critical extension to SIB1. 
With the option A, there is no need to introduce any new elements at the cost of more spec description. With the option B, a SNPN specific UAC field is added, which can make the ASN.1 structure more clear. However, compared with the option A, an additional 4 bits are needed for the option B to indicate the size of the newly added UAC-BarringPerSNPN-List. From the singaling bits saving aspect, the option A can be taken as baseline for the further discussion.
Proposal 5: Option A can be taken as baseline for the further discussion.
When it comes to the CAG, according to [2], a CAG cell broadcasts one or multiple CAG Identifiers per PLMN, then the question is whether per CAG ID Access control is needed or not. Different from the SNPN, the different CAG IDs under the same PLMN are deployed by the same operator. Furthermore, as noted in [2], the CAG is not used for the AMF or the Network Slice selection.
	NOTE 2:	CAG is used for authorization at network/cell selection and configured in the subscription as part of the Mobility Restrictions i.e. independent from any S-NSSAI. CAG is not used as input to AMF selection nor Network Slice selection.


In the Annex D.2 of [1], it also said that
	In order to prevent access to NPNs for authorized UE(s) in case of network congestion/overload and if a dedicated S-NSSAI has been allocated for an NPN, the Unified Access Control can be used using the operator-defined access categories with access category criteria type (as defined in TS 24.501) set to the S-NSSAI used for an NPN.


Thus, there is no need to support CAG ID level access control. 
Proposal 6: CAG ID level access control is not supported, the UE execute the access control for the CAG cell based on the related PLMN.
3. Conclusion and proposals
With the above analysis, we have the following proposals:
Proposal 1: For the association between HRNN and the network ID, the following 3 options can be considered:
Option 1: Associate the HRNN and Network ID with explicit Index
Option 2: Associate the HRNN and the Network ID with an explicit Bitmap
Option 3: Associate the HRNN and the Network ID implicitly
Proposal 2: The option 3 can be taken as a baseline for the further discussion. 
Proposal 3: The UAC of the SNPN shall be defined per SNPN ID for the network sharing scenario.
Proposal 4: For the SNPN UAC configurations, two options can be considered:
Option A: Include the SNPN UAC in the legacy uac-BarringInfo.
Option B: Extend a new SNPN UAC list as a non-critical extension to SIB1. 
Proposal 5: Option A can be taken as baseline for the further discussion.
Proposal 6: CAG ID level access control is not supported, the UE execute the access control for the CAG cell based on the related PLMN.
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