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1 Introduction
During RAN2#108 meeting，RAN2 has further confirmed to support DRB-level DAPS, and the following agreement has been achieved:
Agreements

1 Confirm working assumption on per-DRB DAPS.

2
DRB not configured for DAPS is handled same way as in legacy HO.

FFS how to handle the fallback to source cell when target cell fails.

Agreements

1
T304 is reused to determine the DAPS handover failure.

2
When the DAPS handover fails, the UE report the DAPS handover failure via the source link without triggering RRC connection re-establishment if the source link is still available (i.e. RLF is not declared).

3
When the DAPS handover fails, the UE resumes the DRB data transmission via the source link if the source link is still available.
4
Before the successful completion of the RACH to the target cell, the UE keeps the source link failure detection.

5
Before the successful completion of the RACH to the target cell, when the source link fails, the UE releases the source link (but not source RRC configuration which may be used for re-establishment) and stops any data transmission or reception via the source link.

6
After the successful completion of the RACH to the target cell and before the release of the source link, the UE does not keep the source link failure detection of the source link. 

8
As the legacy handover, the UE continues the RACH to the target cell before the DAPS handover failure is claimed, even though the target MAC entity indicates the random access problem.

9
After the successful completion of RACH to the target cell, the target link RLM is the same as the legacy UE

10
After the target cell RACH completion and before the release of the source cell, when the target link fails, the UE triggers RRC connection re-establishment.

11
If both the handover/target link failure and the source link failure occur, the UE triggers RRC connection re-establishment.
12
The UE has only one RRC state/entity.
And in this contribution, we will discuss the open issues on non-DAPS DRB handling during DAPS handover.
2 Discussion
In legacy handover, once the HO command is received, UE will re-establish PDCP for all RBs configured with pdcp-config that are established. And after the successful completion of the PDCP re-establishment, all of the unacknowledged PDCP SDUs will be retransmitted through the re-established PDCP, i.e. ciphered with the target key.
Observation 1 In legacy HO, once the HO command is received, UE re-establishes the PDCP entity with target security key.
And during last meeting, RAN2 has confirmed that per-DRB DAPS is supported, which means for the DRBs that is not configured with DAPS HO indication will follow the legacy behaviour, i.e. re-establish PDCP for the corresponding DRB(s).
Observation 2 For non-DAPS DRB, UE re-establishes PDCP of the DRB as in legacy handover procedure.
When the DAPS handover fails, UE can fallback to the source connection and report the handover failure through source link if the source link is still available. To fallback to source link, the DAPS-DRB can apply the PDCP reconfiguration procedure to revert the DAPS PDCP to normal PDCP. While for non-DAPS DRB, the source PDCP has been re-established to the target PDCP, the unacknowledged PDCP SDUs are ciphered with target security key for retransmission. If there is no PDCP re-establishment triggered, i.e. re-establish the target PDCP to source PDCP, the PDCP PDUs generated with target security key will be directly retransmitted through source PDCP, which may cause deciphering failure. 

Observation 3 PDCP PDUs generated with target security key will be retransmitted through source PDCP, which may cause deciphering failure

As specified in TS 38.323, PDCP reestablishment will “apply the ciphering algorithm and key provided by upper layers during the PDCP entity re-establishment procedure”. Thus, to revert back to source PDCP, the straightforward way is to re-establish the PDCP entity again. And those unacknowledged PDCP SDUs(for AM DRB) should be retransmitted using the source security key when UE returns to the source cell link, otherwise UE will keep using target key for the non- DAPS DRB in the source cell.
Proposal 1 Upon DAPS HO failure, UE shall revert the old configuration in source cell and re-establish PDCP for the non-DAPS DRB(s).
3 Conclusion
Based on the discussion in section 2 we have following observations:
Observation 1
In legacy HO, once the HO command is received, UE re-establishes the PDCP entity with target security key.
Observation 2
For non-DAPS DRB, UE re-establishes PDCP of the DRB as in legacy handover procedure.
Observation 3
PDCP PDUs generated with target security key will be retransmitted through source PDCP, which may cause deciphering failure


Based on the observations, we propose:
Proposal 1
Upon DAPS HO failure, UE shall revert the old configuration in source cell and re-establish PDCP for the non-DAPS DRB(s).
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