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1	Introduction
This paper discusses IP address configuration for the IAB-DU via RRC based on LS from RAN3 [1]. The LS contains:

	1. Overall Description:
RAN3 has discussed the IP address assignment of IAB node, and the following agreements are reached:
· 1. IAB node can obtain an IP address via OAM
· 2. The donor CU or donor DU can use OAM or DHCP to allocate IAB node IP address
· 3. IAB node can request one or more IP addresses from donor CU via RRC
· 4. CU can obtain IAB node IP address from donor DU via F1AP (other methods are not precluded)
· 5. CU can send IP address to IAB node via RRC
RAN3 agreements allow the possibility that the IAB node can derive its IP address (es) through the following RRC signalling:
· A RRC message is sent from the IAB node to IAB donor CU, which is used to request one or more IP addresses. 
· A RRC message is sent from the IAB donor CU to IAB node, which contains the IP address (es) of IAB node. 
.  In addition, for reference, the IP address is defined via the following IE in RAN3 specifications:
	IE/Group Name
	Presence
	Range
	IE type and reference

	Transport Layer Address
	M
	
	BIT STRING (SIZE(1..160, ...))



2. Actions:
To RAN2 group:
ACTION: 	RAN3 kindly ask RAN2 to take above RAN3 agreements into account and design the RRC signalling to support the IP address assignment of IAB node.



2	Discussion
IP address requests and IP address configuration may occur during network integration of the IAB-node and during topology adaptation. 

For IP address requests, the RRCSetupComplete, RRCReconfigurationComplete and RRCReestablishmentComplete messages can be used, and for IP address configuration, the RRCReconfiguration message can be used. This allows integrating IP address modifications (adding new address and releasing old ones) into the topology adaptation procedures.

Proposal 1: The RRCSetupComplete, RRCReconfigurationComplete and RRCReestablishmentComplete messages should be used for IP address requests by the IAB-node, and the RRC Reconfiguration message should be used for IP address configuration by the CU.

For IAB-nodes using EN-DC, NR RRC should be used for the request and configuration of IP addresses. This implies that the RRCSetupComplete message is not available for IP address requests.

Proposal 2: For IAB-nodes using EN-DC, only NR RRC should be used for IP address request/configuration.

For IAB address specification, it is sensible to reuse the Transport Layer Address IE specified by RAN3. This TNL IE can carry one IPv4 and one IPv6 address. RAN3 further asks to allow requests and configurations of multiple IP addresses. For this purpose, request and configuration can be extended to IP address prefixes. The IP address prefix can be specified by the lowest prefix value and the prefix length, where the prefix length is given in the bits. The prefix length is expected to be different for IPv4 and IPv6 prefixes. 

Proposal 3: To support simultaneous allocation of multiple IP addresses, RRC-based IP address request/ configuration should support IP address prefixes, where each prefix is represented by its lowest value and the prefix length in bits. 

During topology adaptation, the CU may send new IP addresses to the IAB-node. The new IP addresses may replace the previously configured IP addresses, e.g., when the IAB-node migrates to a different parent node, or they may be added to the previously configured IP addresses, e.g., in case an additional path is configured via a different IAB-donor DU. To accommodate this functionality, the CU may have to add IP address configurations and release IP address configurations.

Proposals 4: To support topological redundancy across multiple IAB-donor DUs, the CU should be able to add and release IP address configurations.

Based on these proposals, a TP for the specification of IP address request/configuration is provided below.

Proposal 5: Include TP below into TS 38.331.

3	Conclusion
This paper discussed IP address configuration for the IAB-DU via RRC based on LS from RAN3. The following proposals have been made:
Proposal 1: The RRCSetupComplete, RRCReconfigurationComplete and RRCReestablishmentComplete messages should be used for IP address requests by the IAB-node, and the RRC Reconfiguration message should be used for IP address configuration by the CU.

Proposal 2: For IAB-nodes using EN-DC, only NR RRC should be used for IP address request/configuration.

Proposal 3: To support simultaneous allocation of multiple IP addresses, RRC-based IP address request/ configuration should support IP address prefixes, where each prefix is represented by its lowest value and the prefix length in bits. 

Proposals 4: To support topological redundancy across multiple IAB-donor DUs, the CU should be able to add and release address configurations.

Proposal 5: Include TP below into TS 38.331.
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5.3.3	RRC connection establishment
[bookmark: _Toc12717981]5.3.3.4	Reception of the RRCSetup by the UE
The UE shall perform the following actions upon reception of the RRCSetup:
1>	if the RRCSetup is received in response to an RRCReestablishmentRequest; or
1>	if the RRCSetup is received in response to an RRCResumeRequest or RRCResumeRequest1:
2>	discard any stored UE Inactive AS context and suspendConfig;
2>	discard any current AS security context including the KRRCenc key, the KRRCint key, the KUPint key and the KUPenc key;
2>	release radio resources for all established RBs except SRB0, including release of the RLC entities, of the associated PDCP entities and of SDAP;
2>	release the RRC configuration except for the default L1 parameter values, default MAC Cell Group configuration and CCCH configuration;
2>	indicate to upper layers fallback of the RRC connection;
2>	stop timer T380, if running;
1>	perform the cell group configuration procedure in accordance with the received masterCellGroup and as specified in 5.3.5.5;
1>	perform the radio bearer configuration procedure in accordance with the received radioBearerConfig and as specified in 5.3.5.6;
1>	if stored, discard the cell reselection priority information provided by the cellReselectionPriorities or inherited from another RAT;
1>	stop timer T300, T301 or T319 if running;
1>	if T390 is running:
2>	stop timer T390 for all access categories;
2>	perform the actions as specified in 5.3.14.4;
1>	if T302 is running:
2>	stop timer T302;
2>	perform the actions as specified in 5.3.14.4;
1>	stop timer T320, if running;
1>	if the RRCSetup is received in response to an RRCResumeRequest, RRCResumeRequest1 or RRCSetupRequest:
2>	enter RRC_CONNECTED;
2>	stop the cell re-selection procedure;
1>	consider the current cell to be the PCell;
1>	set the content of RRCSetupComplete message as follows:
2>	if upper layers provide a 5G-S-TMSI:
3>	if the RRCSetup is received in response to an RRCSetupRequest:
4>	set the ng-5G-S-TMSI-Value to ng-5G-S-TMSI-Part2;
3>	else:
4>	set the ng-5G-S-TMSI-Value to ng-5G-S-TMSI;
2>	set the selectedPLMN-Identity to the PLMN selected by upper layers (TS 24.501 [23]) from the PLMN(s) included in the plmn-IdentityList in SIB1;
2>	if upper layers provide the 'Registered AMF':
3>	include and set the registeredAMF as follows:
4>	if the PLMN identity of the 'Registered AMF' is different from the PLMN selected by the upper layers:
5>	include the plmnIdentity in the registeredAMF and set it to the value of the PLMN identity in the 'Registered AMF' received from upper layers;
4>	set the amf-Identifier to the value received from upper layers;
3>	include and set the guami-Type to the value provided by the upper layers;
2>	if upper layers provide one or more S-NSSAI (see TS 23.003 [21]):
3>	include the s-NSSAI-List and set the content to the values provided by the upper layers;
2>	set the dedicatedNAS-Message to include the information received from upper layers;
2> if connecting as an IAB-node:
3> include the iab-NodeIndication;
3> if requested by upper layers
	4> include the iab-IpaddressRequest;
1>	submit the RRCSetupComplete message to lower layers for transmission, upon which the procedure ends
>>>>>>>>>>>>>>> Unchanged parts are skipped<<<<<<<<<<<<<<<<

[bookmark: _Toc12717990][bookmark: _Toc12717993]5.3.5	RRC reconfiguration
>>>>>>>>>>>>>>> Unchanged parts are skipped<<<<<<<<<<<<<<<<
5.3.5.3	Reception of an RRCReconfiguration by the UE
The UE shall perform the following actions upon reception of the RRCReconfiguration:
1>	if the RRCReconfiguration is received via other RAT (i.e., inter-RAT handover to NR):
2>	if the RRCReconfiguration does not include the fullConfig and the UE is connected to 5GC (i.e., delta signalling during intra 5GC handover):
3>	re-use the source RAT SDAP and PDCP configurations if available (i.e., current SDAP/PDCP configurations for all RBs from source E-UTRA RAT prior to the reception of the inter-RAT HO RRCReconfiguration message);
1>	else:
2>	if the RRCReconfiguration includes the fullConfig:
3>	perform the full configuration procedure as specified in 5.3.5.11;
1>	if the RRCReconfiguration includes the masterCellGroup:
2>	perform the cell group configuration for the received masterCellGroup according to 5.3.5.5;
1>	if the RRCReconfiguration includes the masterKeyUpdate:
2>	perform AS security key update procedure as specified in 5.3.5.7;
1>	if the RRCReconfiguration includes the sk-Counter:
2>	perform security key update procedure as specified in 5.3.5.7;
1>	if the RRCReconfiguration includes the secondaryCellGroup:
2>	perform the cell group configuration for the SCG according to 5.3.5.5; 
1>	if the RRCReconfiguration includes the mrdc-SecondaryCellGroupConfig:
2>	if the mrdc-SecondaryCellGroupConfig is set to setup:
3>	if the mrdc-SecondaryCellGroupConfig includes mrdc-ReleaseAndAdd:
4>	perform MR-DC release as specified in section 5.3.5.10;
3>	if the received mrdc-SecondaryCellGroup is set to nr-SCG:
4>	perform the RRC reconfiguration according to 5.3.5.3 for the RRCReconfiguration message included in nr-SCG;
3>	if the received mrdc-SecondaryCellGroup is set to eutra-SCG:
4>	perform the RRC connection reconfiguration as specified in TS 36.331 [10], clause 5.3.5.3 for the RRCConnectionReconfiguration message included in eutra-SCG;
2>	else (mrdc-SecondaryCellGroupConfig is set to release):
3>	perform MR-DC release as specified in section 5.3.5.10;
1>	if the RRCReconfiguration message includes the radioBearerConfig:
2>	perform the radio bearer configuration according to 5.3.5.6;
1>	if the RRCReconfiguration message includes the radioBearerConfig2:
2>	perform the radio bearer configuration according to 5.3.5.6;
1>	if the RRCReconfiguration message includes the measConfig:
2>	perform the measurement configuration procedure as specified in 5.5.2;
1>	if the RRCReconfiguration message includes the dedicatedNAS-MessageList:
2>	forward each element of the dedicatedNAS-MessageList to upper layers in the same order as listed;
1>	if the RRCReconfiguration message includes the dedicatedSIB1-Delivery:
2>	perform the action upon reception of SIB1 as specified in 5.2.2.4.2;
1>	if the RRCReconfiguration message includes the dedicatedSystemInformationDelivery:
2>	perform the action upon reception of System Information as specified in 5.2.2.4;
1>	if the RRCReconfiguration message includes the otherConfig:
2>	perform the other configuration procedure as specified in 5.3.5.9;
1>	if the RRCReconfiguration message includes the bap-Config:
2>	perform the BAP configuration procedure as specified in 5.3.5.X;
1>	if the RRCReconfiguration message includes the iab-IpaddressToAdd:
2>	add the IP address configuration contained in the messages as specified in TS 38.401 [zz] clause [X];
1>	if the RRCReconfiguration message includes the iab-IpaddressToRelease:
2>	remove the IP addresses contained in messages;
1>	set the content of RRCReconfigurationComplete message as follows:
2>	if the RRCReconfiguration includes the masterCellGroup containing the reportUplinkTxDirectCurrent; or
2>	if the RRCReconfiguration includes the secondaryCellGroup containing the reportUplinkTxDirectCurrent:
3>	include the uplinkTxDirectCurrentList for each serving cell with UL;
3>	if UE is configured with SUL carrier:
4>	include uplinkDirectCurrentBWP-SUL for each serving cell with SUL within the uplinkTxDirectCurrentList;
2>	if the received RRCReconfiguration message includes the mrdc-SecondaryCellGroupConfig with mrdc-SecondaryCellGroup set to eutra-SCG:
3>	include eutra-SCG-Response within scg-Response in accordance with TS 36.331 [10] clause 5.3.5.3;
2> if the received RRCReconfiguration message includes the mrdc-SecondaryCellGroupConfig with mrdc-SecondaryCellGroup set to nr-SCG:
3>	include nr-SCG-Response within scg-Response;
2> if connecting as an IAB-node:
3> if requested by upper layers
	4> include the iab-IpaddressRequest;
1>	if the UE is configured with E-UTRA nr-SecondaryCellGroupConfig (MCG is E-UTRA):
2>	if RRCReconfiguration was received via SRB1:
3>	submit the RRCReconfigurationComplete via the E-UTRA MCG embedded in E-UTRA RRC message RRCConnectionReconfigurationComplete as specified in TS 36.331 [10];
3>	if reconfigurationWithSync was included in spCellConfig of an SCG:
4>	initiate the Random Access procedure on the SpCell, as specified in TS 38.321 [3];
3>	else:
4>	the procedure ends;
NOTE 1:	The order the UE sends the RRCConnectionReconfigurationComplete message and performs the Random Access procedure towards the SCG is left to UE implementation.
2>	else (RRCReconfiguration was received via SRB3):
3>	submit the RRCReconfigurationComplete message via SRB3 to lower layers for transmission using the new configuration;
NOTE 2:	In (NG)EN-DC and NR-DC, in the case RRCReconfiguration is received via SRB1, the random access is triggered by RRC layer itself as there is not necessarily other UL transmission. In the case RRCReconfiguration is received via SRB3, the random access is triggered by the MAC layer due to arrival of RRCReconfigurationComplete.
1>	else if RRCReconfiguration message was received within the nr-SCG within mrdc-SecondaryCellGroup (NR SCG RRC Reconfiguration):
2>	if reconfigurationWithSync was included in spCellConfig in nr-SCG:
3>	initiate the Random Access procedure on the PSCell, as specified in TS 38.321 [3];
2>	else
3>	the procedure ends;
1>	else if RRCReconfiguration was received via SRB3:
2>	submit the RRCReconfigurationComplete message via SRB3 to lower layers for transmission using the new configuration;
1>	else (MCG RRCReconfiguration):
2>	submit the RRCReconfigurationComplete message via SRB1 to lower layers for transmission using the new configuration;
2>	if this is the first RRCReconfiguration message after successful completion of the RRC re-establishment procedure:
3>	resume SRB2 and DRBs that are suspended;
1>	if reconfigurationWithSync was included in spCellConfig of an MCG or SCG, and when MAC of an NR cell group successfully completes a Random Access procedure triggered above;
2>	stop timer T304 for that cell group;
2>	apply the parts of the CQI reporting configuration, the scheduling request configuration and the sounding RS configuration that do not require the UE to know the SFN of the respective target SpCell, if any;
2>	apply the parts of the measurement and the radio resource configuration that require the UE to know the SFN of the respective target SpCell (e.g. measurement gaps, periodic CQI reporting, scheduling request configuration, sounding RS configuration), if any, upon acquiring the SFN of that target SpCell;
2>	if the reconfigurationWithSync was included in spCellConfig of an MCG:
3>	if T390 is running:
4>	stop timer T390 for all access categories;
4>	perform the actions as specified in 5.3.14.4.
3>	if RRCReconfiguration does not include dedicatedSIB1-Delivery and
3>	if the active downlink BWP, which is indicated by the firstActiveDownlinkBWP-Id for the target SpCell of the MCG, has a common search space configured by searchSpaceSIB1:
4>	acquire the SIB1, which is scheduled as specified in TS 38.213 [13], of the target SpCell of the MCG;
4>	upon acquiring SIB1, perform the actions specified in clause 5.2.2.4.2;
2>	the procedure ends.
NOTE 3:	The UE is only required to acquire broadcasted SIB1 if the UE can acquire it without disrupting unicast data reception, i.e. the broadcast and unicast beams are quasi co-located.
>>>>>>>>>>>>>>> Unchanged parts are skipped<<<<<<<<<<<<<<<<
[bookmark: _Toc12718023]5.3.7	RRC connection re-establishment
[bookmark: _Toc12718028]>>>>>>>>>>>>>>> Unchanged parts are skipped<<<<<<<<<<<<<<<<
5.3.7.5	Reception of the RRCReestablishment by the UE
The UE shall:
1>	stop timer T301;
1>	consider the current cell to be the PCell;
1>	store the nextHopChainingCount value indicated in the RRCReestablishment message;
1>	update the KgNB key based on the current KgNB key or the NH, using the stored nextHopChainingCount value, as specified in TS 33.501 [11];
1>	derive the KRRCenc and KUPenc keys associated with the previously configured cipheringAlgorithm, as specified in TS 33.501 [11];
1>	derive the KRRCint and KUPint keys associated with the previously configured integrityProtAlgorithm, as specified in TS 33.501 [11].
1>	request lower layers to verify the integrity protection of the RRCReestablishment message, using the previously configured algorithm and the KRRCint key;
1>	if the integrity protection check of the RRCReestablishment message fails:
2>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'RRC connection failure', upon which the procedure ends;
1>	configure lower layers to resume integrity protection for SRB1 using the previously configured algorithm and the KRRCint key immediately, i.e., integrity protection shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;
1>	configure lower layers to resume ciphering for SRB1 using the previously configured algorithm and, the KRRCenc key immediately, i.e., ciphering shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;
1>	release the measurement gap configuration indicated by the measGapConfig, if configured;
1>	set the content of RRCReconfigurationComplete message as follows:
2> if connecting as an IAB-node:
3> if requested by upper layers
	4> include the iab-IpaddressRequest;
1>	submit the RRCReestablishmentComplete message to lower layers for transmission;
1>	the procedure ends.

NEXT CHANGE
[bookmark: _Toc12718162]6.2	RRC messages
[bookmark: _Toc12718163]6.2.1	General message structure
>>>>>>>>>>>>>>> Unchanged parts are skipped<<<<<<<<<<<<<<<<
[bookmark: _Toc12718173]6.2.2	Message definitions
>>>>>>>>>>>>>>> Unchanged parts are skipped<<<<<<<<<<<<<<<<
[bookmark: _Toc12718184]–	RRCReestablishmentComplete
The RRCReestablishmentComplete message is used to confirm the successful completion of an RRC connection re-establishment.
Signalling radio bearer: SRB1
RLC-SAP: AM
Logical channel: DCCH
Direction: UE to Network
RRCReestablishmentComplete message
-- ASN1START
-- TAG-RRCREESTABLISHMENTCOMPLETE-START

RRCReestablishmentComplete ::=      SEQUENCE {
    rrc-TransactionIdentifier           RRC-TransactionIdentifier,
    criticalExtensions                  CHOICE {
        rrcReestablishmentComplete          RRCReestablishmentComplete-IEs,
        criticalExtensionsFuture            SEQUENCE {}
    }
}

RRCReestablishmentComplete-IEs ::=  SEQUENCE {
    lateNonCriticalExtension            OCTET STRING                    OPTIONAL,
    nonCriticalExtension                RRCReestablishmentComplete-v16xySEQUENCE {}                     OPTIONAL
}

RRCReestablishmentComplete-v16xy ::=        SEQUENCE {
	iab-IpaddressRequest				Iab-IpaddressRequest							OPTIONAL
}

-- TAG-RRCREESTABLISHMENTCOMPLETE-STOP
-- ASN1STOP
>>>>>>>>>>>>>>> Unchanged parts are skipped<<<<<<<<<<<<<<<<

[bookmark: _Toc12718186]–	RRCReconfiguration
The RRCReconfiguration message is the command to modify an RRC connection. It may convey information for measurement configuration, mobility control, radio resource configuration (including RBs, MAC main configuration and physical channel configuration) and AS security configuration.
Signalling radio bearer: SRB1 or SRB3
RLC-SAP: AM
Logical channel: DCCH
Direction: Network to UE
RRCReconfiguration message
-- ASN1START
-- TAG-RRCRECONFIGURATION-START

RRCReconfiguration ::=              SEQUENCE {
    rrc-TransactionIdentifier           RRC-TransactionIdentifier,
    criticalExtensions                  CHOICE {
        rrcReconfiguration                  RRCReconfiguration-IEs,
        criticalExtensionsFuture            SEQUENCE {}
    }
}

RRCReconfiguration-IEs ::=          SEQUENCE {
    radioBearerConfig                       RadioBearerConfig                                                      OPTIONAL, -- Need M
    secondaryCellGroup                      OCTET STRING (CONTAINING CellGroupConfig)                              OPTIONAL, -- Need M
    measConfig                              MeasConfig                                                             OPTIONAL, -- Need M
    lateNonCriticalExtension                OCTET STRING                                                           OPTIONAL,
    nonCriticalExtension                    RRCReconfiguration-v1530-IEs                                           OPTIONAL
}

RRCReconfiguration-v1530-IEs ::=            SEQUENCE {
    masterCellGroup                         OCTET STRING (CONTAINING CellGroupConfig)                              OPTIONAL, -- Need M
    fullConfig                              ENUMERATED {true}                                                      OPTIONAL, -- Cond FullConfig
    dedicatedNAS-MessageList                SEQUENCE (SIZE(1..maxDRB)) OF DedicatedNAS-Message                     OPTIONAL, -- Cond nonHO
    masterKeyUpdate                         MasterKeyUpdate                                                        OPTIONAL, -- Cond MasterKeyChange
    dedicatedSIB1-Delivery                  OCTET STRING (CONTAINING SIB1)                                         OPTIONAL, -- Need N
    dedicatedSystemInformationDelivery      OCTET STRING (CONTAINING SystemInformation)                            OPTIONAL, -- Need N
    otherConfig                             OtherConfig                                                            OPTIONAL, -- Need M
    nonCriticalExtension                    RRCReconfiguration-v1540-IEs                                           OPTIONAL
}

RRCReconfiguration-v1540-IEs ::=        SEQUENCE {
    otherConfig-v1540                       OtherConfig-v1540                      OPTIONAL, -- Need M
    nonCriticalExtension                    RRCReconfiguration-v1560-IEs           OPTIONAL
}

RRCReconfiguration-v1560-IEs ::=            SEQUENCE {
    mrdc-SecondaryCellGroupConfig               SetupRelease { MRDC-SecondaryCellGroupConfig }                    OPTIONAL,   -- Need M
    radioBearerConfig2                          OCTET STRING (CONTAINING RadioBearerConfig)                       OPTIONAL,   -- Need M
    sk-Counter                                  SK-Counter                                                        OPTIONAL,   -- Need N
    nonCriticalExtension                        RRCSetupComplete-v16xySEQUENCE {}                                                       OPTIONAL
}

RRCReconfiguration-v16xy ::=            SEQUENCE {
    bap-Config-r16                              SetupRelease { BAP-Config-r16 }                                   OPTIONAL,   -- Need M
	iab-IpaddressConfig							Iab-IpaddressConfig							OPTIONAL
    nonCriticalExtension                        SEQUENCE {}                                                       OPTIONAL
}


BAP-Config-r16 ::=                          SEQUENCE {
    bap-Address-r16                            BIT STRING (SIZE (10))                              OPTIONAL,   -- Need M
    defaultUL-BAProutingID                     BAP-Routing-ID                                      OPTIONAL,   -- Need FFS
    defaultUL-BH-RLC-Channel                   INTEGER (1..maxLC-ID-Iab)                           OPTIONAL,   -- Need M  
    ...
}


MRDC-SecondaryCellGroupConfig ::=       SEQUENCE {
    mrdc-ReleaseAndAdd                  ENUMERATED {true}                                                         OPTIONAL,   -- Need N
    mrdc-SecondaryCellGroup             CHOICE {
        nr-SCG                              OCTET STRING  (CONTAINING RRCReconfiguration), 
        eutra-SCG                           OCTET STRING
    }
}

MasterKeyUpdate ::=                 SEQUENCE {
    keySetChangeIndicator           BOOLEAN,
    nextHopChainingCount            NextHopChainingCount,
    nas-Container                   OCTET STRING                                                     OPTIONAL,    -- Cond securityNASC
    ...
}

-- TAG-RRCRECONFIGURATION-STOP
-- ASN1STOP

	RRCReconfiguration-IEs field descriptions

	bap-Config-r16
This field is used to configure the BAP entity at the IAB-MT [x]. It is only used for IAB nodes.

	bap-Address-r16
Indicates the BAP address of an IAB node. 

	dedicatedNAS-MessageList
This field is used to transfer UE specific NAS layer information between the network and the UE. The RRC layer is transparent for each PDU in the list. 

	dedicatedSIB1-Delivery
This field is used to transfer SIB1 to the UE. The field has the same values as the corresponding configuration in servingCellConfigCommon.

	dedicatedSystemInformationDelivery
This field is used to transfer SIB6, SIB7, SIB8 to the UE.

	DefaultUL-BAProutingID
This field is used to configure the BAP entity at the IAB-MT [x]. It is only used for IAB nodes to configure the default uplink Routing ID.

	DefaultUL-BH-RLC-Channel
This field is used to configure the BAP entity at the IAB-MT [x]. It is only used for IAB nodes to configure the default uplink bh-RLC-Channel.

	fullConfig
Indicates that the full configuration option is applicable for the RRCReconfiguration message for intra-system intra-RAT HO. For inter-RAT HO from E-UTRA to NR, fullConfig indicates whether or not delta signalling of SDAP/PDCP from source RAT is applicable.

	keySetChangeIndicator
Indicates whether UE shall derive a new KgNB. If reconfigurationWithSync is included, value true indicates that a KgNB key is derived from a KAMF key taken into use through the latest successful NAS SMC procedure, or N2 handover procedure with KAMF change, as described in TS 33.501 [11] for KgNB re-keying. Value false indicates that the new KgNB key is obtained from the current KgNB key or from the NH as described in TS 33.501 [11].

	masterCellGroup
Configuration of master cell group.

	mrdc-ReleaseAndAdd
This field indicates that the current SCG configuration is released and a new SCG is added at the same time.

	mrdc-SecondaryCellGroup
Includes an RRC message for SCG configuration in NR-DC or NE-DC.
For NR-DC (nr-SCG), mrdc-SecondaryCellGroup contains the RRCReconfiguration message as generated (entirely) by SN gNB. In this version of the specification, the RRC message can only include fields secondaryCellGroup and measConfig.
For NE-DC (eutra-SCG), mrdc-SecondaryCellGroup includes the E-UTRA RRCConnectionReconfiguration message as specified in TS 36.331 [10]. In this version of the specification, the E-UTRA RRC message can only include the field scg-Configuration.

	nas-Container
This field is used to transfer UE specific NAS layer information between the network and the UE. The RRC layer is transparent for this field, although it affects activation of AS  security after inter-system handover to NR. The content is defined in TS 24.501 [23].

	nextHopChainingCount
Parameter NCC: See TS 33.501 [11]

	otherConfig
Contains configuration related to other configurations.

	radioBearerConfig
Configuration of Radio Bearers (DRBs, SRBs) including SDAP/PDCP. In EN-DC this field may only be present if the RRCReconfiguration is transmitted over SRB3.

	radioBearerConfig2
Configuration of Radio Bearers (DRBs, SRBs) including SDAP/PDCP. This field can only be used if the UE supports NR-DC or NE-DC.

	secondaryCellGroup
Configuration of secondary cell group ((NG)EN-DC or NR-DC). This field is absent when the RRCReconfiguration message is directly transmitted via MCG SRB1 and not within mrdc-secondaryCellGroup.

	sk-Counter
A counter used upon initial configuration of S-KgNB or S-KeNB, as well as upon refresh of S-KgNB or S-KeNB. This field is always included upon initial configuration of an NR SCG or upon configuration of the first RB with keyToUse set to secondary. This field is absent if there is neither any NR SCG nor any RB with keyToUse set to secondary.



	Conditional Presence
	Explanation

	nonHO
	The field is absent in case of reconfiguration with sync within NR or to NR; otherwise it is optionally present, need N.

	securityNASC
	This field is mandatory present in case of inter system handover. Otherwise the field is optionally present, need N.

	MasterKeyChange
	This field is mandatory present in case masterCellGroup includes ReconfigurationWithSync and RadioBearerConfig includes SecurityConfig with SecurityAlgorithmConfig, indicating a change of the AS security algorithms associated to the master key. If ReconfigurationWithSync is included for other cases, this field is optionally present, need N. Otherwise the field is absent.

	FullConfig
	The field is mandatory present in case of inter-system handover from E-UTRA/EPC to NR. It is optionally present, Need N, during reconfiguration with sync and also in first reconfiguration after reestablishment; or for intra-system handover from E-UTRA/5GC to NR. It is absent otherwise.


>>>>>>>>>>>>>>> Unchanged parts are skipped<<<<<<<<<<<<<<<<

[bookmark: _Toc12718187]–	RRCReconfigurationComplete
The RRCReconfigurationComplete message is used to confirm the successful completion of an RRC connection reconfiguration.
Signalling radio bearer: SRB1 or SRB3
RLC-SAP: AM
Logical channel: DCCH
Direction: UE to Network
RRCReconfigurationComplete message
-- ASN1START
-- TAG-RRCRECONFIGURATIONCOMPLETE-START

RRCReconfigurationComplete ::=              SEQUENCE {
    rrc-TransactionIdentifier                   RRC-TransactionIdentifier,
    criticalExtensions                          CHOICE {
        rrcReconfigurationComplete                  RRCReconfigurationComplete-IEs,
        criticalExtensionsFuture                    SEQUENCE {}
    }
}

RRCReconfigurationComplete-IEs ::=          SEQUENCE {
    lateNonCriticalExtension                    OCTET STRING                                                            OPTIONAL,
    nonCriticalExtension                        RRCReconfigurationComplete-v1530-IEs                                    OPTIONAL
}

RRCReconfigurationComplete-v1530-IEs ::=    SEQUENCE {
    uplinkTxDirectCurrentList                   UplinkTxDirectCurrentList                                               OPTIONAL,
    nonCriticalExtension                        RRCReconfigurationComplete-v1560-IEs                                    OPTIONAL
}

RRCReconfigurationComplete-v1560-IEs ::=    SEQUENCE {
    scg-Response                                CHOICE {
        nr-SCG-Response                                 OCTET STRING,
        eutra-SCG-Response                              OCTET STRING
    }                                                                                                                   OPTIONAL,
    nonCriticalExtension                        RRCReconfigurationComplete-v16xySEQUENCE {}                                                             OPTIONAL
}

RRCReconfigurationComplete-v16xy ::=        SEQUENCE {
	iab-IpaddressRequest				Iab-IpaddressRequest							OPTIONAL
}


-- TAG-RRCRECONFIGURATIONCOMPLETE-STOP
-- ASN1STOP

	RRCReconfigurationComplete-IEs field descriptions

	scg-Response
In case of NR-DC (nr-SCG-Response), this field includes the RRCReconfigurationComplete message. In case of NE-DC (eutra-SCG-Response), this field includes the E-UTRA RRCConnectionReconfigurationComplete message as specified in TS 36.331 [10].

	uplinkTxDirectCurrentList
The Tx Direct Current locations for the configured serving cells and BWPs if requested by the NW (see reportUplinkTxDirectCurrent in CellGroupConfig).


>>>>>>>>>>>>>>> Unchanged parts are skipped<<<<<<<<<<<<<<<<

[bookmark: _Toc12718195]–	RRCSetupComplete
The RRCSetupComplete message is used to confirm the successful completion of an RRC connection establishment.
Signalling radio bearer: SRB1
RLC-SAP: AM
Logical channel: DCCH
Direction: UE to Network
RRCSetupComplete message
-- ASN1START
-- TAG-RRCSETUPCOMPLETE-START

RRCSetupComplete ::=                SEQUENCE {
    rrc-TransactionIdentifier           RRC-TransactionIdentifier,
    criticalExtensions                  CHOICE {
        rrcSetupComplete                    RRCSetupComplete-IEs,
        criticalExtensionsFuture            SEQUENCE {}
    }
}

RRCSetupComplete-IEs ::=            SEQUENCE {
    selectedPLMN-Identity               INTEGER (1..maxPLMN),
    registeredAMF                       RegisteredAMF                                   OPTIONAL,
    guami-Type                          ENUMERATED {native, mapped}                     OPTIONAL,
    s-NSSAI-List                        SEQUENCE (SIZE (1..maxNrofS-NSSAI)) OF S-NSSAI  OPTIONAL,
    dedicatedNAS-Message                DedicatedNAS-Message,
    ng-5G-S-TMSI-Value                  CHOICE {
        ng-5G-S-TMSI                        NG-5G-S-TMSI,
        ng-5G-S-TMSI-Part2                  BIT STRING (SIZE (9))
    }                                                                                   OPTIONAL,
    lateNonCriticalExtension            OCTET STRING                                    OPTIONAL,
    nonCriticalExtension                RRCSetupComplete-v16xySEQUENCE{}                                      OPTIONAL
}

RRCSetupComplete-v16xy ::=        SEQUENCE {
    iab-NodeIndication                  ENUMERATED {true}                               OPTIONAL,
	iab-IpaddressRequest				Iab-IpaddressRequest							OPTIONAL,
    nonCriticalExtension                SEQUENCE{}                                      OPTIONAL
}


RegisteredAMF ::=                   SEQUENCE {
    plmn-Identity                       PLMN-Identity                                   OPTIONAL,
    amf-Identifier                      AMF-Identifier
}

-- TAG-RRCSETUPCOMPLETE-STOP
-- ASN1STOP

	RRCSetupComplete-IEs field descriptions

	guami-Type
This field is used to indicate whether the GUAMI included is native (derived from native 5G-GUTI) or mapped (from EPS, derived from EPS GUTI) as specified in TS 24.501 [23].

	iab-NodeIndication
This field is used to indicate that the connection is being established by an IAB-node [2].

	ng-5G-S-TMSI-Part2
The leftmost 9 bits of 5G-S-TMSI.

	registeredAMF
This field is used to transfer the GUAMI of the AMF where the UE is registered, as provided by upper layers, see TS 23.003 [21].

	selectedPLMN-Identity
Index of the PLMN selected by the UE from the plmn-IdentityList fields included in SIB1.



>>>>>>>>>>>>>>> Unchanged parts are skipped<<<<<<<<<<<<<<<<

[bookmark: _Toc12718210]6.3	RRC information elements
>>>>>>>>>>>>>>> Unchanged parts are skipped<<<<<<<<<<<<<<<<
[bookmark: _Toc12718423]–	Iab-IpaddressConfig
The IE Iab-IpaddressConfig specifies the IP addresses used by the IAB-DU on the IAB-node.
Iab-IpaddressConfig information element
-- ASN1START
-- Iab-IpaddressConfig-START


	Iab-IpaddressPrefixToAddModList    SEQUENCE (SIZE (1..maxNrofIpaddressPrefixes)) 
		OF Iab-IpaddressPrefix	OPTIONAL,

	Iab-IpaddressPrefixToReleaseList    SEQUENCE (SIZE (1..maxNrofIpaddressPrefixes)) 
		OF Iab-IpaddressIndex	OPTIONAL,




Iab-IpaddressPrefix ::=  SEQUENCE{

			iab-IpaddressIndex		Iab-IpaddressIndex, 								MANDATORY
			TransportLayerAddress		::= BIT STRING (SIZE(1..160, ...))				MANDATORY
			Ipv6-prefix-length 			::= INTEGER(64..128)						OPTIONAL
			Ipv4-prefix-length 			::= INTEGER(16..32) 						OPTIONAL

}

Iab-IPaddressIndex ::=             INTEGER (0..maxNrofIpaddressPrefixes-1)


-- Iab-IpaddressConfig-STOP
-- ASN1STOP

	Iab-IpaddressConfig field descriptions

	TransportLayerAddress
Transport layer address as defined by TS 38.414 [zz]. 

	Ipv6/Ipv4-prefix-length
Length of prefix in bits.




–	Iab-IpaddressRequest
The IE Iab-IpaddressReqest specifies the prefix length for IPv4 and IPv6 addresses used by IAB-DU on the IAB-node.
Iab-IpaddressRequest information element
-- ASN1START
-- Iab-IpaddressRequest-START

Iab-IpaddressRequest ::=  SEQUENCE{

			Ipv6-prefix-length 			::= INTEGER(64..128) 		OPTIONAL
			Ipv4-prefix-length 			::= INTEGER(16..32)			OPTIONAL

}
-- Iab-IpaddressRequest-STOP
-- ASN1STOP

	Iab-IpaddressRequest field descriptions

	[bookmark: _GoBack]Ipv6/Ipv4-prefix-length
Length of prefix in bits.



END OF CHANGE

