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[bookmark: _Ref165266342]Introduction
According to the discussion on the non-DAPS DRB handling during the DAPS handover in the RAN2#108 meeting, RAN2 made the following agreements [1]:
	· Confirm working assumption on per-DRB DAPS.
· DRB not configured for DAPS is handled same way as in legacy HO.
· FFS how to handle the fallback to source cell when target cell fails.


According to the CP discussion on the DAPS handover in the RAN2#107bis meeting, RAN2 achieved the following consensus for handling the target connection failure [2]:
	· When the DAPS handover fails, the UE resumes the DRB data transmission via the source link if the source link is still available.


In this contribution, we provide our understandings on the handling of the non-DAPS DRB
Discussion
Non-DAPS DRB
According to the email discussion [3] on the remaining issues of DAPS handover, the UE needs to release all target specific configurations (including PDCP (security and ROHC), SDAP, RLC, MAC and L1) upon DAPS handover failure.
Observation 1: Upon DAPS handover failure, the UE needs to release all target specific configurations (including PDCP (security and ROHC), SDAP, RLC, MAC and L1) upon DAPS handover failure, at least for the DAPS DRB.
For the non-DAPS DRB, the DRB will start the transmission/reception to/from the target node after the configuration of the DAPS handover, by using the target connection configuration. Then in order to resume the DRB data transmission via the source link at the DAPS handover failure, the source configuration (including PDCP, RLC and MAC (i.e. logical channel configuration)) of the non-DAPS DRB should be stored at the UE when the DAPS handover is configured.
Proposal 1: The source configuration (including SDAP (for NR), PDCP, RLC and logical channel configuration) of the non-DAPS DRB prior to the DAPS handover is stored at the UE. 
When the DAPS handover failure, as both the DAPS DRB and the non-DAPS DRB will resume their data transmission via the source link. Then the logical channel ID (configured in the DAPS handover command) for the DAPS DRB should not be collided with the logical channel ID (configured prior to the DAPS handover command) of the non-DAPS DRB.
Proposal 2: For the source connection, the logical channel ID (configured in the DAPS handover command) for the DAPS DRB cannot be collided with the logical channel ID (configured prior to the DAPS handover command) of the non-DAPS DRB.
Regarding the resumption of the non-DAPS DRB, we could have the following two ways:
· Option 1: Reestablish PDCP and RLC by using the source configuration prior to the DAPS handover. 
· Option 2: Release non-DAPS DRB and add the non-DAPS DRB by using the stored configuration prior to the DAPS handover.
Option 1 would require the UE to reestablish its RLC and PDCP entity alike the handover procedure and causes less packet loss. Option 2 is simpler from the UE implementation. For Option 1, we may need different UE behaviors for LTE and NR. For example, the LTE would require the UE to reestablish the target RLC entity before releasing it to avoid the packet loss, and the NR would require the UE to simply release the target RLC entity as the DAPS DRB. From our understanding, some packet loss during the handover failure should be acceptable for the UE. Thus Option 2 is slightly preferred.
Proposal 3: At DAPS handover failure, the UE releases the non-DAPS DRB, and then adds the same non-DAPS DRB again by using the stored configuration (including SDAP (for NR), PDCP, RLC and logical channel configuration of the non-DAPS DRB) prior to the DAPS handover.

Conclusions
Based on the analysis given above, we have the following observations and proposals：
[bookmark: _Toc502437832]Observation 1: Upon DAPS handover failure, the UE needs to release all target specific configurations (including PDCP (security and ROHC), SDAP, RLC, MAC and L1) upon DAPS handover failure, at least for the DAPS DRB.
Proposal 1: The source configuration (including SDAP (for NR), PDCP, RLC and logical channel configuration) of the non-DAPS DRB prior to the DAPS handover is stored at the UE. 
Proposal 2: For the source connection, the logical channel ID (configured in the DAPS handover command) for the DAPS DRB cannot be collided with the logical channel ID (configured prior to the DAPS handover command) of the non-DAPS DRB.
Proposal 3: At DAPS handover failure, the UE releases the non-DAPS DRB, and then adds the same non-DAPS DRB again by using the stored configuration (including SDAP (for NR), PDCP, RLC and logical channel configuration of the non-DAPS DRB) prior to the DAPS handover.
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