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[bookmark: _Ref165266342]Introduction
According to the RAN2 agreement [1] (as quoted below) made in the RAN2#108 meeting, it is still FFS how to release the source ROHC entity after releasing the source connection.
	· For the change from DAPS PDCP to the normal PDCP, UE releases the ciphering function, integrity protection function associated to the released RLC entity. FFS how RoHC is handled


In this contributions, we provide our understandings on the source ROHC handling when the DAPS PDCP is changed to the normal PDCP.
Discussion
LTE PDCP
According to the LTE PDCP specification [2], the header decompression is performed immediately at the time when the RLC entity submits the RLC SDUs to the PDCP entity. According to the agreement [1] made in the RAN2#108 meeting, the source LTE RLC entity of will be re-established before releasing the source LTE RLC entity, so as to allow the LTE RLC entity to submit the buffer RLC SDUs to the PDCP entity. According to the legacy LTE PDCP specification, when the RLC entity is re-established, the PDCP entity is also re-established. To avoid the packet loss in the receiving PDCP entity, the PDCP re-establishment procedure requires the UE to process the buffer PDCP PDUs before releasing the AS security context and resetting the ROHC.
Observation 1: According to the legacy LTE PDCP behavior, the PDCP entity needs to process the buffer PDCP PDUs before releasing the AS security context and resetting the ROHC.
Observation 2: In LTE, when the source connection is released at the DAPS handover, the source RLC entity is re-established before releasing the source RLC entity.
According to the current LTE PDCP running CR [3] as quoted in Annex B, at the release of the source RLC entity, the PDCP entity releases the AS security context immediately before processing the PDCP PDUs submitted by the re-established LTE RLC entity. This will cause lots of packet loss as all the packets submitted by the re-established LTE RLC entity will be lost.
Observation 3: In LTE, releasing the security context and the ROHC profile before processing the stored PDCP PDUs causes lots of packet loss when the source connection is released at the DAPS handover.
Thus we think that the same way as used for the PDCP re-establishment can be re-used for the PDCP reconfiguration procedure of the DAPS handover when the source RLC entity is released.
Proposal 1: For LTE DAPS handover, when the source RLC entity is released, the PDCP entity processes the PDCP PDU(s) received from the re-established RLC entity, as the legacy PDCP re-establishment.
The text proposal for the LTE PDCP specification (based on the PDCP running CR) can be found in Annex C.
Proposal 2: To adopt the text proposal provided in Annex C for the LTE DAPS handover.

NR PDCP
According to the legacy NR PDCP behaviors [4] (as quoted in Annex D), the NR PDCP entity (alike the LTE PDCP entity) also needs to process the buffered PDCP PDU before releasing the AS security context and the ROHC profile, in order to avoid the packet loss at the PDCP entity.
Observation 4: According to the legacy NR PDCP behavior, the PDCP entity needs to process the buffer PDCP PDUs before releasing the AS security context and resetting the ROHC.
As there is no new PDCP PDUs submitted to the PDCP entity at the release of the source NR RLC entity and the PDCP entity deciphers the buffered PDCP PDUs immediately (by using the source security key) when the RLC entity submits the RLC SDUs, the NR PDCP can release the AS security context immediately when the source connection is released. However as the header compression for the NR PDCP entity can only be performed when the NR PDCP submits the PDCP SDUs to the upper layers and is released and the receiving PDCP entity still have lots of buffered PDCP PDUs using the source ROHC profile when the source RLC entity is released, the PDCP entity should release the source ROHC profile only after decompressing all the source PDCP PDUs received from the source RLC entity.
Observation 5: In NR, as all the buffered PDCP PDUs have already been deciphered when the source connection is released, the AS security context can be released immediately upon the release of the source RLC entity.
Observation 6: In NR, if the source ROHC profile is released at the release of the source connection, lots of packet will be lost due to decompression failure.
Proposal 3: For NR DAPS handover, when the source RLC entity is released the UE should release the source ROHC profile only after decompressing all the PDCP PDUs received from the source RLC entity.
The text proposal for the NR PDCP specification (based on the PDCP running CR) can be found in Annex E.
Proposal 4: To adopt the text proposal provided in Annex E for the NR DAPS handover.
Conclusions
Based on the analysis given above, we have the following observations and proposals：
[bookmark: _Toc502437832]Observation 1: According to the legacy LTE PDCP behavior, the PDCP entity needs to process the buffer PDCP PDUs before releasing the AS security context and resetting the ROHC.
Observation 2: In LTE, when the source connection is released at the DAPS handover, the source RLC entity is re-established before releasing the source RLC entity.
Observation 3: In LTE, releasing the security context and the ROHC profile before processing the stored PDCP PDUs causes lots of packet loss when the source connection is released at the DAPS handover.
Observation 4: According to the legacy NR PDCP behavior, the PDCP entity needs to process the buffer PDCP PDUs before releasing the AS security context and resetting the ROHC.
Observation 5: In NR, as all the buffered PDCP PDUs have already been deciphered when the source connection is released, the AS security context can be released immediately upon the release of the source RLC entity.
Observation 6: In NR, if the source ROHC profile is released at the release of the source connection, lots of packet will be lost due to decompression failure.
Proposal 1: For LTE DAPS handover, when the source RLC entity is released, the PDCP entity processes the PDCP PDU(s) received from the re-established RLC entity, as the legacy PDCP re-establishment.
Proposal 2: To adopt the text proposal provided in Annex C for the LTE DAPS handover.
Proposal 3: For NR DAPS handover, when the source RLC entity is released the UE should release the source ROHC profile only after decompressing all the PDCP PDUs received from the source RLC entity.
Proposal 4: To adopt the text proposal provided in Annex E for the NR DAPS handover.
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Annex A
The following texts are extracted from 36.323 [2]:
	[bookmark: _Toc12524382]5.2.2	DL Data Transfer Procedures
[bookmark: _Toc12524383]5.2.2.1	Procedures for DRBs mapped on RLC AM while the reordering function is not used
When upper layers request a PDCP re-establishment while the reordering function is not used, the UE shall:
-	process the PDCP Data PDUs that are received from lower layers due to the re-establishment of the lower layers, as specified in the subclause 5.1.2.1.2;
-	reset the header compression protocol for downlink and start with NC state in U-mode (if configured) [9] [11], except if upper layers indicate stored UE AS context is used and drb-ContinueROHC is configured,see TS 36.331 [3];
-	if upper layers indicate stored UE AS context is used, set Next_PDCP_RX_SN, RX_HFN to 0 and Last_submitted_PDCP_RX_SN to Maximum_PDCP_SN;
-	apply the ciphering algorithm and key provided by upper layers during the re-establishment procedure.
-	if connected as an RN, apply the integrity protection algorithm and key provided by upper layers (if configured) during the re-establishment procedure.




Annex B
The following texts are extracted from [3]:
	When upper layers request a PDCP entity reconfiguration and the associated RLC entity is released for a radio bearer, UE shall:
-	release the ciphering function associated to the released RLC entity for the radio bearer;
-	release the integrity protection function associated to the released RLC entity for the radio bearer;
NOTE:	The state variables which control the transmission and reception operation should not be reset, and the timers including t-Reordering and discardTimer keep running during PDCP entity reconfiguration procedure.



Annex C: Text Proposal for LTE PDCP
------------------------------------Start of Change-------------------------------------------------------------------
5.y	PDCP Reconfiguration
When upper layers request a PDCP entity reconfiguration and DAPS is configured for a data radio bearer, UE shall:
-	establish a ciphering function for the radio bearer and apply the ciphering algorithm and key provided by upper layers for the ciphering function;
-	establish an integrity protection function for the radio bearer and apply the integrity protection algorithm and key provided by upper layers for the integrity protection function;
-	establish a header compression protocol for the radio bearer and apply the header compression configuration provided by upper layers for the header compression protocol. 
When upper layers request a PDCP entity reconfiguration and the associated RLC entity is released for a radio bearer, UE shall:
-	process the PDCP Data PDUs that are received from lower layers due to the re-establishment of the lower layers, as specified in the subclause 5.1.2.1.2;
-	release the ciphering function associated to the released RLC entity for the radio bearer;
-	release the integrity protection function associated to the released RLC entity for the radio bearer;
-	release the header compression protocol associated to the released RLC entity for the radio bearer;
NOTE:	The state variables which control the transmission and reception operation should not be reset, and the timers including t-Reordering and discardTimer keep running during PDCP entity reconfiguration procedure.

FFS: how RoHC is handled during the transition from DAPS PDCP entity to normal PDCP entity

------------------------------------End of Change-------------------------------------------------------------------

Annex D
The following texts are extracted from 38.323 [4]:
	When upper layers request a PDCP entity re-establishment, the receiving PDCP entity shall:
[bookmark: Signet15]-	process the PDCP Data PDUs that are received from lower layers due to the re-establishment of the lower layers, as specified in the clause 5.2.2.1;
-	for SRBs, discard all stored PDCP SDUs and PDCP PDUs;
-	for SRBs and UM DRBs, if t-Reordering is running:
-	stop and reset t-Reordering;
-	for UM DRBs, deliver all stored PDCP SDUs to the upper layers in ascending order of associated COUNT values after performing header decompression;
-	for AM DRBs, perform header decompression for all stored PDCP SDUs if drb-ContinueROHC is not configured in TS 38.331 [3];
-	for UM DRBs and AM DRBs, reset the header compression protocol for downlink and start with NC state in U-mode (as defined in RFC 3095 [8] and RFC 4815 [9]) if drb-ContinueROHC is not configured in TS 38.331 [3];
-	for UM DRBs and SRBs, set RX_NEXT and RX_DELIV to the initial value;
-	apply the ciphering algorithm and key provided by upper layers during the PDCP entity re-establishment procedure;
-	apply the integrity protection algorithm and key provided by upper layers during the PDCP entity re-establishment procedure.



Annex C: Text Proposal for NR PDCP
------------------------------------Start of Change-------------------------------------------------------------------
[bookmark: _Toc12616330]5.1.X	PDCP entity reconfiguration
When upper layers request a PDCP entity reconfiguration and DAPS is configured for a data radio bearer, UE shall:
-	establish a ciphering function for the radio bearer and apply the ciphering algorithm and key provided by upper layers for the ciphering function;
-	establish an integrity protection function for the radio bearer and apply the integrity protection algorithm and key provided by upper layers for the integrity protection function;
-	establish a header compression protocol for the radio bearer and apply the header compression configuration provided by upper layers for the header compression protocol. 
When upper layers request a PDCP entity reconfiguration and the associated RLC entity is released for a radio bearer, UE shall:
-	release the ciphering function associated to the released RLC entity for the radio bearer;
-	release the integrity protection function associated to the released RLC entity for the radio bearer;
-	release the header compression protocol associated to the released RLC entity for the radio bearer when no PDCP data PDUs from the released RLC entity are buffered in the receiving PDCP entity;
NOTE:	The state variables which control the transmission and reception operation should not be reset, and the timers including t-Reordering and discardTimer keep running during PDCP entity reconfiguration procedure.

FFS: how RoHC is handled during the transition from DAPS PDCP entity to normal PDCP entity


------------------------------------End of Change-------------------------------------------------------------------





	
