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1. Introduction
The following agreements concerning the backhaul failure report have been made in the RAN2#107bis meeting.
	· For DC case, the IAB-node considers the radio link is failed and uses RRC existing or Rel-16 Mechanism (e.g. MCG or SCG failure report, RRC reestablishment) if “Recovery Failure” notification is received from parent nodes on MCG-link or/and SCG-link.
· When NR DC is configured for the IAB-node, 2.1 RLF is detected separately for the MCG-link and for the SCG-link, and 2.2 existing UE procedures are used for MCG-link and SCG-link failure handling.
· R2 assumes that Upstream BH RLF notification to Donor CU via current F1-AP signalling is supported.




In this paper, we will further discuss the behavior of IAB-node upon reception of the BH RLF recovery failure notification. 
2. Discussion
2.1 IAB-node behavior upon receiving RLF recovery failure notification
If an IAB node detects that BH link fails on an upstream link to an IAB parent node, the IAB node would notify its child IAB about the BH link failure. For example in Figure 1, if BH RLF occurs on link 2 and radio link recovery fails, IAB-node 2 would notify IAB-node 3. 
In case of DC case, an IAB node can report the SCG/MCG link failure to MCG/SCG. For DC in IAB network, an IAB node connects to two parent IAB nodes and each parent IAB node may further connects to donor DU via backhaul links. To facilitate the discussion, we define the path to donor DU through MCG link as the MCG leg path while the path to donor DU via the SCG link as the SCG leg path, where MCG leg path (or SCG) path could have multiple hops. For MCG leg path (or SCG leg path), it could be the case that MCG link (or SCG link)  or some other link triggers RLF recovery failure. An IAB node in DC may receive such RLF recovery notification message triggered by any IAB node in either MCG leg path or SCG leg path, whether/how to handle the RLF recovery failure in such has not been discussed yet. One example is illustrated in Figure.1, IAB-node 3 is configured with DC, where IAB-node 4 and IAB node 2 are the parent IAB nodes configured with MCG and SCG respectively, MCG leg path comprises IAB node 3, 4, 5 and IAB donor, SCG leg path comprises IAB node 3, 2, 1 and IAB donor. In the SCG leg path, RLF recovery failure is detected by IAB node 2 for the link between in IAB node 2 and IAB node 1, and IAB node 2 sends RLF recovery failure message to IAB-node 3. Upon reception of the RLF recovery failure report, IAB node 3 shall report the RLF recovery about SCG leg failure to another leg. In this case, the RLF recovery failure report behavior of IAB node 3 should be clarified.  
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Figure 1 RLF in IAB network in case of DC
Thus, as shown in Figure 1, when BH RLF occur on BH link 2 and corresponding link recovery fails, IAB-node 2 will notify its child IAB-node 3. Upon receiving the BH RLF recovery failure notification transmitted from IAB-node 2, IAB-node 3 would construct a failure report to be destined to IAB-donor via MCG leg path, i.e., BH links 4, 5, and 6.
Observation 1: For a DC-configured IAB-node, failure report to one leg can be triggered by BH RLF recovery failure notification that comes from another leg.
Another agreement from the RAN2 # 107bis meeting is to support sending upstream BH RLF notification to donor CU via current F1-AP signaling. This means that IAB-node 1 shall detect the RLF of BH link between IAB node 1 and 2 and notify IAB-donor CU upon the BH RLF occurrence. However, it could usually take a much longer time for IAB-node 1 to detect itself being disconnected from IAB-node 2, because IAB-node 1 can only rely on the transmission/reception statistics (e.g. missed HARQ A/N or a number of RLC retransmissions) on the link between IAB node 1 and 2. If there are sparse UL transmissions from/to IAB node 2 to 1, IAB node 1 takes a long time to collect enough statistics to determine the loss of connection to IAB node 2. In contrast, IAB-node 2 can instantly detect the RLF occurring on link 2 based on the downlink radio quality as there are regular DL reference signal transmissions such as SSB-RS or CSI-RS. According to the existing RLM procedure [1], IAB node 2 can determine the downlink is out of synchronization of not based on the measured hypothetical BLER of PDCCH. 

Observation 2: With the regular reference signal transmissions in DL, it is expected that the child IAB node may detect RLF earlier than the parent IAB nodes and send the RLF report via RRC signaling with a shorter delay.

However, RLF occurs on BH link 3 would also trigger failure report to IAB-donor, if the IAB node that triggered failure report is not indicated in the report, then CU does not know the exact IAB node triggering RLF, therefore fails to improve the vulnerabilities and optimize the performance of the IAB network. Accordingly, it is meaningful for IAB-node 3 to record the cause of the recovery failure notification, for instance, the cause could be not finding a potential parent IAB node supporting IAB access. This information is beneficial for IAB-donor to optimize the current IAB architecture as it provides an accurate overall picture of the network.

Observation 3: RLF report from an IAB node in DC helps the CU to optimize the network dimensioning.
Proposal 1: Even though IAB RLF recovery failure report via F1-AP message is adopted, RLF report via RRC signaling by IAB node in DC is still supported.

Proposal 2: RRC signaling for failure report in case of DC should include the IAB-node identification that triggers the BH recovery failure notification.
3. Conclusion
In this paper, the behavior of IAB-node upon receipt of the BH RLF recovery failure notification, the observations and proposals are as follows:
Observation 1: For a DC-configured IAB-node, failure report to one leg can be triggered by BH RLF recovery failure notification that comes from another leg.
Observation 2: With the regular reference signal transmissions in DL, it is expected that the child IAB node may detect RLF earlier than the parent IAB nodes and send the RLF report via RRC signaling with a shorter delay.
Observation 3: RLF report from an IAB node in DC helps the CU to optimize the network dimensioning.
Proposal 1: Even though IAB RLF recovery failure report via F1-AP message is adopted, RLF report via RRC signaling by IAB node in DC is still supported.

Proposal 2: RRC signaling for failure report in case of DC should include the IAB-node identification that triggers the BH recovery failure notification.
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