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[bookmark: Title]Introduction
In RAN2#108 meeting, RAN2 discussed several issues related to Ethernet header compression, and the following agreements were reached [1]:
	There is support in R2 to have Ethernet Padding Removal for IIOT.
The following tentative agreements are postponed, we send an LS to SA1, but we will decide next meeting regardless if get a reply in time or not.
RAN2 confirm the feedback mechanism already agreed in the last meeting and apply this to both AM DRB and UM DRB.
The EHC algorithm is not allowed to be configured for a uni-directional link.
Q-TAGs can be removed in EHC, considering all sub-fields, assuming this is static (i.e. no dynamic indications in EHC)


[bookmark: OLE_LINK7][bookmark: OLE_LINK8]In this contribution, we will further discuss the remaining open issues for Ethernet Header Compression as identified in [2]-[4] and leftover editor’s notes from [5]:
· Issue 1: The details of EHC Context [2][5]. 
· The length of Context ID.
· Whether max_CID to be configured by the network?
· [bookmark: OLE_LINK15][bookmark: OLE_LINK18]Issue 2: how to handle an error case where the decompressor receives a compressed packet with a context it does not recognize [2][5].
· [bookmark: OLE_LINK23][bookmark: OLE_LINK24]Issue 3: the format of EHC packet [2][5]:
· EHC full header packet
· EHC compressed packet
· EHC feedback packet
· Issue 4: Ethernet Padding Removal [3]
Processing order of ROHC and EHC highlighted in [4] is separately addressed in [6].
Discussion
0. The details of EHC context 
[bookmark: _Toc7449054][bookmark: _Toc16693704][bookmark: _Ref16752788][bookmark: OLE_LINK11][bookmark: OLE_LINK12]It has been agreed in RAN2 meeting that EHC only removes Source Address (6 bytes), Destination Address (6 bytes), Type (2 bytes) and Q-tag fields (optional, 4 bytes). There are few fields and bytes to compress. For a packet, if the field of the compressed header is replaced with 2 bytes, the compression efficiency will be reduced. For small packets, the gains from EHC are large. So we should reduce the length of CID as much as possible. In addition, we don't support compressing multiple Ethernet frames, and unlike ROHC, EHC only compresses static fields, so it requires fewer bytes. Based on the above analysis, 1 byte of Context ID is enough. 
Compared with IP packets, Ethernet frame structure is simple, and the header fields is only divided into static fields and dynamic fields. Therefore, EHC should be designed simply. For example, if the length of CID is only one byte, there is no benefit in making this length configurable. Therefore, the max_CID does not need to be configured by network. 
[bookmark: _Ref31900906]Proposal 1: The length of CID field is 1 byte, including 1-bit format indication, 7-bit Context ID.
[bookmark: _Ref31900909]Proposal 2: The max_CID does not need to be configured by network.
0. How to handle an error case where the decompressor receives a compressed packet with a context it does not recognize?
The EHC procedure captured in [5] is: only after receiving the EHC feedback, the EHC compressor starts to transmit the compressed header packets to the EHC decompressor. In addition, the CID field is not expected to be damaged if lower layers considered the transmission as successful. Therefore, it is not possible for the decompressor to receive a compressed packet containing an unrecognized CID. We haven’t identified such corner case, so we don't need to complicate the compression process for it.
[bookmark: _Ref31900911]Proposal 3: There is no need to define anything to handle unrecognized CID
0. The format of EHC packet
· [bookmark: _Ref14425689]EHC full packet 
The EHC procedure captured in [5] is: for an Ethernet packet stream, the EHC compressor establishes the EHC context and associates it with the CID. Then, the EHC compressor transmits the full packet to the EHC decompressor including the associated CID and the compressed/uncompressed (U/C) indicator bit, set to 0 (uncompressed).
The format of the full data package is as shown in Figure 1 (SN = 12bits as an example):



[bookmark: _Ref31905659]Figure 1. PDCP data PDU format with EHC full packet
· EHC compressed packet
After receiving the EHC feedback, the EHC compressor starts to transmit the compressed packets to the EHC decompressor including the associated CID and the compressed/uncompressed (U/C) indicator bit, set to 1 (compressed). 
The format of the compressed data package is as shown in Figure 2 (SN = 12bits as an example):



[bookmark: _Ref31905747]Figure 2. PDCP data PDU format with EHC compressed packet

· EHC feedback packet
In the RAN2 108#53 email discussion summary [2], the following proposals are made (P8-9): EHC feedback is transmitted via PDCP Control PDU, and EHC feedback packet contains only CID.
We set the feedback format accordingly as in Figure 3 showing the one-octet payload of the PDCP control PDU (the PDCP control PDU header with D/C, PDU Type and R bits is reused from legacy format):
· CID：Indicates which data stream a feedback corresponds to. The length of the field is 7 bits;
· R: is the reserved bit;


[bookmark: _Ref31905785]Figure 3: PDCP control PDU format for EHC feedback
0. Ethernet Padding Removal
Historically, the Ethernet standard does not allow Ethernet frames smaller than 64 bytes in order to be able to detect frame collisions on the wired link. In conventional Ethernet networks, padding to 64-byte of Ethernet frames is done at the Ethernet egress MAC port of a device, by the Ethernet MAC controller, typically in HW. On the other side, padding removal can be performed by any Ethernet ingress MAC port upon receiving the packet or by the final Ethernet host, upon delivering the frame to the upper layer. Now from SA2 stage 2 specification, TS23.501, the 5GS is integrated as a TSN bridge where the 5G <-> TSN user plane interface is implemented by DS-TT (device side TSN translator) and NW-TT (NW side translator) in UE and UPF respectively, as shown in the below figure extracted from TS23.501. These DS-TT and NW-TT are already in charge of several functions specifically related to the Ethernet protocol:
· Involved in 5GS bridge identification by binding, among other things, relationship between a port on DS-TT side (via Port number, MAC address), a port on NW-TT side (via Port number, MAC address), and a PDU Session (for the routing).
· all functions related to IEEE 802.1AS, e.g. (g)PTP support, timestamping, Best Master Clock Algorithm (BMCA), rateRatio time-stamping for gPTP messages,
· support for hold & forward buffering mechanism to de-jitter flows that have traversed the 5G System 
[image: cid:image001.png@01D5DC17.05D2B070]
Figure 4.4.8.2-1: System architecture view with 5GS appearing as TSN bridge
Based on the above, we believe that, a proper implementation of Ethernet padding addition/removal should be done at the inputs of the 5GS system i.e. by the DS-TT and NW-TT. Namely:
1. Padding to 64-bytes should be implemented, when necessary, at the egress ports of DS-TT and NW-TT.
1. Padding removal should be implemented, when necessary, at the ingress ports of DS-TT and NW-TT. 
The above solution prevents 5GS RAN (aka PDCP) to look into protocol headers below Ethernet (DPI), which is more in the scope of DS-TT and NW-TT functionality, and also more aligned with legacy Ethernet MAC controllers.
[bookmark: _Ref32336659]Proposal 4: Ethernet padding and removal is not supported in RAN and should be discussed in SA2 as a new DS-TT and NW-TT functionality.
Conclusion
We made the following proposals:
Proposal 1: The length of CID field is 1 byte, including 1-bit format indication, 7-bit Context ID.
Proposal 2: The max_CID does not need to be configured by network.
Proposal 3: There is no need to define anything to handle unrecognized CID.
Proposal 4: Ethernet padding and removal is not supported in RAN and should be discussed in SA2 as a new DS-TT and NW-TT functionality.
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