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1	Introduction
During RAN2#108, following was discussed to progress work on UAC for NB-IoT and have more agreements as a result:
	Agreements:
· Introduce barring factor for Access identity 0 for UAC in NB-IoT.
· Introduce barring timer with barring factor for Access identity 0 for UAC in NB-IoT
· Access barring bitmap for access identities is signalled common to access categories for UAC in NB-IoT.
· Access barring parameters are provided directly per access category. Barring info sets are not introduced for UAC in NB-IoT.
· Access barring parameters are provided directly per PLMN for UAC in NB-IoT.
· NB-IoT UEs in RRC_CONNECTED mode performs access barring check based on the latest UAC parameters acquired prior to entering RRC_CONNECTED.




The following proposals from Report of email discussion [107bis#89][NB-IoT R16] Open issues on UAC in NB-IoT [1] were not concluded:
Proposal 6: RAN2 to discuss whether to reuse SIB14-NB or introduce a new SIB for UAC in NB-IoT.
Proposal 7a: Introduce a one bit indication in the MIB-NB when access barring is enabled in 5GC.
Proposal 7b: RAN2 to discuss the details of SIB update mechanism and then decide if additional mechanisms are needed, e.g.:
-	If a new SIB, does it follows the generic system information update mechanism as SIB25 in eLTE or can it be updated at any time and does not affect the VT as in Rel-15 NB-IoT.
-	If a new SIB following the generic system information update mechanism, how to support NRSRP barring

An offline discussion was agreed as below:
[CB] Offline discussion #706 (Huawei) whether to re-use SIB14-NB or have new SIB for UAC

[bookmark: _Ref178064866]2	Discussion
The following proposals from Report of email discussion [107bis#89][NB-IoT R16] Open issues on UAC in NB-IoT [1] were not concluded:
Proposal 6: RAN2 to discuss whether to reuse SIB14-NB or introduce a new SIB for UAC in NB-IoT.
Proposal 7a: Introduce a one bit indication in the MIB-NB when access barring is enabled in 5GC.
Proposal 7b: RAN2 to discuss the details of SIB update mechanism and then decide if additional mechanisms are needed, e.g.:
-	If a new SIB, does it follows the generic system information update mechanism as SIB25 in eLTE or can it be updated at any time and does not affect the VT as in Rel-15 NB-IoT.
-	If a new SIB following the generic system information update mechanism, how to support NRSRP barring

Proposal 7 a) and 7b) are linked to which SIB will be used for UAC, so we propose to address them as well in this offline discussion.
Companies to describe the SIB update for mechanism and how to handle RSRP barring for each of the two options. 
Companies to provide the pros and cons of a reusing SIB14-NB or introducing a new SIB based on the above
Table 1: SIB update for mechanism and how to handle RSRP barring with SIB14-NB
	Company
	Comment

	Huawei, HiSilicon
	If SIB14-NB is reused, the same SIB update mechanism should be used, i.e.:
· The SIB can be updated at anytime
· Changes to the SIB do not affect the VT
· When the SIB is scheduled, UE checks an MIB indication to determine if barring is ongoing and acquires the SIB before access other than MT.
To avoid that the UE acquires SIB14-NB when barring is ongoing only for the other CN type, a separate indication for barring in 5GC is introduced in MIB-NB (proposal 7a)

	LG
	Agree with Huawei’s comment

	ZTE
	Agree with Huawei.

	Gemalto
	We would prefer to have a new SIB, mainly for the reason that legacy devices in the field would start to read SIB-14NB even so a change is made only for the 5GC part. 
Also indication in the MIB does not help on this as not understood by legacy devices.

	Sequans
	Agree with Gemalto



Table 2: SIB update for mechanism and how to handle RSRP barring with a new SIB 
	Company
	Comment

	Huawei, HiSilicon
	If a new SIB is used, there are two options:
· Option a: the new SIB also carries the parameters for per-NRSRP barring
In that case, it should be possible to update the SIB at any time and the same update mechanism as SIB14-NB applies. Note that this is the same as eLTE.
· Option b: the new SIB only carries the parameters for UAC barring and SIB14-NB carries the parameters for per-NRSRP barring
In that case, the new SIB can be updated as per the generic SIB mechanism, same as LTE. 
A separate MIB indication indicate that per-NRSRP barring is ongoing for 5GC and if yes, the UE acquires SIB14-NB for the  parameters for per-NRSRP barring 

	LG
	If a new SIB is used, we prefer Option a) carrying per-NRSRP barring.

	ZTE
	If a new SIB is used, we slight prefer option b).

	Gemalto
	We would be fine with option b as outlined by Huawei SIB14-NB carriers the per-NRSRP barring, as per-NSRP barring concerns the radio and hence should be same for UEs connected to EPC or 5GC.  MIB indication for 5GC UEs when SIB14-NB needs to be acquired and separate SIB for UAC barring for 5GC. 

	Sequans
	Agree with Gemalto



Table 3: Preferred option providing Pros and Cons of the two options
	Company
	Preferred option
(SIB14/ new SIB)
	Comment

	Huawei. HiSilicon
	SIB14
	Pros:
· per-NRSRP barring parameters are common and only broadcast once
· A common SIB, which simplifies the scheduling when access barring is ongoing in both  CN types. This also minimizes the changes (and size) of the ASN.1
Cons: 
· Parameters for EPC and 5GC are carried in the same SIB, but this is not different of other SIBs (e.g SIB1 or SIB2) so we don’t see this as an issue .


	LG
	SIB14
	No strong view but reusing SIB14 could be simpler approach than defining new SIB.

	ZTE
	SIB14
	Similar view as Huawei.

	Gemalto
	
	Common SIB-14:
CONS:
Impact on legacy as SIB14-NB will be read even so only a change relevant for 5GC UEs was made. Not avoidable also not by MIB indication.
Separate 5GC SIB for UAC barring only.
PROS:
5GC UAC barring in separate SIB and re-using per-NSRP barring as provided in SIB14-NB saves resources (no duplication of per-NRSRP barring), and avoids impact on legacy as UAC barring is in separate SIB. MIB indication when SIB14-NB needs to be read is power efficient.

	Sequans
	New SIB, common NRSRP part in SIB-14
	Agree with Gemalto




3	Summary
Three companies prefer SIB14, mainly for the sake of simplicity.
Two companies prefer a new SIB, mainly for the reason that legacy devices in the field would start to read SIB14-NB even so a change is made only for the 5GC part. They also think that a new indication in the MIB does not help legacy UEs.
If a new SIB is introduced, three companies prefer the new SIB to carry only the UAC parameters and follow the generic SIB update mechanism and SIB14-NB to carry the per-NRSRP barring parameters.

Based on the above we have the following proposal:
Proposal: RAN2 to select one of the two options below:
· Option 1: Reuse SIB14-NB for 5GC and introduce a new indication in MIB for 5GC barring
· Option 2: 
· Introduce a new SIB carrying only the 5GC barring parameters and following the generic system information update mechanism. 
· per-NRSRP barring parameters in SIB14-NB apply to 5GC. per-NRSRP barring for 5GC is introduce a new indication in MIB
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