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1. Introduction
In the last RAN2 meeting [1], RAN2 discussed how to handle the case where the UE cannot comply with the received CHO configuration, but no conclusion was made so far:
Show of hands
1) Do not trigger re-establishment and do early check: 10
2) Do not trigger re-establishment and do late check: 0
3) Trigger re-establishment and do early check: 13 
4) Trigger re-establishment and do late check: 3 
 Stick to current specification (to be clarified which option that means).

In this contribution, we discuss the handling of invalid candidate cell configuration in CHO.
2. Discussion
In the NR [2], the legacy invalid handling is described below:
[bookmark: _Toc12718014]5.3.5.8.2	Inability to comply with RRCReconfiguration
The UE shall:
1>	if the UE is in (NG)EN-DC:
(omitted..)
1>	else if RRCReconfiguration is received via NR (i.e., NR standalone, NE-DC, or NR-DC):
2>	if the UE is unable to comply with (part of) the configuration included in the RRCReconfiguration message received over SRB3;
(omitted..)
2>	else if the UE is unable to comply with (part of) the configuration included in the RRCReconfiguration message received over the SRB1; 
NOTE 0a:	The compliance also covers the SCG configuration carried within octet strings e.g. field mrdc-SecondaryCellGroupConfig. I.e. the failure behaviour defined also applies in case the UE cannot comply with the embedded SCG configuration or with the combination of (parts of) the MCG and SCG configurations.
3>	continue using the configuration used prior to the reception of RRCReconfiguration message;
3>	if AS security has not been activated:
4>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'other'
3>	else if AS security has been activated but SRB2 and at least one DRB have not been setup:
4>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'RRC connection failure';
3>	else:
4>	initiate the connection re-establishment procedure as specified in 5.3.7, upon which the reconfiguration procedure ends;
1>	else if RRCReconfiguration is received via other RAT (Handover to NR failure):
(omitted..)
NOTE 1:	The UE may apply above failure handling also in case the RRCReconfiguration message causes a protocol error for which the generic error handling as defined in clause 10 specifies that the UE shall ignore the message.
NOTE 2:	If the UE is unable to comply with part of the configuration, it does not apply any part of the configuration, i.e. there is no partial success/failure.

Considering that the specified statements are not much different from the LTE specification, it is very natural that the UE performs RRC Re-establishment in the cases the CHO configuration has invalid configuration. It also may not guarantee that the UE makes sure other configuration is regarded as valid. Because if one invalid part is caused by the source cell problem, the rest of the configuration would be working improperly after handover due to different interpretation from the target cell even though it seems valid before handover. Exactly in case of single candidate cell, there is no doubt to perform RRC Re-establishment procedure as the legacy invalid configuration handling.
Proposal 1: If UE receives an invalid CHO configuration that contains a single target cell configuration, it initiates Re-establishment. 

We also consider that the CHO is being introduced to avoid a handover failure that may happen due to e.g. reception of handover failure. Namely, the main objective of the CHO is to increase the probability of success handover procedure. Thus we think the legacy invalid handling also needs to be enhanced when more than one target cell are being prepared for the handover. While the rest of target cells are preparing for the UE’s handover, it can be huge resource waste when the UE just initiates RRC Re-establishment even in case of multiple cell configuration for CHO because other candidate cell configurations are still valid and the each resource for the CHO is available. 
Furthermore, RAN2 agreed that target cell configuration is transferred by a container which is encoded information in the RRC signaling. If the invalid problem is detected in just a single container for one target cell, it may not regard a part of configuration failure since other containers for other candidate target cells are independent information from the invalid container. The each candidate target cell’s containers are not promptly applied until each CHO execution condition is met, it may be an inefficient UE handling because of the performing Re-establishment procedure. 
Therefore, we think the UE checks the validity of the CHO command as soon as received so that the UE is able to send Reconfiguration complete message including an indication of invalidity to the network after compliance check if there is any invalid configuration but there are also valid configuration to be able to keep performing handover. It helps for the source cell to take proper action towards the target cell indicated to inform valid or not.
Proposal 2: If UE receives a CHO configuration that contains more than one target cell configurations (i.e. multiple target cells) and if there is at least one valid target cell configuration, the UE keeps performing the CHO procedure.
3. Conclusion
In this contribution, we have the following conclusion:
Proposal 1: If UE receives an invalid CHO configuration that contains a single target cell configuration, it initiates Re-establishment.
Proposal 2: If UE receives a CHO configuration that contains more than one target cell configurations (i.e. multiple target cells) and if there is at least one valid target cell configuration, the UE keeps performing the CHO procedure.
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