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1. Introduction
In RAN2#107 meeting, some proposals about compliance check for CHO were FFS in [1] as following:
	Agreements on CHO configuration
…
4	A RRC complete message is required for UE to confirm receipt and proper comprehension of CHO configuration (execution condition, FFS target cell configuration) to the source eNB/gNB. 
FFS whether the UE is required to check the compliance of the target cell configuration within CHO configuration upon reception or whether it is allowed to check upon execution.
FFS whether different RRC processing requirements are defined for the reconfiguration with CHO command.
…



In RAN2#107bis meeting, CHO configuration and execution details was discussed based on the email discussion [2]. When it comes to the question about compliance check and following handling, initial agreements has been made that when the UE can perform the checking and whether the UE shall trigger re-establishment with invalid CHO configuration are relevant and should be discussed together:
6.	the compliance check for each target candidate configuration is done when the RRCReconfiguration/RRCConnectionReconfiguration message is received, as in Rel-15 for any RRCReconfiguration/RRCConnectionReconfiguration message;
9.	the UE shall trigger re-establishment if it cannot comply with the received CHO configuration;
It haven’t been decided whether the compliance check of CHO configuration is done upon receipt of the CHO configuration or later. And the following handling when the UE fails to comply with the CHO configuration is still open.
In this contribution we will discuss when UE should check the compliance and following handling for the CHO.
2. Discussion
2.1 “Early check” or “late check”
During RAN2#107bis meeting, four options for the compliance check and following handling were given for show of hands:
Show of hands
1) Do not trigger re-establishment and do early check: 10
2) Do not trigger re-establishment and do late check: 0
3) Trigger re-establishment and do early check: 13 
4) Trigger re-establishment and do late check: 3 
· Stick to current specification (to be clarified which option that means). 
For the time of compliance checking, almost all the companies agreed the “early check” which refers that the UE do the compliance check upon reception of RRCReconfiguration/RRCConnectionReconfiguration message. 
It is observed that three companies preferred the “late check” since they interpret the legacy mechanism as that the UE check the compliance upon execution. Since the execution is based on that the UE is able to comply with the configuration, the RRCConnectionReconfiguration procedure including reception and compliance check is done before the handover execution. Therefore, the “early check” is following the current specification. In legacy handover, the UE executes the handover command upon reception. But for CHO, there is a time lag between the reception and execution. If the UE decodes the CHO configuration upon reception, the network could have more time to deal with invalid configurations. Thus, “early check” meets the main object of the CHO, i.e., avoiding data interruption and enhancing the handover robustness.
Proposal 1: The UE checks the compliance of the CHO configuration upon reception.
2.2 Re-establishment or not
Since it is noted that if the UE is unable to comply with part of the configuration, it does not apply any part of the configuration, as described in subclause 5.3.5.8.2 of TS38.331 and subclause 5.3.5.5 of TS36.331. If the compliance check of CHO configuration fails in the “early check”, UE cannot use all the latest configuration from the source target and continues using the configuration used in a short time. 
It was agreed in RAN2#107bis meeting that both source and target can trigger the modification of CHO configuration. There are two cases that the RRCReconfiguration with CHO command may include updated source configurations besides CHO command. One case is that the initial CHO command is enclosed with other reconfigurations. Another case is that the source modifies the CHO related configurations and the target updates its CHO configuration based on the latest configuration from the source. In our opinion, although the compliance check of CHO configuration fails, UE should update its configuration with the rest part of RRCReconfiguration to ensure that the UE applies the latest configuration from the serving gNB.
[bookmark: _Hlk24101500]Proposal 2: After the compliance check failure of CHO configuration, the UE applies the rest applicable part of RRCReconfiguration with CHO command.
Legacy handling for compliance check failure of RRCReconfiguration is UE-triggered re-establishment. Since there may be time lag between the reception of CHO command and CHO execution, the UE will not apply the CHO configuration from the candidates immediately. And the radio conditions with the source cell is still good when the UE receives the CHO configuration. Considering that the CHO is introduced to enhance the handover robustness, unnecessary re-establishment should be avoided to reduce the interruption in UE service. Thus, instead of simply re-establishment, optimized handling for the CHO configuration compliance check failure should be introduced in this time lag. Re-establishment or further handling is considered as possible handling options under control of the network. With the optimized handling for CHO compliance check, network could correct invalid configurations and increase the probability of successful CHO.
Proposal 3: Instead of re-establishment, RAN2 is kindly asked to consider optimized handling for the compliance check failure of CHO configuration.
3. Conclusion
We have discussed the time for CHO configuration compliance check and further handling for the CHO configuration compliance failure with the following proposals: 
Proposal 1: The UE is required to check the compliance of the CHO configuration upon reception.
Proposal 2: After the compliance check failure of CHO configuration, the UE applies the rest applicable part of RRCReconfiguration with CHO command.
Proposal 3: Instead of re-establishment, RAN2 is kindly asked to consider optimized handling for the compliance check failure of CHO configuration.
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