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Introduction  
During the RAN2#107 meeting, RLC support for sidelink was discussed based on the corresponding email discussion and the following agreements were made related to Sidelink RLC [1]:
Agreements on SL RLC: 
1:     NR SL TM RLC entity is configured to submit/receive RLC PDUs to/from SBCCH.
2:    RLC functionalities defined for NR Uu are reused for SL RLC design. FFS on the need of RLC reestablishment.
3:    For NR SL unicast, RLC TX side and RX side establishment/release is triggered by upper layer request. FFS the case for RLC TX side re-establishment.
4:    For NR SL groupcast/broadcast, RLC TX side establishment/release is triggered by upper layer request. FFS the case for RLC TX side re-establishment. RLC RX side establishment is triggered by the reception of first PDU where there is not yet a corresponding receiving RLC entity. FFS the case for RLC RX side re-establishment. RLC RX side release is up to UE implementation.
5:     The following procedures defined in NR Uu RLC are reused for NR SL RLC: 
[bookmark: _Hlk20895871]- Data transfer procedures (incl. TM/UM/AM data transfer)
- ARQ procedures (incl. retransmission, polling, status reporting)
- SDU discard procedures
- Data volume calculation
- Handling of unknown, unforeseen and erroneous protocol data

During the previous RAN2 meeting, discussion on RLC UM lead to the following FFS [2]:
	Agreements on RLC UM: 
1:     For SL groupcast/broadcast, only uni-directional RLC UM SLRB is supported (i.e. no support of bi-directional RLC UM SLRB). FFS on SL unicast. 



In this contribution, we aim to address the FFS aspects primarily related to SL RLC (i.e re-establishment and RLC UM).
Discussion
1.1 Sidelink RLC re-establishment

In the last meeting, it was agreed that all the RLC procedures defined in NR Uu would be re-utilized for NR Sidelink with FFS on RLC re-establishment aspect. In EN-DC architecture, RLC entity is re-established during the following scenarios:  
· Security key change (due to node change) for a bearer
· Bearer type change (e.g. SCG to SCG split)
· Handover 
Since these mechanisms are not expected to be supported in Sidelink, we can assume that support of re-establishment of RLC entity is potentially not necessary. Furthermore, in NR Uu, the RLC re-establishment is supported by the network using RLC configuration while performing RRC reconfiguration and also performed at the UE during T300 expiry, resumption of RRC connection, etc.  

1.1.1 Groupcast/broadcast scenario 
As RLC re-establishment can be considered to be applicable for specific sidelink radio bearer(s), it can be considered as configurable SL radio bearer parameter. For SL groupcast/broadcast, it has already been agreed that the network configured sidelink radio bearer parameters should relate only to TX. Therefore, a dynamic re-establishment configuration indication cannot be sent from the network to the RX entities in a groupcast/broadcast scenario (assuming it were even possible). Furthermore, the SLRB parameters requiring TX/RX alignment are agreed to be fixed in the specification. It is not possible to set the RLC re-establishment configuration as a fixed parameter. Therefore, we think that it is not possible to configure the RX entities in groupcast/broadcast scenario for RLC re-establishment.
Proposal 1. 	RAN2 to agree that for NR SL groupcast/broadcast cases, the RLC RX side re-establishment is not supported. 
As already discussed, the above mechanisms such as handover are not applicable for groupcast/broadcast situations. Moreover, as the SL groupcast/broadcast TX UE cannot communicate RLC re-establishment configuration with the RX entities for alignment, it is generally not feasible to re-establish TX side entity either. 
Proposal 2.	RAN2 to agree that for NR SL groupcast/broadcast cases, the RLC TX side re-establishment is not supported.
1.1.2 Unicast scenario 

When a V2X UE is involved in unicast communication, the TX side can receive network configuration and it can share it with the RX side over PC5-RRC message. However, it is evident that the network cannot provide the indication to re-establish RLC entity when UE is not in RRC_CONNECTED state for sidelink. The V2X UE will end up with different behaviour for when in idle or out-of-coverage situations compared to in-coverage/connected state for the same trigger if we rely on network configuration for RLC re-establishment. Therefore, to provide common UE behaviour, we prefer to not support network configuration based RLC re-establishment for all the SL unicast cases. 
Proposal 3.	RAN2 to agree that for NR SL unicast, network-configured RLC TX side re-establishment is not supported.
Although the triggers of bearer type change, handover may not be applicable for unicast case compared to Uu, security key change potentially due to source ID change (pending SA3 input) can be a potential trigger. 
While we might have to check with SA3 about the security impacts, there might be link update procedure defined for unicast wherein security (root) key may get updated when the source layer-2 ID changes. Source ID of V2X UE may be changed to avoid tracking of the UE. When this change happens, it may be necessary to re-establish PDCP entity and potentially RLC entity. We need to check with SA3 if this is a valid concern. It is not clear if we have sufficient time to go back and forth with SA3. RAN2 can discuss if it may be beneficial to support UE-triggered RLC re-establishment for SL unicast. 

Observation.  	Depending on the NR V2X security solution, if the source Layer-2 ID changes, PDCP/RLC entities may or may not need to be re-established.
Proposal 4.  	RAN2 to discuss whether for NR SL unicast, UE-triggered RLC TX/RX side re-establishment without network involvement is supported, pending SA3 input.
1.2 SL RLC UM open aspect
Support of PDCP Control PDU has already been agreed and correspondingly interspersed ROHC feedback can be enabled in NR V2X for SL unicast. ROHC can be supported in three modes including uni-directional and 2 bi-directional options. Since the support of a specific mode and the support of ROHC itself is not restricted only to RLC AM mode, it must be supported for RLC UM as well. As also already mentioned during the online discussion, bi-directional RLC UM must be set up to potentially support bi-directional mode based ROHC feedback. Similar to RLC AM, at both the peer UEs involved in SL unicast communication, the bi-directional RLC UM should have both the transmitting entity and the receiving entity. 
Proposal 5. 	RAN2 to agree to support RLC UM SLRB in uni-directional and bi-directional manner. 
Conclusion
In this contribution, we provide considerations on RLC re-establishment in V2X and have the following observation and proposals:
Observation.  	Depending on the NR V2X security solution, if the source Layer-2 ID changes, PDCP/RLC entities may or may not need to be re-established.
Proposal 1. 	RAN2 to agree that for NR SL groupcast/broadcast cases, the RLC RX side re-establishment is not supported. 
Proposal 2.	RAN2 to agree that for NR SL groupcast/broadcast cases, the RLC TX side re-establishment is not supported.
Proposal 3.	RAN2 to agree that for NR SL unicast, network-configured RLC TX side re-establishment is not supported.
Proposal 4.  	RAN2 to discuss whether for NR SL unicast, UE-triggered RLC TX/RX side re-establishment without network involvement is supported, pending SA3 input.
Proposal 5. 	RAN2 to agree to support RLC UM SLRB in uni-directional and bi-directional manner. 
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