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1 Introduction
On the topic of Ethernet header compression, we’ve reached the following agreements on its operation [1] [2]:
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In this contribution we describe the operational aspects of EHC taking the above agreements into consideration, and propose a format for the EHC header. We reference the RoHC framework [3] for guidance and clarification where appropriate.
2 Discussion

2.1 EHC header fields 

This section considers the following agreements: 
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Under a RoHC based scheme [2] packets are classified into streams before being compressed. The classification process takes advantage of the inter-packet redundancy by using the recently stored information from previous packet transfers of a particular steam from the compressor and decompressor processes. The stored information is referred to as the context, and needs to be consistent to ensure successful sequence of compression and decompression as shown in Figure 1. 
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Figure 1: Compressor and decompressor for EHC

In RoHC the size of the context ID is either 4, 7, or 14 bits. In Rel-15 NR, the maximum size of the QoS flow identifier (QFI) is 6 bits [4]. We therefore do not see a need to extend the context ID size beyond what is present for RoHC.
Observation 1: A context ID field of 7 or 15 bits is sufficient for the EHC header to associate the stream compressor with the decompressor.
Proposal 1: The context ID for the EHC header can be 7 or 15 bits.

As there are only two states in the EHC compressor to identify, i.e. if the header is compressed or uncompressed, a single bit is sufficient to differentiate between the two states. 
Observation 2: A single bit field is sufficient for the EHC header to differentiate between compressed and uncompressed headers.
Proposal 2: A single bit field is used to differentiate between compressed and uncompressed EHC headers.

RoHC uses the profile ID to identify the communication protocol of the header field that follows, e.g. RTP/TCP/UDP/etc. On the other hand, EHC is only meant to address Ethernet packets, and we have agreed that multiple formats are not supported. Therefore we see no need for a profile ID. If other protocols are to be compressed, that can be achieved with RoHC which can work in conjunction with EHC.
Observation 3: 
EHC header does not require a Profile ID field.
2.2 Context Establishment

This section considers the following agreement:
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The baseline mechanism agreed upon is needed when considering stringent IIoT service availability requirements. However these stringent service availability requirements do not necessarily apply all the time. In these cases, a more aggressive EHC mechanism that opportunistically compresses Ethernet packets as described below can be considered:
1. The compressor transmits one or more uncompressed headers until it determines with confidence that the decompressor has the necessary context information.

2. The compressor then proceeds to transmit compressed headers.

3. The decompressor indicates an ACK or a NACK to the compressor depending on whether it has the necessary context information, or not.
The NACK indication is also useful, if the UE receives a compressed packet bearing a context ID it does not recognise. While an error condition, the NACK allows the service to recover if this ever happens. Given that we are defining an ACK mechanism, the ability to signal NACK would come with no additional overhead
Proposal 3: A single bit field is used to provide feedback from the decompressor to the compressor.
2.3 EHC Header Description
Based on the observations in the previous sections, we describe the EHC header fields for each direction.
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Figure 2: EHC Header exchanges
2.3.1 Compressor to Decompressor Direction

The EHC header in the direction towards the decompressor, contain two fields (U/C & Context ID), as described in Figure 3:
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Figure 3: EHC Header from the compressor to the decompressor

2.3.1.1 U/C Field

Length: 1 bit

The U/C bit indicates whether the EHC header is for an uncompressed or compressed Ethernet header.

	Bit
	Description

	0 (U)
	Uncompressed Ethernet header follows

	1 (C)
	Compressed Ethernet header follows


An example of an uncompressed Ethernet header packet, is shown in Figure 4.
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Figure 4: EHC header of an uncompressed Ethernet header

An example of a compressed Ethernet header packet, is shown in Figure 5.
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Figure 5: EHC header of a compressed Ethernet header

2.3.1.2 Context ID Field

Length: 7 or 15 bits

This field is used to associate the compressor entity with its associated decompressor entity. The size of this field is provided by the RRC Configuration.
2.3.2 Decompressor to Compressor Direction

This EHC header as described in Figure 6, is sent to provide feedback to the compressor during the establishment of the context or when the decompressor no longer has valid context information.

[image: image9]
Figure 6: EHC Header from the decompressor to the compressor

Note there is no payload attached to the feedback packet.
2.3.2.1 F Field
Length: 1 bits

The F bit indicates the feedback from the decompressor to the compressor.

	Bit (F)
	Description

	0
	ACK – Context has been successfully established

	1
	NACK – Unrecognized context  


3 Conclusion

In this document we make the following observations: 
Observation 1: A context ID field of 7 or 15 bits is sufficient for the EHC header to associate the stream compressor with the decompressor.
Observation 2: A single bit field is sufficient for the EHC header to differentiate between compressed and uncompressed headers.
Observation 3: 
EHC header does not require a Profile ID field.
On the basis of the above observations we propose:

Proposal 1: The context ID for the EHC header can be 7 or 15 bits.

Proposal 2: A single bit field is used to differentiate between compressed and uncompressed EHC headers.

Proposal 3: A single bit field is used to provide feedback from the decompressor to the compressor.
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Use context ID concept such that compressor and decompressor associates a context ID with Ethernet header contents. 


EHC header format is designed to include following mandatory fields: Context ID, Indication of header format (i.e. full header and compressed header), FFS other field, e.g. profile ID


The EHC can removes the following fields: SOURCE/DESTINATION ADDRESS, TYPE, and EHC do not support multiple formats


FFS: Pad removal 


For context establishment the compressor send the full header and the context ID via PDCP data PDU


FFS if for context establishment the explicit feedback is sent via PDCP control PDU.


Baseline feedback mechanism, enhancements not precluded: 


For context establishment the de-compressor sends an explicit feedback to the compressor after the establishment of the context, i.e. when a full header packet is received with a context id. 


For context establishment the explicit feedback includes the “Context ID”.


When the compressor receives the feedback it is confident that the context is successfully established, and from this time compressed header packets can be transmitted. 


FFS if EHC is allowed to be configured for a unidirectional link. 
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Baseline feedback mechanism, enhancements not precluded: 


For context establishment the de-compressor sends an explicit feedback to the compressor after the establishment of the context, i.e. when a full header packet is received with a context id. 


For context establishment the explicit feedback includes the “Context ID”.


When the compressor receives the feedback it is confident that the context is successfully established, and from this time compressed header packets can be transmitted. 
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