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1	Introduction
Upon detection of a radio link failure, an RRC Connection Re-establishment is triggered. Currently, there are three Re-establishment cause values defined for UEs: 
1) reconfigurationFailure
2) handoverFailure
3) otherFailure
The “otherFailure” is used when an RRC Connection re-establishment is triggered by an RLF. This contribution discusses whether a new cause value is needed for the IAB node(s). The Establishment Cause for the RRC Connection setup case is discussed in R2-1915479.
[bookmark: _Ref178064866]2	Discussion
When an RRC Connection Re-establishment is triggered due to an RLF detection, an RRC message is created that includes, among other IEs, the C-RNTI used in the PCell and the Re-establishment cause. The “re-establishment cause” value is set to “otherFailure”. 
In the case of IAB node with RLF, the intermediate nodes between the IAB node that detected the RLF and the IAB-donor CU, do not decode the RRC message. These intermediate nodes will only route the RRC message over the corresponding backhaul bearers towards the IAB-donor CU. If the IAB context is available, when the RRC message is received by the IAB-donor CU, the CU will comprehend that the re-establishment procedure was triggered by an IAB node. It may also comprehend that the re-establishment was triggered by an RLF. The important aspect is that the IAB-donor CU can know that the re-establishment was triggered by an IAB node and it can, then, prioritize the recovery in any means it considers appropriate. 
It could be argued that for deployment scenarios where IAB nodes accept/serve both UEs and other IAB nodes, IAB nodes will have to contend for the random accesses in the same way as UEs. Contending for the resources could delay the access to the potentially new parent IAB node. Nevertheless, this is a different issue, not directly depending on the Re-establishment cause values but rather a physical layer issue (if at all). 
In general, we do not expect IAB nodes to perform random accesses except when they are first set-up or when there is a failure case. Those two events will be rare. Thus, defining concrete RACH resources for IAB nodes may lead to inefficient use of resources, i.e., not used for most of the time. Instead of concrete RACH resources, another option could be that the network starts applying UAC mechanism when the collision probability is high to temporarily reduce the load and risk of collision.
[bookmark: _GoBack]Lastly, there is only one available spare value in the IE and the RRC Re-establishment message should be kept small. Thus, it is not suggested to add new values unless it is necessary and the only solution to solve a serious issue.

[bookmark: _Toc16776637]No additional re-establishment cause values to report RLF are needed for IAB nodes.
Conclusion
Based on the discussion in the previous sections we propose the following:
Proposal 1	No additional re-establishment cause values to report RLF are needed for IAB nodes.
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